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Introduction

Congratulations on your purchase of the AlliedView™ Network Management System product. This product
allows users to query all aspects of Allied Telesis products in their network.

Who Should Read This Guide?

This document is for users who need to understand the user interface of the NMS product and be able to
query and control the Allied Telesis network elements using the NMS. Highlighted are tasks involved in
configuring individual devices (called device configuration) and groups of devices (called network
provisioning), since the NMS for certain applications must change a set of devices. Also highlighted are the
tasks involved in producing graphs and reports in both historical and real-time formats.

For in-depth knowledge of the NMS and its applications, refer to the NMS Administration Guide.

About this Guide

This guide includes all aspects of the NMS product and includes information on the installation and
administration of the NMS server software.

» Chapter 1 provides on overview of the NMS product and how this document is organized.
» Chapter 2 lists the various interfaces (clients) for the NMS and how to access each type

» Chapter 3 shows how to use the Network Maps application and how the maps allow access to other
applications for one or more devices.

» Chapter 4 describes the Fault application and how to monitor the NMS for events and alarms.

» Chapter 5 describes the Performance Management application and how to report statistics.

» Chapter 6 describes the Network Inventory application and how to query networks, nodes, and interfaces.
» Chapter 7 shows the HTML interface and its capabilities.

» Chapter 8 lists the object properties most commonly used to define objects and create Custom Views.

Tracking Updates since the Previous Release

Section 1 of the AlliedView NMS Administration Guide includes a Reason for Update table, allowing the
user to see what features have been added or changed. Change bars let the user know where technical
information has been updated.

Service and Support

For information about support services for Allied Telesis, contact your Allied Telesis sales representative or
visit the website at www.alliedtelesyn.com.
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= AlliedView NMS

AL Allied Telesis

1. Product Overview

1.1 AlliedView Network Management System (NMS)

For managing a network, the NMS product provides a powerful client that presents the network and its devices in
a user-friendly way that allows users to learn quickly how the network is configured, how to reconfigure ele-
ments when necessary and how to spot problems (or potential problems) before they degrade network perfor-
mance.

Users of NMS have two methods to query and control the objects in the network.

= A graphical map interface that shows the network and its managed objects both physically and functionally.
Users can start at the network level and drill down to the appropriate device.

= A set of forms (tables), which list the various objects and their attributes.

Each method allows the user to access information about the network, see in real time any changes in the network
(and therefore take appropriate action), and change the configuration or status of any device to ensure the net-
work is operating efficiently.

= allied Telesis AlliedYiew NMS Release 12.0 - SE {Evaluatic
File  Custom Yiews Edit  Wiews Toolz  Window Help

GD@@.m-@\@O?

FIGURE 1-1 AlliedView NMS GUI (SE Version)

-

1.1.1 Managed Device Types
The AlliedView NMS manages the following types of devices:

= iMAP - These products currently use the series number 7000 and 9000. They are powered by -48Vdc and can
be integrated into a central office environment. They are modular in nature and so cards can be replaced when
necessary. Products with the number x700 are duplex in that they have dual processors (called Control Mod-
ules) and so one side can take over activity if necessary. Current Allied Telesis products are listed in the
AlliedView NMS Administration Guide.

= AT - These are products that use the name Allied Telesis (AT). They are usually ac-powered and are usually
non-modular, although some types (such as the Switchblade family) do have replaceable cards. For a com-
plete listing of devices supported and load compatibility, refer to the AlliedView NMS Administration Guide.

* iMGs/RGs - Refer to the AlliedView NMS Administration Guide.

= Other Devices - Although the NMS in many cases can only monitor (and not manage) these devices, they can
be discovered by the NMS and so can be included in the management system.

Note: In 12.0, the introduction of the Enterprise Edition (EE) version of the NMS means some GUIs
are modified. Most changes involve the addition of devices on a LAN and the deletion of
customer provisioning options. Refer to the AlliedView NMS Administration Guide.

This document is for those who use the client interface and are responsible for configuring and monitoring all or
some part of the network. After reading this document, the user should be able to access any object in the net-
work, query and change any attribute of that object, and monitor the object (or objects) for potential problems.
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How this Document is Organized Document Media

Note: This document does not include administrative tasks that can be run from the Application or
HTML interface. These tasks are in the AlliedView NMS Administration Guide.

1.2 How this Document is Organized

This first sections of this document cover the Application Interface and the tasks that are done from that inter-
face.

The document then follows the following tree hierarchy for the Application interface. (Sub-nodes are in paren-
theses.)

Network Maps (from overall network to user-configured sub maps)

Fault Management (Network Events and Alarms)

Performance Management (Configuration Collection)

Network Inventory (overall network to user configured groups)
The last sections give an overview and a description of tasks done using the HTML interface.
To help the user understand how these areas work and interact, this document uses the following strategies:

= Starting with the map interface, the user can learn how to drill down from the network view to any network
object, as well as how to create custom maps, usually to highlight particular device types or device states.
Once gaining access to that device, the user can then see how to configure (or reconfigure) the device as well
as monitor what the device is doing.

= At the beginning of each Section is the following:
= A figure that highlights specific parts of the interface. For electronic versions, there will be a link from
these specific areas to the relevant section.
= A table with links that includes the main tasks that are performed.
= When performing certain actions at the map interface, the system will automatically go to other views, since

that view is what controls the action. When describing the map action in this document, there will be an elec-
tronic link to the other part of the document that has the details.

= Throughout the document, there will be subsections that show sample configurations. These subsections
allow the user to see how specific Allied Telesis devices are configured and what strategies to use to ensure
the network is being properly monitored. There will also be background information to help the user under-
stand the sample configuration.

1.3 Document Conventions

To help the reader use this document, the following conventions are used:

= Menu selections are in bold/italic, with -> for accessing a submenu, such as Policy -> Add Policy.

= Descriptions of properties are in a two-column table, with the order of properties matching those shown on
the window.

= Names of windows and window elements (such as Tool Tips) are in bold, such as the Restore Configura-
tion window.

= Admonishments use the words Note, Caution, and Warning, where note means added information, Caution
means a potential degradation of service, and Warning means a potential loss of service/revenue.

1.4 How to Use Supporting Documents

1.4.1 Document Media

Customer documentation is included with the NMS CD-ROM and at the Allied Telesis website. The CD-ROM
has only the documentation for a specific release, while the web-site will give the user the option to download
available document releases.

1-2 AlliedView NMS Installation Guide (Product Overview)



Printing Hardcopy Reason for Update

1.4.2 Printing Hardcopy

Hardcopy of the documents is in pdf format and requires Acrobat Reader. The link to the Acrobat site is provided
on both the CD-ROM and NMS document web site.

1.4.3 Accessing Online

The documents are also delivered in HTML format for viewing on a browser, and are included with both the
CDROM and website download.

1.4.4 Using Online Help with AlliedView NMS

In the main screens of NMS and various forms, there is a help button. When the user presses this button, the rel-
evant section of the online document will appear if the user has downloaded the online version of the User Guide
onto the client. The links to other parts of the document will be active, allowing the user to navigate further in the
document if necessary. The user can also press the Show Document link which will show the full online help
document and therefore include a frame with the Table of Contents, Index, and Search window.

1.5 Reason for Update

Refer to the AlliedView NMS Administration Guide for a list of feature changes to the AlliedView NMS for
Release 12.1.

AlliedView NMS Installation Guide (Product Overview) 1-3
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= AlliedView NMS

AL Allied Telesis

2. Starting Up the User Interface

2.1 Starting Up Methods

The AlliedView Network Management System (NMS) offers a variety of startup methods, with each having its
advantages:
= Application Client - This is used entirely on the AlliedView NMS server.

= Application Start (Web Start) - This is the preferred method when accessing the NMS from a remote loca-
tion. It requires Web Start (JRE: 1.6.0_nn) on the client. (This is also the first option on the Logon screen using
a browser.) Refer to Figure 2-2.

= Web Client (HTML) - All that is required is a browser that meets the criteria listed in Table 2-1. (This is the
second option on the Logon screen.)

= Applet Client - This involves loading of the correct applet and can be local or remote to the server. It requires
the Java Runtime Environment (JRE)1.6.0_nn. (This is a link at the bottom of the Logon screen.)

Note: The monitor used by a AlliedView NMS client should have a resolution of 1280x1024 or better.

Table 2-1 lists the client types and the startup methods for each platform.

TABLE 2-1 User Interfaces and Startup Methods for the NMS

Client Type Description Windows Solaris
Web Start You must have the correct On the Logon screen, select the The same as Windows
browser to view the logon Launch button for the Applica-

screen. These are the same as | tion Client (Web Start).
for the Web Client (HTML) Refer to 2.2.2
option.

This is used for terminals con-
nected remotely to the NMS
server. It is the preferred
method of accessing the NMS
from a remote location, since
the correct applet is automati-
cally included as part of the
startup and does not require
reloading on subsequent client
startups
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Starting Up Methods

TABLE 2-1 User Interfaces and Startup Methods for the NMS (Continued)

Client Type Description Windows Solaris
Web Client This uses a browser using On the Logon screen, select the The same as Windows
(HTML) HTML only and can be used second option, and input the user

from remote and local inter- Name and Password

faces. Refer to 2.2.2.

Browsers:

- Internet Explorer 7 and 8
- Firefox 3.0 or above

Application This is used for terminals con- | From the Start menu of win- From the home directory of
nected directly to the NMS dows, select Programs->Allied NMS Client, go to the bin
server and includes all soft- Telesis -> AlliedView NMS directory and invoke the
ware needed. ->Start NMS Client. startApplicationClient.sh

file.

Directly from the home directory
of the NMS Client, go to the bin
directory and invoke the star-
tApplicationClient.bat file.

Note: When using the html client type, the browser property should be set so that for every visit to
the page there is a check for the newer versions of the stored page. This is to ensure that any
changes made are immediately reflected in the GUI. Refer to 7.2.2 for an example.
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Using the Non-HTML Client Logging In

2.2 Logging In

2.2.1 Using the Non-HTML Client

By choosing the Start NMS Client option from the Start menu, you get the AlliedView NMS Authentication
dialog box. By default, the username and password are root and public, respectively. You can also change the
username and password based on your requirements.

By default the form shows only the User ID and Password. If you select the Advanced button you see the figure
below. Included is the name of the host machine on which the NMS server is running, which is usually already
filled in. The default port number is 9090. If the Show Console option is checked, the Logs console will appear
on the screen; otherwise it will not be shown.

After entering the username and the password, you can connect to the host server by clicking the Connect button.

E5 alliedview NMS Authentication =0 x|
Enter uzername for AlliedView MMS Authentication at localhiost
Q090 .

s=er |0 | |
Pasaword | |
Host localhost |
Port 8090 |
Languace en(Endlizh) b
Couritry SiUnited states) Al
Showy Console

DE'I Caonnect K Cancel _':" ==Advanced

FIGURE 2-1 Logon Using the Application Client (Advanced Button)

2.2.2 Using the Browser

Connect the host from the browser after providing the name of the host and the port number as the Uniform
Resource Locator (URL), such as http://<hostname>:9090. The logon screen (Figure 2-2) appears. Choose one
of the three logon methods.

Note: The login and password entry field on the main AlliedView NMS web page are not used when
the user selects “Application Client (Web Start)”. The Web Start Client log in procedure will
prompt for the user/password on another window displayed later in the start up process.
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AlliedView"-NMS

Network Management System
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Copyright & 2010 Allied Telesis Labs, Inc.

About | Contact | Documentation | Alternate Client | Download Java 1.6

FIGURE 2-2 Logon Screen Using the Browser
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2.3 Connecting to the NMS Server

2.3.1 First Time Connection (Configuring the Password)

The NMS provides the option to configure your password once you have logged into the application client or the
browser client for the first time. The Password Configuration dialog box appears by choosing the Tools ->
Change Password menu item. Refer to the following figure. You can type in your new password and set the time
duration for which this password is to remain valid. Refer to the following figure.

Note: The expiration duration is the number of days before the password expires; 0 (or negative
number) means no expiration. To force a password to expire, the user must set the duration
for one day, and the password will expire on the second day.

=10 %]
Pazswaord Configurator
Mew Passweard | |
Corfirm Password | |
Pazzweard Expiry duration | |
(8].4 Cancel

FIGURE 2-3 Setting a New Password

2.3.2 Possible Connection Failures

2.3.2.1 Password Has Expired

If you try to log in to the NMS Server after your password has expired, you will get an error message. You can
reset the password.

2.3.2.2 User Account Has Expired

If your account has expired, a Login Failed dialog box pops up. In this condition, you will be unable to access
the Java Client until your user account is re-activated by the NMS Administrator through the Security Adminis-
tration User Interface (Ul).

2.3.2.3 User is Disabled

If your user account is disabled by the NMS Administrator through the Security Administration Ul, you will be
unable to access the Java Client until your account is re-enabled. A Login Failed dialog box will pop up indicat-
ing that your account is disabled.
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2.3.2.4 Maximum Number of Client Sessions is Reached

If you try to log in to the NMS Server while five other users are already logged in, your login attempt will fail
with an error message indicating that the maximum number of sessions has been exceeded. The AlliedView
NMS Server supports a maximum of five simultaneous client sessions. If you receive this error message, you
will have to wait until one or more of the current users log out before you can log in.

2.3.2.5 Client-Server Connection is Lost

If you lose your connection with the NMS server, a dialog box with a message pops up. Restart the client using
the methods in Table 2-1.

2.4 The Application Screen

2.4.1 Initial Screen Layout

2.4.1.1 Screen Areas

When you log in to the application interface, the initial screen that is displayed shows the map symbols repre-
senting the discovered network devices. An example is shown in Figure 2-4. Callouts in the figure identify the
various screen areas.

Note: For display purposes, the entire map is not shown in the figure.

You can find the Panel-Specific Menu Bar, Toolbar, Map Toolbar, NMS Tree, Alarm Count Panel, Status Bar,
and the NMS Display Panel displayed in the user interface.

Panel-Specific Menu Map Toolbar AlliedView. NMS Display Panel Zoom Slider
= allied Telesis Allied¥iew NvS Release 12.0 - SE (Evaluation) =10l x|
Filz Custom “iewes Ecit Wieww Metwlork Services  Object Tools  Window  Help
Toolbar i ¥ S
* lavmBezs/oannoo AV
E S TR 1 B Physical Network
& (#) Metwork Maps =
- DIEI=RYEY
Q_p Routers [a]
@) Failed Nades A ]
NMS Tree @ B
St R hletvork B IGEnBanI enBand AT S8
* o= (&) WLAN Network [ [¢] 8018 %008
o (B Fauk Managemert E i 10.62.30.1 0.52.30.1%
o (W) Performance :
0= @ Metweork Service Data
> @ Rletuwork Inventory
AT AT AT AT
ARTT08 1000 1000 ARTAD
05230 1 10 &2 o 17 10 82 a0 15 10.52.30 3
iMAP iMAP imap imap
i 702 9400 9400 9700
Alarm Summary Yigw : 0.62.30.33 0.62.30 34 0.62.30.38 0423036
Alam 2 g’
Count |~
Panel g ; map AP X0
—_— B e : 3810 Fall] 24%8
E A l : 0.52.30.37 0.52.30.3 10.52.30.7 ||
g N R P -' —
. Lok P B A- D T 3 -
[t o o W 8 Wiy ¢ G| |l YD
Done.

FIGURE 2-4 Layout of Initial Screen for Application Client
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2.4.1.2 Panel-Specific Menu Bar

The Panel-Specific Menu Bar is positioned at the top edge of the display area. This menu bar contains the labels
of drop-down menus attached to it. Right-clicking a menu label displays the drop-down list of menu items for
that menu label. In a drop-down menu, separator lines distinguish types of tasks. The menu list is context-specific
and will vary depending on which node in the NMS Tree is being displayed in the NMS Display Panel. However,
a few of the items are common to all of the displays. These include: Refer to www.google.com
= File - Provides control of the NMS client tool and the displays. The items include:

= Back - Moves the display in the NMS Display Panel back to the previous display

= Forward - Moves the display in the NMS Display Panel forward to the next display

= Detach - Puts the current display in the NMS Display Panel in a separate window

« Close - Closes the current display in the NMS Display Panel

= Close All - Closes all open displays in the NMS Display Panel

= Broadcast Message - Sends a message to other NMS users

= Exit - Exits the NMS Client
= Tools - Provides various tools related to the NMS. The items include:

= View Tasks - Displays a list of currently scheduled tasks

* Manage CLI Users - Provides Command Line Interpreter (CLI) user management functions

= System Log Configuration - Provides configuration functions for System Log Management

= NMS Database Backup - Provides NMS database backup functions

= Discovery Configurator - Provides configuration functions for NMS discovery

= Security Administration - Provides security administration functions

= Change Password - Allows you to change your password

= Application Manager - Provides application management functions

= Mib Browser - Provides Management Information Base (MIB) browsing functions

= Open Telnet - Allows you to telnet to another device
= Window - Provides control for the NMS client display windows. The items include:

= A radio-button list of the most recently accessed panels

= (Cascade - Cascades the open windows in the NMS Display Panel

< Tile Horizontal - Tiles the open windows horizontally in the NMS Display Panel

< Tile Vertical - Tiles the open windows vertically in the NMS Display Panel

= Save Location and Size - Saves the current size and screen location of the NMS display

= Show Toolbar - Displays or hides the Toolbar
= Help - Provides Help information for the AlliedView NMS.

The context-specific menu items will be described later in this document.

2.4.1.3 Toolbar

The Toolbar displays a collection of actions, commands, or control functions. Toolbars are used to display fre-
quently used components. It is placed below the menu bar and has various tools for different nodes. A tool tip is
provided for each tool. The Toolbar is movable and floatable. The tools that appear on the Toolbar will vary
depending on which NMS Tree node is being displayed in the NMS Display Panel. The Toolbar for the Network
Maps node is shown in the following figure.
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FIGURE 2-5 Example Toolbar
The Toolbar icons and their function are listed in the following table.

TABLE 2-2 Toolbar Tools and their Function

Toolbar Icon Function
{:I Move backward to the previous display in the NMS Display Panel.
D Move forward to the next display in the NMS Display Panel.

Add a new map.

B

Delete the currently displayed map.

&

Save the currently displayed map.

il

Refresh the map data.

Re-layout the currently displayed map.

e | @

Delete the currently selected item(s) in the map.

o4

Undo the last Add or Delete.

Search a map or display for a specific string.

Access the properties for the selected item or the currently displayed map. If no object
is selected in the map, the map properties are displayed. If multiple objects are
selected, a property sheet for each selected item will be displayed.

Detach the current display in the NMS Display Panel from the NMS Display Panel.
The display will appear in a separate window from the main NMS window.

d | @8O

Launch the NMS HTML user interface.

|
|

Stop the currently in-progress action.

Access the AlliedView NMS Help information.

Add a custom view.

D | = O
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TABLE 2-2 Toolbar Tools and their Function

Toolbar Icon Function

@ Modify a custom view.

Remove a custom view.

@

Note:

Not all of the icons listed in Table 2-2 are shown in Figure 2-5. The actual icons that appear
will depend on which tree node is being displayed in the NMS Display Panel.

2.4.1.4 NMS Tree

The NMS Tree is built by the user to display a set of hierarchical data. The fundamental object in a tree is called
a node, which represents a data item in the given hierarchical set. Thus, a tree is composed of one or more nodes.
The root node is the top node of the hierarchical data.

Nodes inside the root nodes are called child nodes. Nodes that contain no child nodes are called leaf nodes. By
choosing a particular node, the corresponding panel will be displayed on the right-side frame.

2.4.1.5 Alarm Count Panel

The Alarm Count panel shows the count of alarms of each severity (major, minor, critical, etc.) for each category.
The Alarm Count panel is located below the tree. An example is shown in the figure.

Alarm Summary “iesw
H w0

Severity Category
Bl 2| = a0 |0 32 |Device
“ ] ] g ] & | Dizcovery
BB = | o |05 & |Topology
Il oy 1 |00 |787 10 |Podt
2 ED‘S;\E! G | 55 |Total

Click on any count to
see the alarms

FIGURE 2-6 Example Alarm Count Panel
The colors used in the alarm display and their meaning are shown in the following table.

TABLE 2-3 Status Colors and their Meaning

Description Sample Meaning

Red _ Critical alarm condition
Orange | Major alarm condition
Yellow | | Minor alarm condition
Light Blue | | Warning

Green | | No alarm-normal operation
Gray | | Not managed by the NMS
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The categories are as follows:

= Topology - Alarms in the Topology map

= Fan - Fan Failures

= Provisioning - Components have not been provisioned properly
< Rediscovery - Alarms for rediscovery (mainly for iMG./RG)

= Interface -

= Discovery - Alarms from the discovery process

= VLAN Interface -

= Device - Alarms received from devices

= Port - Alarms relevant for device ports

Clicking an alarm count displayed in the Alarm Count panel displays the alarms of the specific severity in the
corresponding Alarm panel. This panel is updated automatically and the counts can be seen all the time, regard-
less of the current View. The tool tip and the cursor shape change when the mouse pointer is pointed on alarm
counts. By clicking the counts in the alarm count panel, you can find the display of the respective alarms on the
Alarms display in the NMS Display Panel.

Note: The Alarms display panel is described later in this document.

2.4.1.6 Status Bar

The Status Bar indicates the status of the process going on such as Done or if all the contents are loaded or load-
ing... if the process is in progress. The transformation of the status bar color from dark blue to green takes place
during the loading of the product.

2.4.1.7 AlliedView NMS Display Panel
The NMS Display Panel is the main window and shows the results of what is selected in the tree or in a menu.

Note: As you click on different nodes or menu items, the displays will stack on top of each other.
Use the Window menu options as described in 2.4.2 to control how the displays are stacked.

2.4.1.8 MAP Toolbar

The Map Toolbar displays a collection of commonly performed actions, commands, or control functions specific
to the map being displayed. The Map Toolbar is described in 3.1.3.

2.4.1.9 Zoom Slider

The zoom slider allows you to quickly zoom in or zoom out the map display. It appears only on Network Maps.
Left-clicking the slider button while dragging it to the right zooms in, while dragging it to the left zooms out.

2.4.2 Controlling Windows
The pull-down Windows menu allows the user to control how the display panels are organized.

= The current open displays are listed as a radio button list with the display currently in the foreground
checked. Clicking one of the display buttons brings the corresponding display to the foreground.

= Cascade, Tile Horizontal, and Tile Vertical control the layout of the displays.

= Save Location and Size freezes the current window size. Selecting again toggles back.

= Show Toolbar checkbox toggles showing of the Toolbar. When checked, the Toolbar is displayed.
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2.4.3 Allied Telesis Name

Clicking on the Allied Telesis name brings up the Allied Telesis Networks web site.

2.5 Broadcasting a Message

You can send messages to all clients connected to the front-end server or to all the clients managed by the main
NMS back-end server by selecting File->Broadcast Message. Refer to the NMS Administration Guide for
details.
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3. Using the Network Maps

3.1 Overview

A Network Map is a graphical representation of networks and Network Elements (devices). Network elements,
such as desktops, workstations, storage devices, servers, notebooks, printers, switches, routers etc., which are
connected in a network, can be represented pictorially in a map. This ability of maps to expose logical relation-
ships between devices and to show small but significant changes in the state of the Managed Objects (MOs),
combined with showing complex networks, make maps an important component of NMS. The map panel con-
sists of a background image and map symbols, which are representations of the managed objects. An example is
shown in the following figure.

Enllied Telesyn Allied¥iew NMS Application Release 8.
File Custom iews Edit  Wiew Tools  Window  Help

ev B releoesnoo?

L Nfatwork Ohjects @ IP Network :
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Phyysical Metwark
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(@) Failed Nades

o () WLAN Netwark
o= @ Fault Management
o= @ Perfarmance
o @ Metwark Service Data

o= (.) Metwork Inventary

3

3=
10522070

3

3=
1052.202.0

il

105220010
105220011

Alarm Summary i

"

Severity Category

EW o | o |[[1|E8] 40 |Topolooy
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FIGURE 3-1 Network Map Panel

3.1.1 Accessing the Maps

The maps are accessed by clicking on the appropriate node in the network tree. When you click on a node, the
map appears in the NMS Display Panel as shown in Figure 3-1. As the various maps are accessed, the panel-spe-
cific menu changes to reflect map-specific menu items. These menu items are described later in this section.
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3.1.2 Understanding the Map Symbols and Colors

Each of the five default maps use symbols to represent various components of the network. These symbols and
their meaning are shown in the following table.

TABLE 3-1 MAP Symbols

Symbol Meaning
= This symbol represents a network in an Internet Protocol (IP) network or Virtual Local
—f Area Network (VLAN).
This symbol represents a router in a network.
{;ﬁ
A72.16.33 . 202)
This symbol is a solid line that interconnects objects on the map. It represents physical
or logical connectivity between the two objects.
This symbol represents a physical device on a network. The device type is reflected in
Telesyn the symbol table (e.g. iIMAP 7400).
'hlllﬁ
72.16.33.1
This symbol represents a VLAN interface.
VLAN
IF
172.16.33.1_vid3
This symbol is a dashed line that interconnects two VLAN interfaces in a VLAN. It
represents logical connectivity between the two VLAN interfaces (VLAN IFs).

Each symbol on a map depicts the state of the associated component with one of six colors. Each of these colors
and its meaning are listed in Table 2-3. Notice that all of the symbols shown in Table 3-1 reflect a no alarm state
(green). Should some other condition exist, the green shown in the affected symbol will be replaced with an
appropriate color from Table 2-3.

3.1.3 Using the Map Toolbar

The Toolbar specific to the map module is required for performing operations that are specific to maps and their
display components. The Map Toolbar is displayed at the top of the right side panel of the selected map. Refer to
the following figure.

% Q@ Q] QD

FIGURE 3-2 Map Toolbar
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The Map Toolbar icons and their descriptions are given in the following table.

TABLE 3-2 Map Toolbar Icons

Toolbar Option | Icon Description for Toolbar Icons
Select Mode Enables or disables select for objects on the map. When enabled (icon background
q‘%’ is white), objects on the map can be selected. When disabled (icon background is
gray), objects on the map cannot be selected.
Zoom Overview p Displays the Zoom Overview window. You can select a particular map symbol
Window '“JSIJ and click the Zoom Window tool of the Toolbar. The Zoom Overview window
T pops up displaying the exact location of the selected map symbol in the map view.
This option is very useful when there are thousands of map symbols displayed in
the map view, wherein you can find the exact location of the map symbol.
Zoom Mode o Enables you to select one or more map symbols for zooming. This is used for spe-
4 cific viewing of Map Symbols.
Zoom In — Enlarges the view of the selected map. The selected map gets zoomed at the cen-
o ter.
Zoom Out —~ Reduces the view of the selected map that has been zoomed in. With every click
e 8 on the tool, the map retracts by one size.
Undo Undoes a performed action. That is, if an action, like deleting a map symbol, is
‘ @ performed then you can retrieve the symbol in the map by clicking this tool.

3.1.4 Using the Panel-Specific Menu for Maps

When a Network Map is accessed, menu items appear in the Panel-Specific Menu Bar that are specific to maps.
Some of the items are common to all Network Maps, while others are specific to individual maps. The items
common to all Network Maps include:

« Custom Views - Provides the means to create and modify maps. The items include:

Add New Map - Allows you to add a custom map

Delete Map - Deletes a map

Relayout Map - Restores the layout of the map symbols to the original positions
Save Map - Saves the map information to a file

= Edit - Provides map editing functions. The items include:

Undo Add/Delete - Removes the previously added item or restores the previously deleted item
Clear Alarms - Clears the alarms on a selected object

Delete Alarms - Deletes the alarms associated with a selected item

Order By - Sorts the objects on the map based on specific criteria

Select All - Selects all objects on a map

Search - Searches a map for specific information

= View - Provides access to information on a selected object. Items include:

Details - Displays the properties associated with a selected object

Events - Displays the events associated with a selected object

Alarms - Displays the alarms associated with a selected object

Performance - Displays the performance information associated with a selected object
Refresh - Refreshes the information for a selected object

The items specific to the individual maps are described later in this section.
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3.1.5 Performing Common Tasks with the Maps

Use the following table to locate the task you wish to perform. If you are using NMS, use the screen or form
name as well to locate the relevant section.

TABLE 3-3 Task List for the Map

Task Screen /Form Name (if Applicable) Section
Using the Physical Network map Not applicable (n/a) (3.2.1)
Using the Routers map n/a (3.2.2)
Using the Failed Nodes map n/a (3.2.3)
Using the IP Network map n/a (3.2.4)
Using the VLAN Network map n/a (3.2.5)
Searching in a Map n/a (3.4.4)
Sorting Map Symbols n/a (34.1)
Searching for Elements Search (3.4.4)
Accessing Devices iMAP Object Properties (3.4.5)
Map Properties iMAP Map Properties (3.4.6.2)
Link Properties iMAP Object Properties (3.4.6.2)

3.2 The Default Maps

The default Network Maps include the following:

= Physical Network - Shows the physical interconnections in the network

= Routers - Shows the routers in the network and how they are interconnected
= Failed Nodes - Shows the nodes that currently have one or more failures

= [P Network - Shows the IP interconnections in the network

= VLAN Network - Shows the VLAN configurations in the network

Each of these maps is represented as a node under the Network Maps branch of the NMS Tree. A node can be
added anywhere in the tree by specifying the parent node of the node to be added. The menu found in this panel
for the parent and the child need not be the same. That is, the child can have either the same tree pop-up menu as
that of the parent node or any other tree pop-up menus. This feature fulfills the Any Node Anywhere concept,
where you can provide different types of node under a parent node.

Note: Most commonly you would place nodes where they matched the management area.
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3.2.1 Physical Network Map

The Physical Network map shows the discovered devices and their physical connections. An example is shown
in the following figure.

Enllied Telesis AlliedY¥iew NMS Release 12.0 - SE (Evaluakion)
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FIGURE 3-3 Example of a Physical Network Map

3.2.1.1 Physical Map Symbols

This map includes a physical device symbol for each discovered device. Each symbol includes the device type, a
label, and a color, which represents the current criticality of the device. The physical connections are represented
by a solid line on the map, which, in reality, may be one or more physical links. Since each line on the map may
represent more than one physical link, the lines are referred to as link sets.

Note: Physical connections between devices must be manually specified so that they can show up
as seen in Figure 3-3. Refer to Section 6 of the AlliedView NMS Administration Guide.

3.2.1.2 Physical Map Panel-Specific Menus

When the Network Map is selected, items appear on the Panel-Specific Menu Bar that are specific to the Physical
Map. These items include:

= Network Services - Provides network link and VLAN functions initialized with selected node/link sets. Items
include:

« Link Operations - Provides the ability to add and delete Layer 2 links.
= Create Unmanaged Link Line - Creates s symbolic link between two selected nodes.
= Audit CES Circuits - Refer to the Admin Guide.
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VLAN - Provides show, create, and delete functions for VLANS, and provides access to the Network
VLAN Manager.

QoS - Create QoS policies that will be applied to ports.
Profile Menu - Create Profiles for devices, ports, and iMG/RGs.

« Operations - Appears only when one or more network devices are selected and when a network object is
right-clicked. It provides operational functions on the selected device or devices. Items include:

View Chassis - Displays the current chassis view for the selected device

View Device Log - Show in table format the logs for a selected device.

Provision - Provides provisioning functions for the selected device

Network Services - Provides network link and VLAN functions for the selected device

Alarms/Events - Displays the alarms or events, or a summary of the alarms and events for the selected
device

Performance - Displays the performance information for the selected device

View Config Comparison - Brings up a tool to compare two config files.

Discover Attached iMG/RGs - Run discovery for the iMGs/RGs connected to the device ports.
Display Switch FDB - Display the Forwarding Database for the selected device.

Telnet To Device - Opens a Telnet session to the selected device

Browse Device - Opens a window to login to the device using its IP address. After entering an id and
password, an interface (using html and javascript) opens, and allows local configuration, monitoring,
managing, and diagnosing of the device.

Rediscover Device - Re-initiates discovery for the selected device
Managed Object Properties - Displays the MO properties for the selected device

UnManage/Manage - Sets the device to unmanaged if it is currently managed, or managed if it is cur-
rently unmanaged

Update Status - Updates the information on the selected device

= Physical Link - Appears only when one or more link sets are selected and when a link set is right-clicked. It
provides operations and information on the selected link set or link sets. The items include:

Link Operations - Provides network link functions on the selected link set

Show VLANSs - Displays all of the VLANS that are connected via the selected link set

Link Alarm Events - Display the alarms or events for the selected link

Properties - Displays the map symbol properties for the selected link set

Managed Object Properties - Displays the Managed Object Properties form for the selected link set

UnManage/Manage - Sets the link set to unmanaged if it is currently managed, or managed if it is cur-
rently unmanaged

Update Status - Updates the information on the selected device/links.

3.2.2 Routers Map

The Routers map displays all of the discovered routers on the network. An example is shown in the following

figure.

3-6
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FIGURE 3-4 Example of the Routers Map

3.2.2.1 Router Map Symbols

The Router Map displays one router symbol for each discovered router. Each symbol has a label that identifies
the router and a color that represents the current criticality of the router.

3.2.2.2 Router Map Panel-Specific Menus

When the Router Map is accessed, the Router menu appears on the Panel-Specific Menu Bar when one or more
routers on the map are selected. The Router menu is also displayed when a router object is right-clicked. The
Router menu provides various functions on the selected router or routers. The items on this menu include:

= Router Details - Displays the Router Display Panel for the selected router
= Symbol Properties - Displays the Symbol Properties form for the selected router
= Managed Object Properties - Displays the Managed Object Properties form for the selected router

= Node Edit - Provides the means to delete the symbol from the map or add/delete properties for the selected
router

= Delete Object and Traces - Deletes the selected router from the map

= Routing Table - Displays the router table for the selected router

= Interfaces - Displays the interfaces for the selected router

= TCP Table - Displays the Transmission Control Protocol (TCP) table for the selected router
= UDP Table - Displays the User Datagram Protocol (UDP) table for the selected router

= IpNetToMedia Table - Displays the IP network to media table for the selected router

< RMON Tables - Displays the Remote Monitor (RMON) tables for the selected router

= Events And Alarms - Displays the alarms and events for the selected router

= Telnet to device - Initiates a Telnet session on the selected router

= SnmpMonitor - Starts the Simple Network Messaging Protocol (SNMP) monitor on the selected router
= Performance - Displays performance information for the selected router

= UnManage/Manage - Sets the link set to unmanaged if it is currently managed, or managed if it is currently
unmanaged

= Update Status - Updates the status information on the selected router
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Failed Nodes Map

3.2.3 Failed Nodes Map

The Failed Nodes map displays all nodes that have reported a major or critical failure. This map can be used to
view all devices that are in such an alarm state. An example is shown in the following figure.

M petecork Objects
Q 'f'f; Metwork Maps
@ Phrysical Metwork
'fj Routers
0 Failed Modes
@ () IP Metwark
(&6) WLAN Metwrark
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@' Swatem Log Everts
@ Alarms
@ (L) Perfarmance
@ 8) Metwark Service Data

)| @) Failed Nodes

S YR I A RS

Telesyn Telesyn
040 070
172.16.33.18 172.16.33.20

@ (@) Netwark Inventary TE'ESHI'I
@' retweorks 770
@ &) Nodes 172.16.33.60 172.16.33.11

3.2.4 IP Network Map

FIGURE 3-5 Failed Nodes

The IP Network Map shows the configuration of the discovered IP networks. This map can be used to get a high-
level view of the state of your networks. An example is shown in the following figure. Below the IP Network
node in the NMS Tree may be one or more subnet maps. These maps narrow the view to a subnet. Clicking on
any of the subnet map nodes will display a similar map for the selected subnet.
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FIGURE 3-6 Example of the IP Network Map

3.2.4.1 IP Network Map Symbols
The IP Network Map uses the following symbols:

= Network - One symbol exists for each discovered network.
= Router - Represents a discovered router.

= Logical Connection - A solid line that interconnects the objects. Although identical in appearance to the phys-
ical connection symbol in the Physical Network map, this symbol represents a logical connection in the IP
Network map and not a physical link set.

3.2.4.2 IP Network Panel-Specific Menus

When the IP Network map or one of its submaps is accessed, items appear in the Panel-Specific Menu Bar that
are specific to IP Network maps. These menu items include:

= Network - Appears when one or more network objects are selected on the map or when a network icon is
right-clicked. It performs various functions on the network object. The items include:
= Open Submap - Displays the submap for the selected network
= Symbol Properties - Displays the map symbol properties for the selected network
= Managed Object Properties - Displays the Managed Object Properties form for the selected network

= Node Edit - Provides the means to delete the symbol from the map or add/delete properties for the
selected router

= Delete Object and Traces - Deletes the select network object
= Stop Discovery - Stops the discovery process for the selected network

= UnManage/Manage - Sets the link set to unmanaged if it is currently managed, or managed if it is cur-
rently unmanaged

= Update Status - Updates the status information for the selected network

AlliedView NMS Installation Guide (Using the Network Maps) 3-9



The Default Maps

VLAN Network Map

= Operations - Appears when one or more router objects are selected or when a router object is right-clicked.

This menu is the same as the Operations menu in the Router Map (refer to 3.2.2.2).

= Linkmenu - Appears when one or more link objects are selected or when a link is right-clicked. This menu
provides access to information on the link. Items include:

= Properties - Displays the map symbol properties for the selected link

= Managed Object Properties - Displays the Managed Object Properties form for the selected link
= Delete Object and Traces - Deletes the selected link

= Add/Delete Property - Adds or deletes a property for the selected link

= UnManage/Manage - Sets the link set to unmanaged if it is currently managed, or managed if it is cur-

rently unmanaged

= Update Status - Updates the status information for the selected link

3.2.5 VLAN Network Map

The VLAN Network Map shows the configuration of discovered VLANSs. This map can be used to get a high-
level view of all the VLANS in your network and their Layer-3 (IP) connectivity. An example is shown in the

following figure.

Note:

Section 6 of the AlliedView NMS Administration Guide.

To have a VLAN network map with links, these links must be already configured. Refer to
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FIGURE 3-7 Example of the VLAN Network Map
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Below the VLAN Network node in the NMS Tree may be one or more VLAN maps that show a single subnet-
work or VLAN. These maps narrow the view to a specific Layer-2 subnetwork. Clicking on any of the VLAN
map nodes will display a similar map for the selected VLAN.

3.2.5.1 VLAN Map Symbols

The VLAN Network map uses the same symbols as the IP Network map to show the VLAN configurations.

These symbols include:

e Networks
« Routers

3-10
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= |Logical Connections (solid lines)

The VLAN Network submaps use the VLAN interface symbols and the VLAN connection symbols (dashed
lines) to show VLAN configurations.

3.2.5.2 VLAN Network Panel-Specific Menus

When the VLAN Network map is accessed, items appear in the Panel-Specific Menu Bar that are specific to the
VLAN Network map. These menu items include:

= VlanNetwork - Appears when one or more network objects are selected in the map. This menu provides func-
tions on the VLAN networks. The menu items include:
= Open Submap - Displays the submap for the selected network
= Symbol Properties - Displays the map symbol properties for the selected network
= Managed Object Properties - Displays the Managed Object Properties form for the selected network

= Alarms/Events - Displays the alarms or events, or a summary of the alarms and events for the selected
device

= UnManage/Manage - Sets the link set to unmanaged if it is currently managed, or managed if it is cur-
rently unmanaged

= Update Status - Updates the status information for the selected network

= Operations - Appears when one or more router objects are selected in the map. This menu is the same as the
Operations menu in the IP Network map. Refer to 3.2.4.2.

= Linkmenu - Appears when one or more link objects are selected in the map. This menu is similar to the Link-
menu menu in the IP Network map. Refer to 3.2.4.2.

3.2.5.3 VLAN Network Submap Panel-Specific Menus

When a VLAN Network submap is accessed, items appear in the Panel-Specific Menu Bar that are specific to the
VLAN Network submaps. These menu items include:

= VLAN Operations - Appears when a VLAN Network submap is displayed in the NMS Display Panel. This
menu performs operations on VLANSs and the VLAN submaps. The menu items include:
 Delete VLAN - Deletes a VLAN. Refer to the NMS Administration Guide.
= Map Properties - Displays the Object Properties form for the map.

= VLAN Interfaces - Appears when one or more VLAN interface objects are selected on the map. This menu
performs various operations on VLAN interfaces. The menu items include:

= Configure VLAN Interface - Configures the selected VLAN interface. Refer to the NMS Administration
Guide for information on configuring VLAN interfaces.

= Extend Vlan - Extends a VLAN. Refer to the NMS Administration Guide for information on extending
VLANS.

= Managed Object Properties - Displays the Managed Object Properties form for the selected VLAN inter-
face.

e Alarms/Events - Provides alarm and event information for the selected VLAN interface.

= UnManage/Manage - Marks the selected interface as unmanaged if it currently is being managed, or as
managed if it is currently unmanaged.

= Update Status - Updates the status information on the selected VLAN interface.

= VLAN Link - Appears when one or more VLAN logical connection objects are selected in the map. This
menu provides various operations on the VLAN links. The items include:

e Delete Vlan Link - Deletes the selected VLAN link. Refer to the NMS Administration Guide.
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= Properties - Displays the Symbol Properties tab of the Object Properties form for the selected VLAN
link.

= Managed Object Properties - Displays the Managed Object Properties form for the selected VLAN link.

= UnManage/Manage - Sets the link set to unmanaged if it is currently managed, or managed if it is cur-
rently unmanaged.

= Update Status - Updates the status information for the selected network.

3.3 Custom Views

Refer to 8.4 for a list of properties that are commonly used to create meaningful custom views.

3.4 Using the Network Maps and Symbols

3.4.1 Sorting Map Symbols

To arrange the map symbols and facilitate the viewing of map symbols in maps, you can use the sort option. To
sort the map symbols, select Edit->OrderBy from the Panel-Specific Menu Bar, and then specify a criteria. You
can sort the map symbols as you wish based on the criteria in the following table.

TABLE 3-4 Sorting Criteria for Map Symbols

Criteria for

Sorting Description for Sorting Criteria

name Sorts the map symbols based on their names. Order of sorting is ascending American Standard Code
for Information Interchange (ASCII).

label Sorts the map symbols based on the symbols' label values. Order of sorting is ascending ASCII.

objName Sorts the map symbols based on the name of the managed object that is represented by the symbol.

status Sorts the map symbols based on the status of the managed objects represented by the symbols. Order
of sorting is from critical to clear, meaning critical symbols will be positioned first followed by sym-
bols of lower severity.

objType Sorts the map symbols based on the type of the managed object represented by the symbols. (Node,
Network, Router, Switch etc.)

Note: The sorting of map symbols will not take place once you save the map. This is because
sorting occurs only for the symbols whose anchor property is set to False. When you save a
map, the anchor property of all symbols is set to True and so the sorting will not occur.

3.4.2 Managing and Unmanaging Elements in the Map

Managing an element means that you are making the NMS monitor the element, while unmanaging an element
means that you are making the NMS stop monitoring the element. Every object in the map has a symbolic repre-
sentation of a network element, so the user can manage or unmanage elements as needed.

A selected map symbol can be made managed or unmanaged either by selecting the map symbol and then select-
ing the Operations->Manage or Operations->UnManage from the Panel-Specific Menu Bar, or by right-click-
ing the map symbol, and then selecting Manage or UnManage. The actual option selected will depend on
whether the selected map symbol is currently in the managed or unmanaged state (it is a toggle operation).

Once a selected map symbol is made managed, you can find the icon displayed against the selected map symbol
in the color that reflects the severity status of the device. The same icon becomes gray in color when the selected
device is made unmanaged.

Note: When the NMS has discovered an object (device) but it is not yet being managed (monitored),
it will have a gray color. Double-clicking the device will cause the message No Data to appear
in the console. (Refer to 2.2.1 on how to enable the console.) Since the device has been
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discovered, selecting the Network->Manage from the Panel-Specific Menu Bar will load the
data and change the device color to reflect the device severity status.

3.4.3 Drilling Down

Drilling down into a network means exploring the details of a network element displayed in a map. Each dis-
played network element is represented by a network icon in the displayed map. The network layout of this net-
work element gets displayed as a submap by double-clicking the corresponding network icon. In this way, you
can retrieve the information of all the elements of the sub networks, which are represented pictorially in the sub
maps. The displayed map may contain certain sub maps of the displayed networks.

3.4.4 Searching for Elements in a Map

You can search for elements in a map based on certain match criteria. For example, you can search all elements
displayed in the current map based on the element's label name. This section describes how you should go about
searching for an element in a map. The search is made on all the elements in the current map displayed on the
interface.

The search option can be invoked by selecting Edit->Search from the Menu-Specific Menu Bar, or by clicking

&b
the Find button ( ) in the Toolbar. The result is the following figure.

Search @

MapSymbol Mame

i L Y Doy |:| Ignore Caze |:| hatch Whole Wiord

Find Mext Mewy Search Cloze

Java Application Window

FIGURE 3-8 Find/Search Form

In the Find form, enter the label name in the Symbol label text field available in the search screen and click Find
next. You can skip a particular map by choosing the Next map button, which moves to the next map available in
the NMS Tree.

The Up and Down radio buttons can be used to notify the direction in which the search is to be performed. To
search for an element in a map, you can also use the Ignore case option and the Match whole word option for an
easy search. The New search button resets the values on the search form to the defaults. The Close button closes
the search window, and the Help button displays the help document Searching for Elements in Map Views.

3.4.5 Accessing Devices (Managed Object Properties)

When a network is discovered, all the devices that are discovered in that network are represented as symbols in

the submap associated with each network. When devices are discovered, their symbols are added to the submap.
Each device has properties associated with it. The property details of every device that has been discovered can

be viewed by displaying the device Object Properties form.

The Object Property form is a tabbed panel that contains the tabs Managed Object Properties and Symbol
Properties. The details, such as a description of the element status, the device name, the display name, the device
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status, whether the device is managed or not, etc., are given in the Object Properties form. You can access the
device Object Property form by clicking its symbol, and then selecting View -> Details from the Panel-Specific
Menu Bar, or by right-clicking the device symbol, and then and selecting the Managed Object Properties
option.

The Object Property form is the same for all network elements. The following figure shows a sample Object
Properties form.

Note: For a complete list of MO attributes and examples, refer to Section 8.

Enllied Telesyn Object Properties 5[
[[’ Managed Object Properties r Symbol Properties |
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Mame 17216.33.20
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Statuz Clear
Managed v
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Parenthet 17216330
Inter facelist 17216.33.20 -

STATUS RELATED PROPERTIES

StatuzllpdateTime hlar 27 2005 10:55:45 A
StatusPalEnahlsd ltalze |
StatusChangeTime hfar 27 2005 1005545 A
Pollinterval 300 |
FailureCaourt |III |
UzerClazs |nu|| |
Tester | 1= - |
FailureThreshald v |
Plext==
Modify Close Helg

FIGURE 3-9 Object Properties Form

Note: The communication and inventory details (placed together as Advanced Device Information)
of the discovered devices can also be accessed. All these details are given as tables. The
tabular information derived from the SNMP Agents associated with these devices is defined in
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the RFC 1213 MIB, Bridge-MIB, and in the Printer MIB. These details are presented in
Advanced Device Information in the NMS Administration Guide. The advanced device
information details how the packets traverse in a network.

The Managed Object Properties fields can be entered in both the map view and the Network Inventory view.

3.4.6 Viewing Map and Symbol Properties

3.4.6.1 Map Properties

The Map Properties form contains the map properties, such as its name, label, image name, etc. The details can
be viewed and modified, if necessary, by double-clicking on the map or by selecting View->Details from the
Panel-Specific Menu Bar when no objects on the map are selected. The various map properties that are displayed
are shown in the following figure.

L2 Allied Telesyn Map Properties El
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TreelconFiletame |nu|| | @
Imagename | | @
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Anchored ]

AutoPlacement ]

HelpDoc |~Ietw-:urk_r-.-1aps_and_5ymbnls.Htm#LIG_S.4.?’
Mext==

[[] save changes on server

Pocdity Close Helg

FIGURE 3-10 Map Symbol Properties Form
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The following table lists the map properties while the next table lists the map criteria properties that appear after
clicking Next on the properties form.

TABLE 3-5 Map Properties

Property Description for Map properties
Name The unique name of the map, which is non-editable.
Label The label of the map, which is displayed in the tree.

TreelconFileName

The icon that is to represent the map in the tree.

ImageName

The image that appears as the background of the map.

MapLinkRenderer

The name of the renderer for the links placed in the map.

MapSymbolRenderer

The name of the renderer for the symbols placed in the map.

CurrentTopology

The name of the renderer for the symbols placed in the map.

Anchored

A checkbox that specifies whether the map symbols are anchored. If checked, the user cannot
edit, cut, or copy any map symbols, links, etc.

AutoPlacement

A checkbox that specifies whether the map symbols are to be placed automatically. If
checked, the symbols are placed automatically.

HelpDoc

The URL of the help document to be invoked for the help option of this map.

TABLE 3-6 Map Criteria Properties

Property

Description for Map Criteria Properties

MenuName

The panel-specific menu configuration file

3.4.6.2 Link Properties

Links represent the connection between two objects. The Object Properties form consists of properties such as
name, label, source, destination, etc. It also contains the object-related properties and the user-related properties.
The following figure shows a sample Object Properties form for a link.
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FIGURE 3-11 Link Symbol Properties Form
The Symbol Properties tab in the Object Properties form are shown in the following table.

TABLE 3-7 Symbol Properties for Links

Property Symbol Property for Links

Name A unique name for the map link. This property cannot be edited.

Label The label of the map link.

ObjName The name of the managed object with which the map link is associated.

Source The name of the starting map symbol from where the link starts.

Destination The name of the destination map symbol where the link ends.

MapName The name of the map on which the link is placed. This property cannot be edited.
MenuName The name of the object-specific menu configuration file.
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TABLE 3-7 Symbol Properties for Links (Continued)

Property Symbol Property for Links

ObjType The type of the managed object from the combo box.

LinkType The type of link that is to be rendered in the map. That is, based on the value specified for the
LinkType, the desired type of link can be rendered in the map.

Status The severity of the symbol is mentioned here. This property cannot be edited.

Managed A checkbox that indicates whether the object is managed by the NMS. If checked, the object is
managed.

Thickness The thickness of the link line.

OwnerName The name of the owner to whom the link belongs.

Type The type of the link.

iconName The name of the icon that is to represent the link in the Network Inventory.

X The X coordinate value of the position of the Map Link.

Y The Y coordinate value of the position of the Map Link.

ParentName The name of the parent in the NMS Tree.

Anchored A boolean that indicates whether the object is anchored on the map. If set to true, the object is
anchored.

3.4.6.3 Network Object Properties

The Object Properties form that is displayed for network objects includes symbol and managed object proper-
ties. The following figure shows a sample Symbol Properties form for a network symbol.
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FIGURE 3-12 Network Symbol Properties Form

The following table lists the Symbol Properties for network objects.

TABLE 3-8 Symbol Properties for Network Objects

Property Symbol Properties for Network Objects

Name A unique name for the map symbol. This property cannot be edited.

Label The label of the map symbol.

ObjName The name of the managed object for which the map symbol is added.

MapName The name of the map on which the symbol is placed. This property cannot be edited.

IconName The name of the icon that represents the map symbol.

MenuName The name of the object-specific menu configuration file. You can change the menu file at run time.
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TABLE 3-8 Symbol Properties for Network Objects

Property Symbol Properties for Network Objects

ParentName The name of the parent in the tree.

ObjType The type of the managed object from the combo box.

Status The severity of the symbol is mentioned here. This property cannot be edited.

Managed A checkbox that sets the object to managed/unmanaged. When checked, the object is managed.

Discover A checkbox that enables/disables object discovery. When checked, discovery is enabled.

Anchored A checkbox that sets the object to anchored/unanchored. When checked, the object is anchored, which
means the symbol is not handled by the map layout. For example, you can move the symbol anywhere
in the layout. When you zoom in, it won't be in the moved position; that is, it remains in its original
position.

X The X coordinate value of the position of the map symbol.

Y The Y coordinate value of the position of the map symbol.

Height The height of the map symbol image.

Width The width of the map symbol image.

OwnerName The name of the object owner.

Type The object type.

3.4.6.4 Container Object Properties

Containers are created in a map and contain different map symbols. The map symbol, whose container name is
specified against the parentName property in the form, is encapsulated in a specific container. The following
table lists the properties for containers.

TABLE 3-9 Container Object Properties

Property

Description for Container Properties

containment

A boolean that indicates whether the symbols inside the container should truly be contained within the
boundaries of the container. If the value is set to True you cannot move any of the symbols outside the
boundaries of the container (meaning containment is true). If it is set to False you can move symbols
outside the boundaries and still they will be children objects of the container with their ParentName
referring to the container object.

layout

The layout of the map symbols that are contained in the container. You can change the layout as per
your requirement.

currentlayout

The current layout of the map symbols of the container.

3.4.7 Monitoring and Controlling Devices

3.4.7.1 Overview

A Network Manager must be informed on the state of every device on the networks that he or she is monitoring.
The Network Manager receives network notifications about the state of every managed device. These natifica-
tions are either unsolicited messages sent either by the agent in the device or through status polling techniques
configured by the Administrator. These malfunctions or faults are acknowledged by the NMS as generated
events and alarms. You can view the generated events and alarms for a MO by selecting the corresponding map
symbol displayed in the map. This can be accomplished by selecting View->Events or View->Alarms from the
Panel-Specific Menu Bar. On selecting the required menu item (i.e., Events or Alarms) from the Panel-Specific
Menu Bar, the corresponding panel is displayed, which contains the generated events or alarms of the selected
map symbol.
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3.4.7.2 Accessing Alarms for Device

You can view the alarms generated for the MOs by selecting the corresponding map symbols displayed in the
map and selecting View->Alarms from the Panel-Specific Menu Bar. On clicking this menu option, the Alarms
panel (under Fault Management) of the NMS Tree gets selected, displaying the last generated alarm and its
severity status for the selected map symbol.

You can also right-click on a device, and then select Alarms/Events - > Alarms from the pop-up menu.

3.4.7.3 Accessing Events

You can view the events generated for the MOs by selecting the corresponding map symbols displayed in the
map and selecting View->Events from the Panel-Specific Menu Bar. On selecting this menu option, the Network
Events panel (under Fault Management) of the NMS Tree is selected, displaying the list of generated events over
a period of time for the selected map symbol.

You can also right-click on a device, and then select Alarms/Events - > Events or Alarms/Events - > Summary
from the pop-up menu.

3.4.7.4 Accessing Statistics

You can retrieve polled data collected for the MOs by selecting the corresponding map symbols displayed in the
map and selecting View->Performance from the Panel-Specific Menu Bar. Based on the collected statistical
data, the performance of the selected device can be monitored for a given time period. On selecting this menu
option, the Configured Collection panel (under Performance) of the NMS Tree is selected, displaying the created
polled data for the selected map symbol.

You can also right click on a device, and then select Performance from the pop-up menu.

3.4.7.5 Updating Status

To poll an element for its status, you can right click on the element, and then select Update Status from the pop-
up menu. This menu item enables the user to view the status of the selected map symbol despite the set polling
period. You can also select the symbol on the map, and then select Operations->Update Status from the Panel-
Specific Menu Bar.
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4. Using the Fault Management View

4.1 Overview

Views are used in the AlliedView NMS to display information related to a specific aspect of network manage-
ment, such as network events. The Fault Management view is a default view that displays information related to
events, system logs, and alarms. In addition to the Fault Management view are two other default views: Perfor-
mance and Network Inventory. These views display additional information on the network and are described
later in this document. This section focuses on the Fault Management view and how it is used.

Network Events are entities that represent the various happenings in the network devices. Events can convey gen-
eral information or the current status of the devices in a network. Working with the NMS, the user can know the
history of a device by browsing through the Event Viewer in the client. The Event Viewer provides a wide range
of features to the user in extracting the required information from the Network Events.

System logs are indications from individual devices that some change has occurred on the device. It may be a
minor change in which case the log merely provides information, or it may be a significant change that requires
attention, such as an alarm or failure. The System Log Events viewer, which is a subview of the Network Events
view, provides a wide range of features to the user in extracting the required information from the system logs.

Alarms are generated when a failure or fault is detected in the network devices. The generated Alarms are dis-
played in the Alarm Viewer. The Alarm list containing alarms of various severity levels, such as critical, major,
minor, clear, etc., can be viewed in the Alarm Viewer. The Alarm Viewer provides a wide range of features to the
user in extracting the necessary information from the Alarms and viewing them in a specific way.

4.2 The Network Event View

This Event Viewer gets displayed on selecting the Network Events Panel under Fault Management of the NMS
Tree as shown in the following figure.

{53) Network Events
'@ Metwaork Events Total 965 Displaying | ME |to | 955 | Page Length (50 W L] 4
Status Source | Mezszage
At ring 172.16.33.0 one ar mare nodes inthis network has a YWarning
Fjat 17216.33.0 2ne ar mare nodes inthis network has a Majar
Clear 172.16.33.18 Polled Ok despite ather failures on node
Clear 172.16.33.0 Metweark clear. Mo nodes failed on this net.
Clear IF-17216.33.18 Interface clear.
Fjat 17216.33.0 2ne ar mare nodes inthis network has a Majar
172.16.33.18 Made failure. This probably mesns one or more interfaces have failed.
Fjat 17216.33.0 At least one node on this net is in failure state.
Fjar IF-172.16.33.18 Irtetface failure. Status poll failed.
lear 172.16.33.23 Discovery succeeded
Clear 172.16.33.23 Successful device lagin (manager)
lear 17216.33.27 Discovery succeeded

FIGURE 4-1 Network Events Main Panel

As shown in Figure 4-1, the Network Events view presents information on all events that have occurred on the
network.
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Note: The Node clear. No failures on this node event indicates the node was successfully polled
and that the results show a previous failure on the node has cleared. When this event occurs,
if no other alarm conditions exist on the node, the alarm severity for the node will change to
green. However, if another alarm exists on the node, such as a Threshold Crossing Alarm
(TCA), the alarm severity of the Node clear. No failures on this node event and the node will
reflect the severity of the persisting alarm even though the event indicates no failures on the
node. Please keep in mind that the Node clear. No failures on this node event means that all
failures have been cleared on the node and not that all alarms have been cleared.

4.2.1 Panel-Specific Menus for Views

As with Network Maps, the Panel-Specific Menu Bar is available for each view. Some of the menus are com-
mon to all views, while others are specific to an individual view. The relevant menus appear when a view is dis-
played in the NMS Display Panel.

4.2.1.1 Panel-Specific Menus Common to all Views

The panel-specific menus that are common to all views include:

= File

= Custom Views

* Tools

= Window

= Help

The File, Tools, Window, and Help menus are the same menus that appear for Network Maps. These menus are

described in 2.4.1.2. Although the Custom Views menu also appears for Network Maps, the items in this menu
are different for views. For views, the items in the Custom Views menu include:

Add Custom View - Adds a custom view to the NMS Tree (custom views are described later in this document)
Remove Custom View - Removes a view from the NMS Tree

Modify Custom View - Modifies the filtering criteria for a view

Save Custom View State - Preserves the state of the current view displayed in the NMS Display Panel

Rename Custom View - Renames a view

4.2.1.2 Panel-Specific Menus for the Network Events View

When the Network Events view is displayed in the NMS Display Panel, the following menu items appear in the
panel-specific menu that are specific to the Network Events view:
= Edit - Provides editing functions for the view. Items include:

= Configure - Provides configuration functions for trap and event parsers, and for event filters.

= Search - Provides a search function for the view (refer to 4.2.2.1).

= Export Table Data - Provides an export function for all of the view data. The data may be exported to a
file (in delimited tabular form) or to a Web browser. The data may also be filtered. Refer to the NMS
Administration Guide for more information.

= Export Selected Rows - Provides an export function for selected rows in the view data. Refer to the NMS
Administration Guide for more information.

= Schedule Event Export - The Events in the View can be exported to a file now or at a later time. There is
a separate subsection (4.2.1.3) to explain this feature.

= View - Provides additional display functions for the view. Items include:
= Event Details - Brings up the Event Details Form, where attribute values can be seen.
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= Source Details - Brings up the Details Form, except as follows:
- For the VLAN IF, the Chassis View appears.
- For the IMG/RG, the Triple Play Service Management Form appears
- For a port, brings up the Port Menagement Form
= Alarms - Provides alarm information specific to the selected event.
Note: Selecting this option will take you to the Alarms view.

= Refresh - Refreshes the view information.

= Actions -
= Save To File option, which saves the event information to a file.
= Export Events -

4.2.1.3 Schedule Event Export

The menu item Schedule Event Export exports the event view to a file either now or a later time. Figure 4-2
shows the form that is displayed.
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1ol

Task Name: |Task 040112 12:41:40 |

Export Destination (format): stateiBEvents_DATE_TIME tet

Separator: |commadi,) | Other:

Database Match Criteria

Status b equals to b

More

Schedule

(® Now

{1 Hold

) One Time:
) Recurring:

Time:

Submit Close

FIGURE 4-2 Export Scheduler Task Window
This form is similar to other scheduling forms. Note the following:
= The words DATE and TIME in the Export Destination will be replaced by the date and time on the server
when the schedule is executed and the names of files generated will have the actual date and time.

= Separator fields work the same way as they do in on-demand table data export and the selected separator will
be used when the data is exported to text files.

= Match criteria fields (options) available on the screen are very similar to those in on-demand Events/Alerts
Table Data Export.

= One new option in match criteria used instead of dates allows the user to select number of previous days
within a range to be included in each of the scheduled export. The criteria is Days/Range and within.

For example, the user may set a schedule to export of all critical events every day by selecting Recurring
radio button and every day of the week checkboxes and set the Days/Range option to 1 to export daily data
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every day. For every week by the user would select one day in the Recurring schedule and set the Days/Range
to 7 to export data for the past seven days once every week.

= The output files generated by each export are very similar to those generated by on-demand Events/Alerts
Table Data Export. In the scheduled export there will be a new file every time the schedule is executed.

All schedule fields are the same as used in other schedule related operations such as NMS backup.

4.2.2 Navigating in a View

By using the Navigation Panel, the user can help isolate specific items in a view. Refer to the following figure.

Total Entries View Range Length Navigation buttons

Total 965 Displaying| Ne |t'2'| 955 | Page Length |50 4 4

First f Hext +
Previous Last

FIGURE 4-3 Navigation Panel
The Navigation Panel button functions are as follows:

= First — View the first page of the items

= Previous — View the previously viewed frame
= Next — View the next frame of items

= Last— View the last frame of items

The range of items to display is controlled by the View Range fields. You can also use the drop-down list to use
the default ranges available.

You can sort the items based on the column type by clicking on the column. There are two types of sorting:

= Server — By clicking on the column, you sort the complete data. Clicking on the column again will toggle the
ascending to descending. The sort indicators for server-side sorting for ascending and descending are =¥ and
| respectively

= Client - By pressing and holding the Ctrl key, and then clicking the column, you sort the client-side data. The
sort indicator for client side sorting for ascending and descending are " and i, respectively.

You can combine both in one column by performing both types of sorts. You can also reorder the columns by
dragging a column header to the right or left.

Note: When starting the client and opening the Network Events or Alarms panel for the first time, you
will see the last page with the most recent events or alarms shown. Click the Date column
twice, then click the First Page button, so that the most recent events or alarms appear on the
first page in descending order (most recent event or alarm first).

Note: Sorting on IP Addresses results in lexical order, not numeric.

4.2.2.1 Searching in a View

To search for specific items in a view, select Edit -> Search from the Panel-Specific Menu Bar, or click the

Search button ( # ) in the Toolbar. This will display the search window shown in the figure, which will allow
you to specify the search criteria.
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X

Search for Events

1 Match any of the fallowing ® Match all ofthe follawing

Search Criteria — = Li

Status | |startswith | ”

Ware

Zearch Cloze

FIGURE 4-4 View Search Window

You can choose whether all the criteria or any of the criteria should match by clicking the Match any of the fol-
lowing or the Match all of the following radio button.

Each criteria is defined as the column name, a search pattern qualifier, and the search pattern. The column name
can be selected from a drop-down list of the column names displayed in the current view. The search pattern
qualifier can be selected from a list of the following:

* starts with

= doesn’t start with
= ends with

= doesn’t end with
* contains

= doesn’t contain
= equals

* not equals

The search pattern is the string to be matched in the search and is simply typed into the text box. To add addi-
tional criteria, click More. To begin the search, click Search.

When Search is clicked, the entries matching the search criteria will be displayed in the view, and the Show All
button will appear to the right of the navigation buttons. (If no entries match the criteria, the view display will be
blank.) To restore all of the entries in the view, click the Show All button.

Note: Searching on Date will result in incorrect match on current date.
The following behavior may be observed when searching on the Message column in Syslog Events:
= using the search pattern qualifier “starts with” or “ends with” takes a while to complete

= using the search pattern qualifier “equals” yields an empty result set

= using the search pattern qualifiers “doesn't start with”, “doesn't end with”, and “not equals” returns all mes-
sages including those that do not meet the criteria.
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4.3 Creating Custom Views for Events

Refer to 8.4.10 a list of properties that are commonly used to create meaningful custom views.

4.4 Event View Tasks

4.4.1 Specify Event Details

Event Details gives detailed information about the properties of the event that is selected from the displayed
Event viewer. The properties are displayed in the Details form in which you can view properties such as Severity,
Message, Category etc.

By double-clicking any part of an event displayed in the Event Viewer, you can view the event property details.
You can also select View->Details from the Panel-Specific Menu Bar to retrieve the property details after select-
ing the event. (The selected event will turn dark gray.) This brings up the Event Details form showing the com-
mon criteria, as shown in the following figure.

x

Event Details
Incles 48907
Severity hilzjior
rterface failure. Status poll failed.
hMeszage
Category Topology
Carmain
Metsnsark
Mode 1052194 164

Failure Ohbject IF-cr1-110-15 =psilab telesyn.corp

Source IF-clr1-110-15.=psilab telesyn.corp
Help URL
DatelTime Sep 02 2010 0900514 Ak
Groupilatme 1052194 164
Allied iy RS

Ok Cloze Helgp

FIGURE 4-5 Event Details Form
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The following table lists the properties and their values.

TABLE 4-1 Event Detail Properties

Property Description for Event Detail Properties

Index A unique index number to every generated event.

Severity The severity of the event to be filtered can be assigned here using the combo box. Multiple
(Class) severity can also be assigned by separating them using comma.

Message A property in the event object which stores any important additional information of the event. If

you want to view the event with a particular message, then you may fill the message in this field,
which will display the events with the corresponding message.

Category The text that appears in the Category column if it is displayed.

Domain Any domain-specific information based on physical location, functional categorization, or logical
categorization of the source of the event.

Network Information about the network to which the source of the event belongs is specified here.

Node Any additional information about the source, or the source itself, of the event.

Failure Information about the specific entity within the source of the event, which is primarily responsible

Object for the occurrence of this alarm. The name of the failure object to be filtered can be given in this
field.

Source Information about the source of the alarm. The source based on which alarms are to be filtered can
be given in this field.

Help URL The URL of the help document related to the event, which is reached through the Help button at

the bottom of the event details sheet.

Date/Time An date/time after which events that occur are displayed in the custom view. In other words,
events that occur after this date/time are displayed.

AlliedView The name of the AlliedView NMS.
NMS

4.4.2 Saving Events to a File

The event information displayed in a Network Events map can be saved to a file by selecting Actions->Save To

File from the Panel-Specific Menu Bar or by clicking the Save icon (=) in the Toolbar. This will display the
Save Event file on Remote Server window shown in the following figure.

E3allied Tel x|

Sawve Event file on Remaote Server

File Mame |

Save File Close Help

FIGURE 4-6 Save Event file on Remote Server Window

To save the information, type a file name in the File Name field, and then click the Save File button. A confir-
mation dialog box will appear indicating that the file was saved. You will find the file in directory <Web NMS
Home>/state. The file will be an ASCII file that contains the event information in a colon-separated (:) list as
shown in the following figure. You can open and view the file using any ASCII file editor, such as Notepad or
vi.
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Bl events.txt - WordPad

File Edit Miew Insert Format Help

D ||| SR ] 0 =@o] B

Status: Failure Okhject: Hezzage: Date:

Clear : 10.52.30.33 _DI3C : Discovery succeeded @ Zep 23,2010 12:17:20
Clear : 10.52.30.33_CLI : 3uccessful device login (officer) : Zep 23,2
Clear : 10.52.30.36 DI3C : Discovery succeeded : Jep 23,2010 12:16:53
Clear : IF-genband.lab.telesyn.corp : Interface clear. @ Zep 23,2010 1
Clear : IF-10,.52.200,140 : Interface clear. : Jep 23,2010 12:13:36 AN
Clear : IF-10.52.209,129 : Interface clear. : Jep 23,2010 12:11:00 AN
Clear : IF-10.52.209.97 : Interface clear. : Sep 23,2010 12:10:40 AHM
Clear : IF-10.52.209,193 : Interface clear. : Jep 23,2010 12:10:39 AN
Clear : IF-10.52.209.161 : Interface clear. : Jep 23,2010 12:10:39 AN
Clear : IF-10.52.209.65 @ Interface clear. : S3ep 23,2010 12:10:01 AHM
Clear : IF-10.52.201.1 : Interface clear. : Sep 23,2010 12:09:53 AM
Clear : IF-10.52.192.5 : Interface clear. : Sep 23,2010 12:09:45 AM
Clear : IF-10.52.195.1 : Interface clear. : Sep 23,2010 12:09:43 AM
Clear : IF-10.52.192.17 : Interface clear. : S3ep 23,2010 12:09:40 AHM
Clear : IF-10.52.194,133 : Interface clear. : Jep 23,2010 12:09:3534 AN

FIGURE 4-7 Sample Event File

When saving these files, the AlliedView NMS sets as the default directory the <NMS Home>/state directory,
so the file as entered in Figure 4-6 would be stored as:

<NMS Home>/state/NetEvents-AUG2003

If the user wishes to store the file in another directory, the path included must be relative to the default path. For
example, if the user wishes to save the file in the <NMS Home>/conf directory, the user would enter

. ./conf/NetEvents-AUG2003

This will be shown in the status message when the file is successfully saved.

4.4.3 Configuring Trap Parsers

Configuring a trap parser is done to create and refine the information received from a trap (a specific unsolicited
report by a device).

Configuring trap parsers can be done by using the information in the MIB to set the match criteria or by defining
the configuration and saving it to a file.

To configure a trap parser, select Edit -> Configure > Trap Parsers from the Panel-Specific Menu Bar for Net-
work Events.

Caution: Configuring Trap Parsers is an Administrator task. For information on adding,
modifying, and deleting Trap Parsers, refer to the NMS Administration Guide.

4.4.4 Configuring Event Parsers

When an event arrives into Web NMS, the event parsers list is checked to see whether the incoming event satis-
fies the match criteria of the event parser. If the event parser matches, the event is passed through the correspond-
ing event parser. The outgoing event from the parser is then matched with the remaining set of parsers (if any, in
sequence). If there are any matches, the event will be passed through those parsers. This process will continue
until there are no parsers left to be scanned.
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Configuring Event Parsers can be done by defining the Event Parser or the information or defining the configu-
ration and saving it to a file.

To configure an event parser, select Edit -> Configure > Event Parsers from the Panel-Specific Menu Bar for
Network Events. The Event Parser Configuration form will appear as shown in the following figure.

Caution: Configuring Event Parsers is an Administrator task. For information on adding,
modifying, and deleting Event Parsers, refer to the Administration Guide.

.2 Allied Telesyn Event Parser Configuration -0l x|
Configured Event Parsers Namme S B e
ThreshDIdPar.ser : Field Matne Match String Taokenizer String Output String
T1000 D=3 Link Up Parser
T1000 Mear End Link Dow Meszage fMessage
FedundantFanlp
RedundartFanDown [ Category Threshold FCateqony
FedundartPurUp -
FedundartPuwrDown St tDomain
TemperatureClear Metark 5 Matwork
hlainF anlp
hainFanbown Mode $Source
hlainPuwerFault
FanTrayStatusClear Failure Chject HEntity
FanTraystatusAlarm
=hTempFixedThresholdCle Source #Source
=hTempSettableThreshald ]
generalTempStatusClear S
hdainPsron
atnShelfFault-tighShel Tey | HEle
Acd Event Parzer Modity Evert Parzer Delete Evert Parzer
Load Frarm File Save To File Helg Close

FIGURE 4-8 Event Parser Configuration Form - File

In the Configured Event Parsers list on the Event Parser Configuration form, the user can view the list of cur-
rently configured event parsers. Clicking any of them will the display the corresponding details in the form. By
default, the event parsers that are saved in the file event.parsers under <Web NMS Home>/conf directory will
be loaded automatically when the server is started afresh. (cold start i.e., server is started after re initializing) and
displayed in the list.

4.4.5 Configuring Event Filters

Event Filters provide a way of setting matching criteria to filter events and then configuring an action (such as an
email) for those events. To configure an event filter, select Edit -> Configure > Event Filters from the Panel-
Specific Menu Bar for Network Events.

Caution: Configuring Event Filters is an Administrator task. For information on adding,
modifying, and deleting Event Filters, refer to the Administration Guide.
4.4.6 Viewing Related Alarms

To view the related alarms for a particular event, click anywhere on the event row and select View -> Alarms
from the Panel-Specific Menu Bar. The alarm view related to the event appears. Refer to 4.6.
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4.5 System Log Events Subview

The System Log Events subview is a default subview of the Network Events view. The System Log Events view
shows the system logs received from the managed devices on the network. It is shown in the following figure.

'@ System Log Events

'@ System Log Events Tatal 5636 Displaying |__ 4783 ta | 4a32 | Page Length (50 W L] 4 » [l
DatedTime =¥ Source lessage | Category

ar 28,2005 03:32:40 PM 17216.33.27 CHMSGINF O, Configuration upckated SYSLOG-MSG (notice user] |[*]
ar 25,2005 03:32:40 PM 17216.33.27 CHMSGERROR, Unknowen command "date” SYSLOG-MSG (err.user)
ar 28,2005 03:31:20 PM 17216.33.29 CHMSGERROR, SWITCH module unavailable on this procuct SYSLOG-MSG (err.uger)

ar 25,2005 03:31:20 PM 17216.33.29 CHMSGIMNF O, Configuration upckated SYSLOG-MSG (natice Lset)

ar 28,2005 03:31:19 PM 17216.33.29 CHMSGERROR, Unknown command "dste” SYSLOG-MSG (err.uger)

ar 25,2005 03:31:03 PM 17216.33.26 CHMSGERROR, SWITCH module unavailable o this procuct SYSLOG-MSG (err.user)

ar 28,2005 03:31:04 PM 17216.33.26 CHMSGINF O, Configuration upckated SYSLOG-MSG (natice Lset)

ar 25,2005 03:31:04 PM 17216.33.26 CHMSGERROR, Unknowen command "date” SYSLOG-MSG (err.user)

ar 28,2005 05:30:22 P 172.16.33189 Mar 29 09:07:29 Dot19 tallegro: CLIODT 7159 Uszer: "officet” &t IP) "172.16.65.3... SYSLOG-CLI (info locsl2)

ar 28,2005 05:30:09 P 17216.33189 Mar 29 09:07:46 Dot19 tallegro: CLIODT 7150 User: "officet” &t IP) "172.16.65.3... SYSLOG-CLI (info locsl2)

ar 28,2005 05:22:00 P 17216.33.11 Mar 28 20:59:52 Dot11 tallegro: [CoCLIODY 3566 User: "officer” &t IP: "72.16.65... SYSLOG-CLI (info locsl2)

ar 28,2005 05:28:41 PM 17216.3313 Mar 28 19:54:58 tAlegro: IDoCLIODT 9316 User: "officer” st 1P ™ 7216 65.32" e, SYSLOG-CLI (info locsl2)

ar 28,2005 05:28:40 P 17216.3313 Mar 28 19:54:57 tAlegro: ID0CLIODT 8307 User: "officer” st 1P ™ 7216 65.32" e... SYSLOG-CLI (info locsl2)

ar 28,2005 05:28:16 PM 172163320 Mar 29 001344 tAlegro: ID0CLIODT 0590 User: "officer” st 1P ™ 7216 65.32" e, SYSLOG-CLI (info locsl2)

ar 28,2005 05:28:15 P 17216.33.20 Mar 29 00:13:44 tAlegro: ID0CLIODT 0S80 User: "officer” st 1P ™ 7216 65.32" e... SYSLOG-CLI (info locsl2)

FIGURE 4-9 System Log Events Subview

The logs that are displayed in this view are configured using the System Log Configuration tool. Refer to the
NMS Administration Guide for information on using this tool.

You can view detailed information on a log by right-clicking the log, and then selecting Details from the pop-up
menu. An alternative method is to select the log, and then select View -> Details from the Panel-Specific Menu.
In either case, the Event viewer will appear as shown in the following figure.
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EJallied Tele X

Ewvent Details
Irclex: 5796
Severity Info
CH.MZGERROR, Unknowwn command "date”
Message
Category =Y ELOG-MSG (err.uzer])
Darnain
Metwark
Mode 172163327 (514)

Failure Ohject  ATMNIS

Source 172168.33.27
Help URL
DatelTime har 28 2005 053240 Ph
GroupMatne
Fhd =
O Cloze Help

FIGURE 4-10 Log Event Details Window - File

You can create custom views and event parsers for system logs in the same way you create them for Network
Events. You can also save the log information to a file by selecting Actions->Save To File from the Panel-Spe-
cific Menu Bar or by clicking the Save icon in the Toolbar.

4.6 Alarm View Display

The Alarm View displays alarm information on your network. To access the Alarm View, select the node
Alarms from the NMS Tree. An example of the Alarms View display is shown in the following figure.

L“ﬁ‘f} Alarms
£ alarms Tetal 6 Displaying 1 Jto| & | Pagelength|2s w
Status | Failure Chject Alarm hMeszage | DateTime | Alartm Group
arning 17216.33.0_MET Jne or more nodes in this network has a YWarning Mar 28,2005 11:20:09 A
Clear 17216.33.0 Metwark clear. Mo nodes failed on this net. Mar 25,2005 11:20:09 A
Clear 172163318 Polled Ok despite ather failures on node Mar 25,2005 11:20:09 &AM 172163318
Clear IF-17216.3315 Interface clear. Mar 28,2005 11:20:08 &AM 172163318
arning 17216.33.16_CLI Unakle to login to device. Add an MMS recognized useridipass. .. Mar 27 2005 11:01:50 A
arning 17216.331_CLI Unakle to login to device. Add an MMS recognized useridipass. .. Mar 27 2005 10:52:52 AM

FIGURE 4-11 Alarm View Main Panel

4-12 AlliedView NMS Installation Guide (Using the Fault Management View)



Panel-Specific Menus for the Alarms View Creating Custom Views for Alarms

Navigating the view is the same for all views and is described in 4.2.2. Searching for information in the view is
also the same and is described in 4.2.2.1.

4.6.1 Panel-Specific Menus for the Alarms View

When the Alarms view is displayed in the NMS Display Panel, the following menu items appear in the Panel-
Specific Menu Bar that are specific to the Network Events view:

= Edit - Provides editing functions for the view. Items include:
= Configure - Provides configuration functions for trap and event parsers, and for event filters.
* Delete - Deletes the selected alarm.
= Pick Up/UnPick - Assigns or unassigns ownership of the selected alarm to you.
= Clear - Clears the selected alarm.
= Search - Provides a search function for the view (refer to 4.2.2.1).

= Export Table Data - Provides an export function for all of the view data. The data may be exported to a
file (in delimited tabular form) or to a Web browser. The data may also be filtered. Refer to the NMS
Administration Guide for more information.

= Export Selected Rows - Provides an export function for selected rows in the view data. Refer to the NMS
Administration Guide for more information.

« Schedule Alert Export - The Alarms in the View can be exported to a file now or at a later time. The form
for this function is the similar to the Schedule Event Export, and is explained in subsection 4.2.1.3.

= View - Provides additional display functions for the view. Items include:
= Alert Details - Brings up the Alarm Details Form, as explained in 4.8.1.
= Source Details - Brings up the Details Form, except as follows:
- For a port alarm, brings up the Port Details tabbed form.
- For the VLAN IF, the Chassis View appears.
- For the IMG/RG, the Triple Play Service Management Form appears

= Alarms - Provides alarm information specific to the selected event.
= Actions - Provides a Save To File option, which saves the event information to a file.
= Export Alerts - Export to a file the rows displayed or all rows associated with the current view.

4.7 Creating Custom Views for Alarms

4.7.1 Overview

Refer to 8.4.11 a list of properties that are commonly used to create meaningful custom views.

4.8 Alarm View Tasks

4.8.1 Specify Alarm Details

By double-clicking or right clicking an alarm, you can view the complete details of the alarm. You can also select
View-> Details from the Panel-Specific Menu Bar after selecting an alarm from the Alarm Viewer. (The selected
alarm entry will turn a dark gray.) This brings up the alarm details form, as shown in the following figure.
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Enllied Telesyn Alarms details o ]

Message

Failure object : Source

[T g Category:

Crested Modified :

Group: Severty: Presvious severity:

Cther alarms in this grougp:

kzjor 10.52.30.37,stnShelfFault-4 : Shelf fault indication sysUpTime: 0 hours, 2 minutes, 14 seconds., snmpTrapliD; 1,361 4120786~
Critical 10,52 3037, atnFanFault-3 © Fan Unit fault indication sysUpTime: 2 days, 10 hours, 18 minutes, 54 seconds., shmpTrap0lD: 1.3.6.—
-

b A T oL el 4 Lodd = 1.l PR L T LT 1 Aeaiona L L . A A_d Al — |

| Il | [*]

Annotations for this alarm

‘ Pick g || Annatate || Refresh H Properties H Wies history H Merge || Cloze |

I.Java Application Window

FIGURE 4-12 Alarm Details Form
The following table lists the properties.

TABLE 4-2 Properties for Alarm Details

Property Description for Alarm Detail Properties

Message Important additional information regarding the alarm.

Failure object | Information about the specific entity, which has caused the alarm within the source as identified by
the source field of the alarm.

Source Information about the source of the alarm.

Owner The name of the owner with which the alarm is associated.

Category The category of the alarm.

Created The date and time when the alarm was first created.

Modified The date and time when the alarm was last modified.

Severity The criticality of the alarm.

Previous The previous severity.

severity

On the alarm details screen are buttons that provide the following (left to right):

* Pickup
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Clicking this annotates the alarm with the id of the user, so that others can see who is working the problem.
The option then toggles to Unpick so that the user can remove the id later.

= Annotate (Alarm Annotations)

Clicking this allows you to add notes for an alarm so that other users can see how this type of problem was
solved, allowing for more efficient problem resolution.

= Refresh
Clicking this refreshes the information on the form.
= Properties

Clicking this opens a small window containing any user property that you have included for the alarm. This is
actually non-editable and helps only to view the properties you have specified.

< View history

Clicking this allows you to view the status of alarms added, updated, or deleted. NMS automatically takes
care of updating, clearing, and deleting Alarm History.

* Merge

Clicking this allows you to simultaneously view both Alarm Annotations and Alarm History by choosing the
Merge option.

* Close

Clicking this closes the window.

4.8.2 Configuring Alarm Filters

Alert filters are used to filter and modify the properties of an incoming alert. When the alert matches specified
criteria, an action (such as sending an email) will occur.

To parse alarms, select Edit -> Configure > Alarm Filters from the Panel-Specific Menu Bar for Network
Events. The Alert Filter Configuration form appears.

Caution: Configuring alarm filters is an Administrator task. For information on adding,
modifying, and deleting Alert Filters, refer to the Administration Guide.

4.8.3 Saving Alarms to a File

Saving alarm information to a file is similar to saving network event information to a file, which is described in
4.42.

4.8.4 Viewing Related Events

To view the related events for a specific alarm, select the alarm anywhere in its row, and then select View ->
Events from the Panel-Specific Menu Bar. This displays the Event view panel and displays the events related to
the alarm.

4.8.5 Clearing and Removing Alarms

Clearing alarms means to change the status of the alarm to Clear. Highlight the alarm (or alarms using the Ctrl
key), and then select Edit -> Clear from the Panel-Specific Menu Bar. To remove the alarms from the database
so that they will not be reported, highlight the alarm, and then select Edit -> Delete from the Panel-Specific
Menu Bar.
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Alarm Count Panel

4.8.6 Alarm Count Panel

The Alarm Count Panel provides a way to view the summary of the Alarms generated by the NMS. The sum-
mary gives the number of Alarms that have been generated under various categories and severity levels, as

shown in the following figure.

Alarm Surmrmary Wiewn:
Bar Chart Pie Chart
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FIGURE 4-13 Alarm Count Panel

The Alarm Count Panel displays the Alarms generated in a tabular fashion to facilitate easy viewing. You can
also see the alarm numbers in bar code and pie chart format.

Each row corresponds to a specific Application of Alarms. The Applications that are to be displayed in the Panel
are configurable. Thus, the number of rows corresponds to the number of Applications of Alarms that have been
configured to be viewed (excluding the last row that gives the Totals). An alarm will have a Severity; - Critical,
Major, Minor, Warning, Clear. So, the number of columns corresponds to the number of Severity levels config-
ured (excluding the last column that highlights the Application Name).

The Alarm count is done based on severity and when an Alarm is generated. The count is updated automatically

under the appropriate column (Severity).

The last row gives the total count of Alarms of all applications (including the ones without any application

defined) classified into different severity levels.
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5. Using the Performance View

5.1 Overview
Performance monitoring basically means collecting useful data from network devices and determining how effi-

ciently the network is functioning. Performance is measured based on various factors, such as:

= The number of bytes of data received (over a period) by a particular interface of a device
= The number of bytes of data sent (over a period) by a particular interface of a device
= An estimate of the interface's current bandwidth in bits per second

The data pertaining to a network device are collected based on the definition of performance variables (otherwise
called statistics and polled data).

Use the following table to locate the task you wish to perform. If you are using AlliedView NMS, use the screen
name or form name as well to locate the relevant section.

TABLE 5-1 Task List for Performance Monitoring

Task Screen / Form Name (if Applicable) Section

Review Screen Components Configured Collection (5.3.4)

View Graphs Not applicable (n/a) (5.5.3)

Print a Graph n/a (5.5.4)

View Data Real Time n/a (5.5.5)

Configure Thresholds Threshold Properties (5.6.1)

Configure Statistics Data Collection Detailed Properties (5.7) (Administrator Task)

5.2 Polling Concepts

The process of collecting the data from a network device is called polling. Every statistic has the following
details:

= The data to poll
= The device from which the data will be polled
e The polling interval

The following figure lists the basic flow for Performance Monitoring.
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FIGURE 5-1 Setting up Performance Monitoring

The person or persons responsible for performance monitoring will have the following tasks, which are
explained in detail later in this section:

= Viewing Data Collection Details - Statistics are the basic unit of network data collection. The data about a
network device is collected based on the definition of a statistic.

= Creating a Custom View - By default, you are able to view all the statistics of all the network devices in the
Configured Collection panel. To view very often a particular set of statistics you can create a custom view
and specify the matching criteria. Only those statistics that match the specified condition will appear in the
custom view.

= Viewing the Data - AlliedView NMS allows you to plot collected statistical data as bar or line graphs. This is
useful for trend analysis. You can view the collected data in the form of graphs and reports.

= Monitoring Real-Time Data Collection - If you want to view the data as it is collected rather than fetching it
from the database, you can choose this option. This is otherwise called on line data collection monitoring.
You may require this when you want to view the data currently collected for the device. Graphs and tables
are available for monitoring.

5.3 Data Collection Interface

5.3.1 Overview

The interface for performance data in the AlliedView NMS is the Configured Collection view under the Perfor-
mance node in the NMS Tree. This view displays the statistics for the nodes on the network and is used as the
interface to the data.

5.3.2 Setting Up the Interface

Before starting any data collection process, you must define what data to poll, from where, in what interval, etc.
This definition is created in objects called Statistics. To collect n type of data from a device you have to create n
Statistics. The NMS Administrator can configure this setup and add more Statistics, if necessary, before the
AlliedView NMS server starts. The NMS Administrator can also add Statistics at runtime. You can view the list
of statistics associated with each of the MOs discovered in the network using the Configured Collection panel.

Note: An MO represents a network element for which data have to be collected. It can be a node,
interface, a port, a card, a slot, etc.
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5.3.3 Panel-Specific Menus for the Configured Collection View

When the Configured Collection view is displayed in the NMS Display Panel, the following items appear in the
Panel-Specific Menu Bar that are specific to the Configured Collection view:

= Edit - Provides editing functions for the view. Items include:
= Threshold - Provides the ability to add, modify, and delete thresholds.
= Polling Objects - Provides the ability to view, add, modify, and delete polling objects.
= Add Statistic - Provides the ability to add a new statistic.
= Remove Statistic - Provides the ability to remove a statistic.
= Modify Statistic - Provides the ability to modify a statistic.
= Search - Provides a search function for the view (refer to 4.2.2.1).

= Export Table Data - Provides an export function for all of the view data. The data may be exported to a
file (in delimited tabular form) or to a Web browser. The data may also be filtered. Refer to the NMS
Administration Guide for more information.

= Export Selected Rows - Provides an export function for selected rows in the view data. Refer to the NMS
Administration Guide for more information.

= View - Provides additional display functions for the view. The items include:
= Plot - Provides graphing functions for the current and collected statistics. Refer to 5.5.2.
* Refresh - Refreshes the view data.

= Actions - Provides a Save To File option, which saves the event information to a file.

5.3.4 Screen Components for Statistics
To access the Data Collection screen, perform the following:

1. Select the Configured Collection node from the tree in the left frame. You can see the Configured Collection
panel in the right frame, which displays a list of nodes under the Hosts column. This list indicates that these
devices have been identified in the network for data collection.

2. Select any of the hosts, and you will see the associated Statistic. (Each row of information is called a Statis-
tic). Refer to the following figure.
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FIGURE 5-2 Collection View Panel
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The following table lists the components in.the previous figure.

TABLE 5-2 Data Collection Screen Components

Component Description for Data Collection Screen Components

Property You can see for every statistic that the associated properties are displayed in columns. For

Columns example, Statistic name, Poll ID, Data Identifier, DNS Name, interval etc. The Administrator

decides which properties are to be displayed. Some of the properties are described below.

= Statistic Name - A string to identify the Statistic uniquely. This should be a mean-
ingful name describing the Statistic

< Poll ID - A unique number associated with each Statistic for AlliedView NMS
Performance module to identify the Statistic. Poll ID is automatically generated
and hence no two Statistics will have the same Poll ID.

= DNS Name - This is the Host name (device hame) with which this Statistic is
associated

= Data ldentifier - This is the Identification number of the device interface from
which data about the device is to be collected. This Data Identifier is otherwise
called as Object Identifier (OID), which is unique for every device. A list of pos-
sible OIDs for a device exists in the MIB definition of the device.

= Interval - This specifies when data should be collected for the Statistic. For exam-
ple, the value 300 indicates that after every 300 seconds, data is collected.

Page Length You can see a drop-down box labeled Page Length, which displays a number of hosts to be
displayed per page. By default, it is set to 10. Hence, you can see 10 hosts displayed in the left
panel of the Configured Collection frame.

From and To There are two text boxes available labeled Displaying and To. You can set values in these and
Range see the hosts list in that range. For example, If you set Displaying as 4 and To as 13, you will
be able to view from Host 4 to Host 13. By default, the hosts are displayed in reverse
alphabetical order.

Navigation You can see four navigation buttons provided at the top right of the frame. They are Go to first

Buttons page, Go to previous page, Go to next page and Go to Last page respectively. They will be
enabled and disabled automatically based on your choice of page length and total number of
hosts

Total This text box cannot be edited, and it shows the total number of hosts available for data
collection.

Note: The green colored branch-like image adjacent to the Statistic name denotes the type of
Statistic. Statistics are of three types: Node, Interface, and Multiple. The symbol with

multiple branches .)": denotes that the statistic is of type Multiple (one node and all
associated interfaces).

If no data are to be collected for a Statistic, the data are disabled temporarily by the Administrator. In such a
case, you will see the Statistic row displayed in blue color. Once it is activated, the row color changes to green.

5.4 Creating Custom Views

Refer to Section 9 for a description of creating custom table views. Refer to 8.4.9 for a list of the properties that
can be used when creating a custom view
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5.5 Viewing Historical Data

5.5.1 Overview

Once the AlliedView NMS server starts, data collection also starts automatically. Data is collected from the
devices listed under the Hosts list in the Configured Collection panel. Data is collected only for those Statistics
listed in the panel for each host.

The collected data is stored in a database maintained by the AlliedView NMS. Every day's data is stored in sepa-
rate database tables. Every table has a name with the current date appended to the name in the form
STATSDATAmMm_dd_yyyy. (The mm and dd fields may be one or two digits.) A sample database table name is
STATSDATA4_23 2002, which contains data collected on April 23, 2002.

You can deal with the collected data in various ways:

< Allow the data to be stored in the database for later viewing (for long-period trend analysis).
= View the Data in the form of a graph.
= View the Data in the form of a report.

5.5.2 Using Graphs

Two types of graphs are provided: line graphs and bar graphs. The graph is plotted by fetching the collected data
already available in the database. No update is made in the graph as it is being viewed; that is, there is no
dynamic plotting of the graph for the data collected from the device for that moment.

5.5.3 Procedure to View a Graph
You can view the graph by following these steps:

1. Select the statistic in the Configured Collection panel for which you want to view the graph.
2. Select View -> Plot -> Collected Statistic from the Panel-Specific Menu Bar.

Possible Messages you may receive are:

= Data not yet Collected - By default, automatic data collection starts after five minutes after the server starts
up. Also, data collection for a new statistic added via Ul will start within five minutes of its creation. But this
delay is configurable and will be set according to the requirement in your network. So do not get confused if
you see the message Data not yet collected when you choose to view a graph or a report. It indicates that a
data collection delay has been set. Please note that for counter-type OIDs, the first data collected is not stored.
When second time data is collected, the difference between the two values is calculated and stored. Hence,
depending on the polling interval set, the data will be collected on the second time. So, you might have more
delay with respect to counter-type OIDs.

= A blank Graph and the message No data collected - There are two possible reasons:

1. No data was collected for the current day, so choose Yes and change the From date and To date to view
past data.

2. The AlliedView NMS Server and Client are running on different machines and their time settings and
time zones are not the same. Hence, synchronize the time settings to view the graph data.

The following figure shows the resulting graph.
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FIGURE 5-3 Collected Statistics Graph
Following are the main graph components:

= Graph Type - A drop-down box that displays two options, Line graph and Bar graph. You can choose any of
these whenever you want and monitor the collected data.

= Data Range Setting - To view the data collected between a particular date range.
= Plot Button - Whenever you change the Graph type or Date Range, click the Plot button to restart plotting.

5.5.4 Printing a Graph

You can print the graph using the Print option provided in the Web browser or by using the Print Screen key on
the keyboard.

5.5.5 Viewing Real Time Data

Once you narrow down your search and identify which device is the cause of the problem, you can use real-time
monitoring to view and analyze the data of a particular statistic as it is collected from the device.

You cannot achieve this using Collected Statistics graph because of the following:

= The Collected Statistic graph displays only historical data; that is, past data available in the database.

= The Collected Statistic graph does not update its display when you are viewing it. Hence, to view the updates
in the graph, you will have to either close the graph window and redisplay it periodically, or change the time
range and then click the Plot button.

In this situation, you can select the current statistics graph.

Note: You might get an error message such as Time out, which indicates that the agent has been
delayed in responding or the agent is down.
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Assume, for steady performance, that you might need the value of the statistic ifInErrors to be between 13000
and 13500. You can monitor it in real time in this graph, and if the value goes beyond these limits, you can mon-
itor it for another time period and decide on an appropriate action.

The Current Statistic graph (also referred to as a Runtime chart) provides two advantages when you do real-time
monitoring:

1. You can change the Data Collection interval
By default, the data collection interval shown in the graph is 15 seconds. You can specify the required polling
interval in seconds. Decrease the value if very close monitoring of a statistic is needed. This helps you in ana-

lyzing the effect of changes in intervals on data collection. But every time you change the interval, follow
these steps:

1. Click the Stop button.

2. Change the interval.

3. Click Restart. This helps you analyze the effect of change of time over data collection.
4. Change Graph type.

2. You can choose to view the data as a bar or line graph as you monitor the collected data. When small values
are plotted, line graphs can be difficult to view. In such cases, you can immediately change to a bar graph.

Follow these steps to view Current Statistic Graph:

1. In the Configured Collection panel, select the Statistic for which you want to monitor in real time.

2. Select View -> Plot -> Current Statistic from the Panel-Specific Menu Bar. You will see the following fig-
ure.

=4 Current Statistics N [=] B3

ifoutOctets 172.16.33.6 1.3.6.1.2.1.2.2.1.16

30000

20000

ifOutOctets

10000

o ——r— e e PO P
2003.08.1402:35:00 PM 2003.08.14 02:38:00 PM
Data Collection Time

Folling Intervalisec.) (145 |Grapthpe Line ¥ | Instance |1 {10 ™

| Stop || Help || Close |

FIGURE 5-4 Plotting Current Statistic
You can change the Polling Interval and Graph Type and see the results change.
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5.6 Threshold Notification

5.6.1 Overview
Performance monitoring involves the following concepts:

= Data is collected from agents of network devices and stored.

= The collected data is cross-checked with threshold values. If it exceeds the limits of the threshold values, a
notification can be sent to the user indicating that network performance is degrading.

A threshold has the following:
= avalue
« atype (Max, Min or Equal).

For example, if type is set to Max, the Threshold is exceeded when the collected value goes above the thresh-
old value.

« amessage that is to be generated when the threshold is exceeded.

= avalue at which the threshold is reset
Thresholds are defined and associated with Statistics. A single Statistic can have many thresholds indicating a
severity, such as Critical, Major, Minor, etc. Whenever data are collected for the statistic, it is cross-checked

with the associated thresholds. If the collected value exceeds the thresholds, the threshold message is displayed
as an Event in Fault Management.

Note: If multiple thresholds are associated with a Statistic, then the collected value will be checked
with every threshold value. For every threshold value exceeded, its corresponding message
will be displayed.

Caution: Creation of thresholds and its association with statistics is an Administrator task. For
information on adding, modifying, and deleting thresholds, refer to the NMS
Administration Guide.

5.6.2 Example

Assume a Statistic called Interface_in_octet for the switch named switch_vg3w. For efficient performance of the
switch, the value of this statistic must be between 1300 and 1370. This means that you should have some notifi-
cation mechanism to inform you when the statistic value is not within this limit.

Define three thresholds for this statistic:

switch_vg3we-critical, switch_vg3w-major, and switch_vg3w-minor, as shown in the following table.

TABLE 5-3 Threshold Example

Threshold

Property Switch_vg3w-minor Switch_vg3w-major Switch_vg3w-critical

value 1320 1350 1371

type max max max

threshold Has entered violation stage | Monitor the value; it might exceed | Reached critical point.
message critical threshold Immediate attention required.
reset value 1319 1349 1369

In short, if the Statistic value is 1350, the threshold switch_vg3w-major is exceeded. The message “Monitor the
value; it might exceed critical threshold” will be generated. But if the statistic value goes below 1369, the thresh-
old will be reset and, again, data collected for the Statistic will be monitored.

5-8 AlliedView NMS Installation Guide (Using the Performance View)



Threshold Interactions Configuring Statistics

5.6.3 Threshold Interactions

= The reset value plays an important role. Once a threshold is exceeded, until the collected value reaches the
threshold's reset value, the threshold will be in that severity state itself. As soon as the value reaches the reset
value, the threshold is reset until the threshold is exceeded again.

= [fanother threshold exists of a lower severity and if the collected data falls in its limits, that threshold will
generate the message.

= [f another threshold exists with higher severity, the higher severity threshold will take precedence and its
message will be displayed. The threshold with lower severity loses its importance and will not be generated
until the threshold with the higher severity reaches its reset value.

5.6.4 Viewing Thresholds on the Network Events Screen

Once the collected value for a Statistic exceeds threshold limits, a notification is sent to the Fault module of the
AlliedView NMS. The fault module receives this notification and displays it on its Network Events panel.

Note: You can see the number of events that have been generated of different severity in the Alarm
count by severity panel. Clicking on a number will display the associated alarms. The colors
denote the severity (Red means Critical, Orange means Major, etc.).

5.7 Configuring Statistics

When setting up the AlliedView NMS, an Administrator will have to set up polling objects and polling filters so
that the polled data (Statistics) are written to the AlliedView NMS database as polled data (Statistics) and can be
extracted to provide real-time or historical reports. Once a AlliedView NMS system has been in service for a
period of time, additional statistics may be needed. This can be done by modifying the appropriate polling object
or creating a Statistic for specific node.

To add a statistic, select Edit ->Add Statistic from the Panel-Specific Menu Bar. The Modify Polled Data form
appears.

Caution: Creation of statistics is an Administrator task. For information on adding, modifying,
and deleting statistics, refer to the Administration Guide.
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6. Using the Network Inventory View

6.1 Overview

The Network Inventory view is used to view, search, modify, and delete network objects, such as networks,
nodes, and interfaces. The Network Inventory view displays an inventory of all network entities, such as net-
works, nodes, ports, interfaces, routers, and links. Under the Network Inventory node in the NMS Tree are the
following default subviews:

= Networks
= Nodes
= Profile Association
= Discovery Status
= Cards
* Ports
* IMG/RGs
= Interfaces
= Routers
= VLAN Interfaces
= EPSR Domains
= Physical Links

Each of these subviews narrows the network inventory to a specific type.

6.2 Network Inventory View

The Network Inventory maintains the properties of all MOs in a network. These MOs and their object properties
are listed in the Network Inventory panel, as shown in the following figure.
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FIGURE 6-1 Network Inventory Main View
Refer to 4.2.2 for information on navigating the view. Refer to 4.2.2.1 for information on searching the view.
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When the Network Inventory view is displayed in the NMS Display Panel, items appear in the Panel-Specific
Menu Bar that are specific to the Network Inventory views. Some of the items are specific to the type of object
that is selected in the view, while others are common to all of the object types. The common items include:

= Edit - Provides editing functions for the view. Items include:
= Add Node - Adds a node.
= Add Network - Adds a network.
= Refresh Node - Updates the information on the selected node.
= Clear Alarms - Clears the alarms on the selected node.
= Delete Alarms - Deletes from the alarm database the alarms on the selected node.
= Search - Provides a search function for the view.

= Export Table Data - Provides an export function for all of the view data. The data may be exported to a
file (in delimited tabular form) or to a Web browser. The data may also be filtered.

= Export Selected Rows - Provides an export function for selected rows in the view data.
= View - Displays additional information. Items include:
= Details - Displays detailed information on the selected object.

= Events - Opens a Network Events view in which the events associated with the selected object are dis-
played.

= Alarms - Opens an Alarms view in which the alarms associated with the selected object are displayed.

= Performance - Opens a Configured Collection view in which the statistics for the selected object are dis-
played.

= Refresh - Updates the information on the selected object.
These menu items also appear for all of the Network View subviews. The object-type-specific menus include:
= Network - For network objects
= QOperations - For nodes and routers on the network
« Port - For customer ports
= Interface - For Interfaces (This includes the Ping menu item.)
= VLAN Interface - For VLAN interface objects
« Link - For physical link objects

The object-type-specific menus are described in the following sections.

6.3 The Network Inventory Subviews

6.3.1 Networks Subview

The Networks subview narrows the Network Inventory view to the discovered network objects. To access this
view, click on the Networks node under Network Inventory in the NMS Tree. An example is shown in the fol-
lowing figure.
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FIGURE 6-2 Example Networks Subview
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When the Networks subview is displayed in the NMS Display Panel or when a network object is selected in the
Network Inventory view, the Network menu appears in the Panel-Specific Menu Bar, which is specific to net-
works objects. In the Networks subview, the menu appears when you select an item in the view. The items in the

Network menu include:

= Managed Object Properties - Displays the Managed Object Properties form for the selected object.

= Delete Object and Traces - Deletes the selected network object. Refer to the NMS Administration Guide.

= Stop Discovery - Stops the discovery process in the selected network.

UnManage/Manage - Marks the object as unmanaged if it is currently being managed, or as managed if the
object is currently unmanaged. Managing an element means that you are setting the NMS to monitor its sta-
tus. Unmanaging an element means that you are stopping the NMS from monitoring the element.

Once a selected device is made managed (by selecting on the Manage menu item of either the table pop-up
menu or the Network menu in the Panel-Specific Menu Bar), the icon displayed for the device will indicate
the severity status of the device. The same icon will become gray in color when the selected device is made
unmanaged by clicking the corresponding menu item. These menu items are also accessible from the object-
specific menus.

Update Status - Updates the status information for the selected object. If any changes have been made to the
object (such as clearing alarms), clicking this will update the row.

6.3.2 Nodes Subview

The Nodes subview narrows the Network Inventory view to the nodes on the network. To access this view, click
on the Nodes node under Network Inventory in the NMS Tree. An example is shown in the following figure.

Note:

It is possible to sort the Modes by Config Changed, so the user can see the latest nodes that
have had their configurations changed and acknowledged by the Device Backup operation (for
recurring backups).

FIGURE 6-3 Example Nodes Subview
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When the Nodes subview is displayed in the NMS Display Panel or when a node object is selected in the Net-
work Inventory view, the Operations menu appears in the Panel-Specific Menu Bar. In the Nodes subview, this
menu appears when a node is selected in the view.

Note: If multiple nodes are selected and the nodes are of different types (e.g. Rapier, 9400, etc.),
the Object menu will appear instead of the Operations menu.

The items in the Operations menu include:

= View Chassis - Displays the current chassis view for the selected device. Refer to the NMS Administration
Guide.

= View Device Log - Displays the Device Log Viewer.

= Provision - Provides provisioning functions for the selected device. Refer to the NMS Administration Guide
for provisioning tasks.

e Network Services - Provides network link and VLAN functions for the selected device. Refer to the NMS
Administration Guide.

= Alarms/Events - Displays the alarms or events, or a summary of the alarms and events for the selected
device. Selecting this and then choosing Alarms or Events will bring up the Alarms or Events view. Selecting
Summary will bring up the Events and Alerts display, which gives a summary of the Events and Alerts.
Refer to the following figure.

ESEvents and Alerts For 172.16.33.18 -0 x|

Selected Ohject is

172.16.33.18 -
Total Mumber of Eventz 9 Total Mumber of Alerts 2
Severty  Critical Majar Mirar Warning Clear Infa

Everts [ 1 0 4 3 1
slerts [N [ 0 0 . 0

Close

FIGURE 6-4 Summary Display for Events and Alarms (One Device)
= Performance - Brings up the Configured Collection window for the selected device.

= View Config Comparison - Brings up the Config Comparison Form. This is used for only non-i MAP
devices, and must be text files.

< Discover Attached IMGS/RGs - If there are subtending iMGs/RGs, they are discoverd. This is used in a vari-
ety of provisioning scenarios in the AlliedView NMS Administration Guide.

= Display Switch FDB - For swith (layer 2) devices, lists the Port, MAC, and VLAN association, as well as the
Status.

= Power over Ethernet Management - This is for a future release.

= Telnet To Device - Opens a Telnet session to the selected device.

= Browse Device - Brings up the HTML browser for the device.

= Rediscover Device - Re-discovers the device immediately.

= Managed Object Properties - Displays the Managed Object Properties form for the selected device.
= Delete Object and Traces - Deletes the selected object. Refer to the NMS Administration Guide.

= UnManage/Manage - Sets the device to unmanaged if it is currently managed, or managed if it is currently
unmanaged.
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= Update Status - Updates the event and alarm information on the selected device.

6.3.3 Profile Association

This subview shows which profiles are associated with which devices. If the attributes are not in synch, a *
appears next to the Profile name and should be reapplied. Refer to the AlliedView NMS Administration Guide
for creating and applying Profiles.

6.3.4 Discovery Status

This subview provides a quick way to see when a device was last discovered and whether the device passed or
failed. It also gives the date of when the configuration of the device was last changed.

Note: This subview also includes the RG devices.

6.3.5 Customer Cards Subview

The Customer Card subview narrows the Network Inventory view to the customer cards. To access this view,
click on the Cards node under Network Inventory in the NMS Tree. An example is shown in the following figure.
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FIGURE 6-5 Example Customer Cards Subview

When the Customer Cards subview is displayed in the NMS Display Panel or when a customer port is selected in
the Network Inventory view, the Card menu appears in the Panel-Specific Menu Bar, which is specific to cus-
tomer ports. In the Customer Ports subview, this menu appears when you select a port. The items in the menu
include:

= View/Modify Details - Displays the Port Management form for the selected port, which is used to manage
(display and modify) the attributes of the port.

= Remove Association with Profile - Removes the association, so changing an attribute does not show the card
as being Out-of-Profile.

= Compare Card with Profile - If the card has a Profile, compares the attributes and highlights what is not the
same. (If the card has no Profile, there is the error message Profile not found.)

< Audit CES Circuiits - For CES cards, brings up the Diagnostic Audit screen
= Alarms/Events - Brings up the submenu to view associated alarms, events, or a summary.
= Delete Object and Traces - Deletes the selected card.

6.3.6 Customer Ports Subview

The Customer Ports subview narrows the Network Inventory view to the customer ports. To access this view,
click on the Ports node under Network Inventory in the NMS Tree. An example is shown in the following figure.
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FIGURE 6-6 Example Customer Ports Subview

When the Customer Ports subview is displayed in the NMS Display Panel or when a customer port is selected in
the Network Inventory view, the Port menu appears in the Panel-Specific Menu Bar, which is specific to cus-
tomer ports. In the Customer Ports subview, this menu appears when you select a port. The items in the menu
include:

= View/Modify Details - Displays the Port Management form for the selected port, which is used to manage
(display and modify) the attributes of the port.

= Provision New Customer/Port - Brings up the appropriate form to provision this port. This form can be the
Provision New Triple Play Customer Form or the Provision new DS1/E1 Port Form.

= De-provision Customer/Port - If the port has already been provisioned, this form appears. Refer the the
NMS Administration Guide for details on this form.

Note: Inthe EE version, the previous two items are not available.

= Remove Association with Profile - If a profile has been created and associated with the port, this option
removes that association. Note that this does not affect the profile. Refer to Section 6 of the AlliedView NMS
Administration Guide for details on creating port profiles and associating them with ports.

= Compare Port with Profile - Compares the attributes of the port with its profile. A window then appears that
lists where attributes do not match (or the message No Differences).

= Alarms/Events - Brings up the submenu to view associated alarms, events, or a summary.
= Delete Object and Traces - Deletes the selected port.

The Port Management tool is used for the administration and maintenance of customer ports. The tool is
accessed from the Customer Ports view by right-clicking a port in the view, and then selecting View/Modify
Details from the pop-up menu. It can also be accessed by selecting Tools->Customer Management->View/
Modify Customer Ports from the Panel-Specific Menu Bar.

The three main tabbed forms are:

< Triple Play Service Management

e DS1

e E1

Viewing the Triple Play Service Management Port form shows the attributes for the associated interfaces:

= Ether-like
= ADSL
= SHDSL
e POTS

= EPON
= ONU
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= NTES8
e CES

These are explained in the following subsections.

Note: The Statistics tab and Log tag are common across these interfaces and show all statistics and
logs for all ports in the Triple Play service.

6.3.6.1 Ether-Like Port Management

The display is a tabbed panel where each tab displays specific information on the Ethernet-like port. The tabs are
as follows:

= Status - Displays general status
= Ether-Like Configuration - These have subtabs:
= General - The main configuration attributes for the port
= Port Thresholds - Displays the threshold settings for the RMON counters
= Device Data Collection - Configures the data collection configuration (intervals and buckets)
= |P Filters - Displays information on any IP filters that are applied to the selected port
= Statistics - Displays the results of the set-up that was done in the Configuration tab
= RMON Stats - Allows enabling/disabling of performance and fault statistics
= Graph Stats - Allows selecting and graphing of up to six statistics
= Port Log - Displays any log messages associated with the selected port

For information on using the Ether-like Port Management tool for port administration, refer to the AlliedView
NMS Administration Guide.

6.3.6.2 ADSL Port Management

The display is a tabbed panel where each tab displays specific information on the ADSL port. The tabs are as fol-
lows:

= Status - Displays general status
= ADSL Configuration - These have subtabs:
= General - Displays general status and configuration information for the selected port.

* VCs/VLANSs - Correlates the port to Virtual Channels (VCs) and then the VVC to one or more (up to four)
VLANS.

= PMON Thresholds - Allows thresholds to be set for the ATU-C and ATU-R statistics.
= Device Data Coll. - Configures buckets that will collect statistics and the interval at which they are filled
< |P Filters - Allows classifiers to be applied to the port.
= Statistics - These have subtabs:
= PMON Stats - Collects traffic statistics over a specified time period (called the interval).
= RMON Stats - Tracks packet flows and highlights errors as well as overflows of packets.
= Graph Stats - Makes graphs both in real-time and for statistics that have been collected.
= Port Log - Displays any log messages associated with the selected port

For information on using the ADSL Port Management tool for ADSL port administration, refer to the NMS
Administration Guide.
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6.3.6.3 SHDSL Port Management

The display is a tabbed panel where each tab displays specific information on the SHSDL port. The tabs are as
follows:

= Status - Displays general status
= SHDSL Configuration - These have subtabs:
= General - Displays general status and configuration information for the selected port

* VCs/VLANSs - Correlates the port to Virtual Channels (VCs) and then the VC to one or more VLANS.
Note that in this release only one VLAN can be associated with the VC.

* PMON Thresholds -

= Device Data Collection - Configures buckets that will collect statistics and the interval at which they are
filled

= |P Filters - Allows classifiers to be applied to the port
= Statistics
= PMON Stats - Collects traffic statistics over a specified time period (called the interval)
= RMON Stats - Tracks packet flows and highlights errors as well as overflows of packets.
= Graph Stats - Makes graphs both in real-time and for statistics that have been collected
= Port Log - Displays any log messages associated with the selected port

For information on using the SHDSL Port Management tool for port administration, refer to the NMS Adminis-
tration Guide.

6.3.6.4 POTS Port Management

The display is a tabbed panel where each tab displays specific information on the POTS24 port. The tabs are as
follows:

= Status - Displays general status
= \oice Configuration
e POTS - The main attributes of the POTS port
e Statistics
e POTS Stats - Lists the RTP statistics. For an explanation, refer to the iMAP Administration Guide.
= Graph Stats- Makes a graph of selected statistics and displays them with varying attributes
« Diagnostics
« POTS - allows the user to run a set of diagnostics on the port interface
= Port Log - Lists all the port-related management logs that have been generated.

For information on using the POTS Port Management tool for port administration, refer to the AlliedView NMS
Administration Guide.

6.3.6.5 DS1/E1 Port Management

The display is a tabbed panel where each tab displays specific information on the DS1/E1 port. The tabs are as
follows:

Note: The form is the same for dual endpoints, but the panels/fields are changed to accommodate
two rather than one DS1/E1 port.

= Status - Displays general status
= DSI1/E1 Port - Lists the status and main attributes of the port.

6-8 AlliedView NMS Installation Guide (Using the Network Inventory View)



IMG/RGs Subview The Network Inventory Subviews

= PSPAN - Lists the attributes for the PSPAN. For dual endpoints, the initially selected port is what is on the
left panel of the form.

= PMON Statistics - Enables for viewing the port and PSPAN statistics.

= Stats Graph - Makes a graph of selected statistics and displays them with varying attributes. For dual end-
points, the statistics are suffixed with an -A and -Z.

= Port Thresholds - Sets the DS1 and PSPAN thresholds that will activate a log and event.
= Port Log - Lists all the port-related management logs that have been generated

For information on using the DS1/E1 Port Management tool for port administration, refer to the AlliedView NMS
Administration Guide.

6.3.7 iIMG/RGs Subview

This subview shows the iIMGs/RGs and shows its main attributes (such as Customer ID) as well as profile associ-
ateionj. For details on this, refer to the AlliedView NMS Administration Guide.

6.3.8 Interfaces Subview

The Interfaces subview narrows the Network Inventory view to the network interfaces. To access this view, click
on the Interfaces node under Network Inventory in the NMS Tree. An example is shown in the following figure.
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FIGURE 6-7 Example Interfaces Subview

When the Interfaces subview is displayed in the NMS Display Panel or when a network interface object is
selected in the Network Inventory view, the Interface menu appears in the Panel-Specific Menu Bar, which is
specific to network interfaces. In the Interfaces subview, this menu appears when you select an interface in the
view. This menu provides various functions in the interface. The items include:

= InterfaceMonitor - Provides a ping function, which allows you to ping the selected interface. Refer to the fol-
lowing figure. Selecting this item brings up the Status Message window, which contains the ping results.
Refer to the following figure.

AlliedView NMS Installation Guide (Using the Network Inventory View) 6-9




The Network Inventory Subviews Routers Subview

Enllied Telesyn Status Message |

Pinging 1052192 2 with 32 byvtes of data:

Feply fram 1052192 20 bytes=32 time=1msz TTL=E2

Fing =tatistics for 1052192 .2:

Packetz: Sent =1, Received =1, Lost = 0 (0% lozz],
Approximate round trip times in mili-zeconds:

Minitrnum = Oms, Maximum = 0ms, &verage = ns

]

Close

FIGURE 6-8 Ping Result Display

= Managed Object Properties - Displays the Managed Object Properties form for the selected interface. Refer
to Section 9.

= Delete Object and Traces - Deletes the selected interface. Refer to the NMS Administration Guide.

= UnManage/Manage - Marks the selected interface as unmanaged if it currently is being managed, or as
managed if it is currently unmanaged.

= Update Status - Updates the status information for the selected interface.

6.3.9 Routers Subview

The Routers subview narrows the Network Inventory view to the routers on the network. To access this view,
click on the Routers node under Network Inventory in the NMS Tree. An example is shown in the following fig-
ure.
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FIGURE 6-9 Example Routers Subview

When the Routers subview is displayed in the NMS Display Panel or when a router object is selected in the Net-
work Inventory view, the Operations menu appears in the Panel-Specific Menu Bar. In the Routers subview, this
menu appears when you select a router in the view. This is the same Operations menu that appears in the Nodes
subview. Refer t0 6.3.2.

6.3.10 VLAN Interfaces Subview

The VLAN Interfaces subview narrows the Network Inventory view to the VLAN interfaces on the network. To
access this view, click on the VLAN Interfaces node under Network Inventory in the NMS Tree. An example is
shown in the following figure.
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& corcs VFName | o [wianT. |  Type Paddress | MetMask | VD | Ststus | UnTaggedP..| Tagged Ports | Devices
5:3 Parts lefault E VLAMIF-... YLAMN Viahlnterface 1 Clear 358 Mare 172.16.33.10
(%) Interfaces mshlet FT VLANF- ... WLAN Vianinterface 172183310 2552552550 3 Clear 1-28 one 17216.3310
lans00 E WLANIF- . WLAN V0annterface 17216 381 255 2552550 500 Clear Mone Maone 172163310
lanso1 BT VLANF-... VLAM  Vianinterface 501 Clear Mone 4-6 17216.33.10
lefault E SLAMIF-... YLAMN Yianinterface 1 Clear 24543 Mone 17216332
.@ Physical Links: Imshlet BT VLANF- ... WLAN Vianinterface 17216332 2552552550 3 Clear 1 Mone 17246.332
lans02 E VLANIF- . WLAM Vianhterface &02 Clear a7 45 17216332
lahS03 B VLANF-... YLAN  Viannterface 503 Clear Mone 13 17216.332

FIGURE 6-10 Example VLAN Interfaces Subview

When the VLAN Interfaces subview is displayed in the NMS Display Panel or when a VLAN interface is
selected in the Network Inventory view, the VLAN Interfaces menu appears in the Panel-Specific Menu Bar,
which is specific to VLAN interfaces. In the VLAN Interfaces subview, the menu appears when an interface is
selected in the view. This menu provides various functions on VLAN interfaces. The menu items include:

= Configure VLAN Interface - Provides functions for configuring the selected VLAN interface. Refer to the
NMS Administration Guide for more information on configuring VLAN interfaces.

= Extend Vlan - Provides functions for extending a VLAN. Refer to the NMS Administration Guide for more
information on extending VLANS.

= Alarms/Events - Provides alarm and event information for the selected VLAN interface.

= Managed Object Properties - Displays the Managed Object Properties form for the selected VLAN interface.
Refer to Section 9.

= Delete Object and Traces - Deletes the selected VLAN interface. Refer to the NMS Administration Guide.

= UnManage/Manage - Marks the selected VLAN interface as unmanaged if it currently is being managed, or
as managed if it is currently unmanaged.

= Update Status - Updates the status information on the selected VLAN interface.

6.3.11 EPSR Domains Subview

The EPSR Domains Subview is a way to see in list format all of the domains that have been defined and the
devices/control VLANS that are part of that domain. Refer to the following figure.

Refer to the AlliedView NMS Administration Guide for how to use this table to understand and
troubleshoot the EPSR configuration.

Note:

FIGURE 6-11 EPSR Domains Subview

Q ’l: Metwork Inventory
@ Metworks
? @ nodes
&5 Protile Associatian (i£) EPSR Damains
@ Cards
) ports () EPSR Dormairs Total 7 Displaying |1 o [ 7 Page Length (25 ¥
2
,’% Intertaces Domsin Name Domsin State Type | cvip | i | Pistste | Sectic | SiStse | Stelus
&8/ Routers PD-172:16 33.13--champio... IDLE EPSR-Master - L FORWARDING FORWARDING  DISABLED
I ' LAN Inferfaces PD-17216.33.19-CONT416 LINK-DOWWMN EPSR Transt 1815 50 BLOCKED 51 BLOCKED EMABLED
PD-172:16.33.19-CONTTE... IDLE EPSR-Transt BLOCKED BLOCKED DISABLED
& Physical Lrks PD.17216.33.19--CONTX  IDLE EPSR-Transt - BLOCHED BLOCKED DISRELED
PD172:16.33.19-doms00  LINK-DOWAMN EPSR Transt 500 50 BLOCKED 51 BLOCKED ENABLED
PD.17216.33.19-S0LARIS IDLE EPSR-Transt L BLOCKED L BLOCKED DISAELED
PD-17216 33 20-doms00  FAILED EPSRMaster 500 110 FORWASRDING 111  FORWARDING  ENABLED

6.3.12 Physical Links Subview

The Physical Links subview narrows the Network Inventory view to the physical links on the network. To access
this view, click on the Physical Links node under Network Inventory in the NMS Tree. An example is shown in
the following figure.
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| Link-1-12 EL\NK-172’IE 33117216331 12 172163312 1) Clgar
Link-1-13 FT LINK-172.16.33..172.16.33.1 13 172163313 20 Clear

FIGURE 6-12 Example Physical Links Subview

When the Physical Links subview is displayed in the NMS Display Panel or when a physical link object is
selected in the Network Inventory view, the Link menu appears in the Panel-Specific Menu Bar, which is spe-
cific to physical links. In the Physical Links subview, the menu appears when a link is selected in the view. This
menu provides various functions on physical links. The menu items include:

= Link Operations - This brings up the Layer 2 form that allows the user to add or delete physical links. Refer
to Section 6 of the AlliedView NMS Administration Guide on how to use this form.

= Managed Object Properties - Displays the Managed Object Properties form for the selected link. Refer to
Section 9.

= Alarms/Events - Provides alarm and event information for the selected link.

= UnManage/Manage - Marks the selected link as unmanaged if it currently is being managed, or as managed
if it is currently unmanaged

= Update Status - Updates the status information on the selected link.

6.4 Creating Custom Views

Refer to 8.4.2 a list of properties that are commonly used to create meaningful custom views.

6.5 Adding a Node / Network (without Discovery
Configurator)

The user can add networks and nodes in the Network Inventory screen as Managed Objects (not modifying the
seed.file) and this will take effect immediately. The menu choice:

= Network Inventory / Edit -> Add Network
= Network Inventory / Edit -> Add Node

brings up the dialog to add a network or node.

Caution: Adding a Network is an Administrator Task and is covered in the NMS Administration
Guide.

6.6 Adding and Refreshing a Node

Select Edit -> Add Node from the Panel-Specific Menu Bar to add a new node to the existing object list in the
Network Inventory panel.

Caution: Adding a Node is an Administrator Task and is covered in the NMS Administration
Guide.
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| 7. Using the HTML Interface

= AlliedView NMS

AL Allied Telesis

7.1 Overview

Use the following table to locate the most common tasks you wish to perform. If you are using NMS, use the

screen name or the form name as well to locate the relevant section.

TABLE 7-1 Task List for HTML Interface

Event Details

Task Screen / Form Name (if Applicable) Section/Notes
Change Password Not applicable (n/a) (7.2.3)

Review Screen n/a (7.3.2)

Network Map Tasks Overview (7.4.1)
Manage Alarms Alarms Review Screen (7.5.1)
Manage Network Events | Network Events Review Screen (7.5.4)

View Details (7.5.6)

Managing Network

Network Inventory

Review Screen (7.7.1)

Inventory Object Details (7.7.2)
Managing Nodes SNMP MIB Manager (7.8.1)
Setting up Users n/a (7.9)

Logging Out

Main screen, logout option

Note: If you log out by closing the
browser, it requires 30 minutes for the
client session to time out. Use the
Logout option.

7.2 Starting Up

7.2.1 Overview

You can view the HTML Interface through any Web browser, such as Mozilla or Internet Explorer. Just open the
Web browser and type the machine name and port number of the server in the address bar, as shown below:

Input: http://<machine name>:<port number>

For example:

Input: http://nms-server:9090

In the above example, nms-server is the name of the machine in which the server is running, and 9090 is the port
number on which the server is listening.

Note: The HTML AlliedView NMS interface does not have all the features and functions of the Java
interface, and is therefore more suitable for query and report functions that can be accessed
over any compatible browser. There are administrative tasks that can be done, but these

should be done by authorized personnel only.
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7.2.2 Setting Web Browser Caching

The web browser caching function should be set to always check for updates from the server before retrieving
content from cache.

For example, with IE, use Tools -> Internet Options and click on the General tab. Under Temporary Internet
files, select Settings...

In the Settings window, under Check for newer versions of stored pages:, select the button Every visit to the
page.

7.2.3 Modifying the User Account and Password

There are several situations in which the user account status or password must be modified. These include:

= Setting up user names and passwords for the first time.

= The password has expired - If you try to log in to the NMS Server when your password has expired, you get
a message stating that your password has expired.

= The user account has expired - If you try to log in to the AlliedView NMS Server when your user name has
expired, you get the message:

The User Account has EXPIRED. Please contact the Administrator.

You will have to contact your NMS Administrator to have your account renewed.

= The user account has been disabled - If you try to log in to the AlliedView NMS Server when your user
account is disabled, you get the message:

The User Account has been DISABLED. Please contact the Administrator.
You will have to contact your NMS Administrator to have your account re-enabled.

Note: Defining users, user profiles, and user groups from the html interface is explained in the
AlliedView NMS Administration Guide.

7.3 Common Interface Components

7.3.1 Overview

After you have logged into the browser HTML client by giving a valid user name and password, the screen dis-
plays the following three frames: the Tree frame, Display frame, and the Alarm Count frame. An example screen
is shown in Figure 7-1. This section explains the various setups available initially on the screen.

7.3.2 Initial Screen Layout (Function Tabs)

The initial screen has the following components:

= At the top of the html frame is a set of function tabs. Each tab controls what appears in the Tree Frame and
Display Frame. Directly underneath the tabs is a reminder of where the user is in the tab hierarchy.

= The Tree Frame is on the left-hand side of the screen. It has the tree that displays the different nodes for the
chosen function tab.

= The Alarm Count Frame is on the left-bottom corner of the screen. It shows the categories of alarms, based
on severity. Clicking on any number will list the associated alarms in the Alarm view. This frame appears
regardless of which tab has been selected. The Alarm view is explained in 7.5.

= The Display Frame is on the right side of the screen. It shows the different nodes or tables for the node cho-
sen in the Tree frame.

Refer to the following figure for an example initial screen and what icons mean.
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Search Function Common Interface Components

Find Device Q

IP Network - Smart View [ 14 Objects ] Add bap | Configure Map | Delete map | Add Symbol

Physical Metwark
Raouters
Failed Modes
FIP Network
P WLAN Netwark

Alarm Count  Category
o1 Link

Bxz:7s oeie
. oo ..Authemmalmm
{xoieo  Fot

[ |

il o I eaca

,,@9 J)@ig @9

1052310 1045231128 1045231182 1045231224 1045231 4

@@9 G@@ \9@9 \9@9

10.52.32.0 10.52.71.0 192.168.1.0 192.168.25.0

FIGURE 7-1 Initial Screen for html Interface

7.3.3 Search Function

To search for a particular device, the user can input a device attribute in the Find Device field, and then select
GO. The Adv. Search brings up the Network Inventory View (explained later) with a Search Criteria options.
7.3.4 Maps and Symbols

For all the map types, the user has the following options:

= Add Map - This allows the user to add a map type to the Network Map tree. The newly created map will
appear as a node of where the user is currently at; for example if the user is at the Physical Network Node and
creates a map, the new map will appear as a node (leaf) under the Physical Network node. In the example
below, the user has created a map called 33_1_only to show only a single device.
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Add Map
Network Maps
Name |33_1 _only | #
=z Physical Network
Lahel | |
:: Routers
i Imagehame | |
:: Failed Modes
b IP Network MenuName | |
22 WLAN Metwork HelpDoc |heIpIuser_guideMeb_clientrd
Anchored |fa|se j

TreelconFileMame | |

FarentMode |PhysicaI_Map.netmap |

' Grid view = Layout View { Recommended for maps with less than 50 symhbaols )
Topalogy |grid,star,ring,ﬂ0w |

CurrenfTopalogy | grid j

Criteria Properies

[ name x| f7zieazs |

Alarm Summary & m

Alarm Count Category

. o o .. Topalogy
- oo --Discover\f

FIGURE 7-2 Creating a Map under Physical Networks

33_1_only - Smart Yiew
Network Maps Al Map | Configure Map | Delete map | Add Symbol

« Physical Metwark
2 33_1_only

«” Map properties updated successfully

:: Routers

:: Failed Modes
» IP Metwork

22 WLAN Metwork

]

R:ﬂ:aier

Alarm Summary & 172.16.33.1

FIGURE 7-3 Map Created Successfully
= Configure Map - This allows the user to change the attributes of the create Map
= Delete Map - This deletes the Map the user is currently displaying

Note: Do not delete a Map that is included by default, since the default Maps have information that is
usually important to assess the network.

= Add Symbol - Allows the user to add a symbol (image) to the map. This symbol can then be given attributes
so that network changes can be highlighted using the image. NEED INFO - can give fault attributes to sym-
bol?
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7.3.5 Performance Monitoring

In previous releases, there was a separate tab for a Performance Monitoring frame. This has changed; the proper-
ties of a node in the Network Inventory view now include the appropriate graphs of statistics, and this is
explained in the Network Inventory section, 7.7.

7.4 Network Maps

7.4.1 Overview
The Network Maps Tree has the following default nodes:

= Physical Network

= Routers

= Failed Nodes

= P Network (usually highlighted when accessing the html interface for the first time)

= VLAN Network

The main map tasks are as follows, and explained in the next subsections:

= Drilling down the networks - The method to reach the exact, desired map element. This makes the monitoring
easier.

= Managed properties - The method to get the details of a particular map symbol. It shows the editable proper-
ties and provides information on the allowable values for the properties.

= Query and Control the Device - From the map symbol the user can manage/unmanage the node and view
events and alarms (which changes the function tab view). This is explained in detail below.

All icons accessed from the Network Maps tree have three buttons to perform these tasks. The following table
explains these buttons.

TABLE 7-2 Actions available from Network Map and Device Icons

Icon Icon Buttons Action
= Clicking on this brings up the managed objects form,
7 — =2 F = explained in 7.4.2.
= il
L =-'C =R
17216.44 10 = A state button, brings up the Fault Management View
644, 7l
= Brings up a smart (custom) view if one has been created.
=
Clicking on this brings up the managed objects form,
4 explained in 7.4.2.
H-.aﬂ:ier H?&er
17416.33.3 ﬁ A state button, brings up the Fault Management View
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Managed Properties Form

7.4.2 Managed Properties Form

The necessary details of map symbols are available in a form called the Properties form. Refer to the following

figure.

General Information

Device Type 9700-36

Is Managed ? true

IP Address 10.52.30.36
Is DHCP Enabled # false

Status Monitoring Details

Is Status polling enabled? false

Last Status Update Time Aug 07,2007 12:25:34 AM

User Class Name null

Failure Count 0

Interfaces & Parent Networks

List of Interfaces 10.52.30.36
Parent Object --

Is Container? true

Is Group? false

Protocol Configuration Settings

SNMP Port 161
Read Community public
SNMP Yersion vE

Edit [
Status | Major
Display Name 10.52.30.36
MNetmask 255.,255.255.0
Edit [<F
Tester for Status Polling max
Last Status Change Time Aug 07,2007 12:25:34 AM
Failure Threshold 1
Status Polling Interval 300 secs
j Parent Networks 10'5_2'30'0 j Miew
Details

List of Groups --

Children keys

Base MIBs RFC1213-MIB

Write Community

FIGURE 7-4 Map Properties Form (Network)

The properties are grouped as follows:

TABLE 7-3 Properties Form for Network Map Objects (Editable fields are in bold)

private public friend

YLANIF-10.62.30.36-913 j

Type Area Detail
General General Information Device Type
Status

Is Managed - the result of Manage / Unmanage
Display Name - what appears for the object

Identification Details

IP Address
Netmask
Is DHCP Enabled?
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TABLE 7-3 Properties Form for Network Map Objects (Editable fields are in bold)

Type Area Detail

Monitoring Status Monitoring Details | Is Status Polling Enabled - whether the object status polling has been
enabled for the object

Tester for Status Polling - how the device is polled

Last Status Update Time

Last Status Change Time

User Class Name

Failure Threshold - number of failed polls before alert created
Failure Count - how many times polling has failed

Status Polling Interval -

Discovery Discovery Setting Discovery Status
Start / Resume Discovery

Details Nodes & Interface Details | List of Nodes
List of Interfaces
Sub Networks
Sub Netmasks
Parent Netmask
Parent Network

Utilization Currently Unused CPU
Memory
Disk

Alarms Status

Failure Object

Alarm Details
Date / Time
Tabs Symbol Properties
Manage/Unmanage
View Events
View Alarms

Some of the above properties are kept editable so that you can make changes as per your requirements. For exam-
ple, the icon displayed for the map symbol can be changed to any other image by changing the icon name under
General Properties.

7.4.3 Physical Network

The physical network lists all the device icons as described in Table 7-2, and is shown in the following figure.

Note: As with the non-html interface, the RGs are not included in the Physical Network view; these
are shown when the user chooses the relevant IP network.
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Network Maps

Physical Network - Smart View[ 14 Objects ]

Physical Network

Find Device... Q]

Add Map | Configure Map | Delete map | Add Syir

- @
A = iM
9400

10.52.30.2 10.52.30.3 10.52.30.33
@ w

iMAP iMAP

9700
10.52.30.26

iMAP
10.52.30.34
9810

9400
10.62.30.35
i @
9101 24X8
100823037 10.52.30.38
table.

10.52.30.7

FIGURE 7-5 Physical Network - All Devices (Except iMG/RGS)
Clicking on the icon will bring up the Managed Object Properties Form, as shown in the following figure and
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Physical Network

Network Maps

Fault Management

Maps

Network Inventory

SNMP Tools

Admin

Find Device I m

General Information

Device Type 9700
Is Managed ? true
IP Address 172.16.33.20
Is DHCP Enabled ? false

Status Monitoring Details

Is Status polling enabled? false
Last Status Update Time
User Class Name null

Failure Count a

Interfaces & Parent Networks

Mar 23,2005 10:58:37 AM

List of Interfaces 172.16.33.20
Parent Object --

Is Container? true

Is Group? false

Protocol Configuration Settings

SMMP Port 161
Read Community public
SNMP ¥Yersion we

System Object Identifier
{Sys0ID) 1.3.6.14.1.207.1.15.5

Host Netmask 255.255.255.0

Interfaces
Index Description
1032196 MGMT:ETH:0
CPU Uilization

Not Available

|k adslAtucPerflols

Status
Display Name

Netmask

Tester for Status Polling
Last Status Change Time
Failure Threshold

Status Polling Interval

Parent Networks

List of Groups
Children keys

Base MIBs

Write Community

System Description

Speed(bps)
0 5

Memory Wilization
Mot Available

Other Graphs

Status

Edit [
@Clear
172.16.33.20
255.255.255.0

Edit [

max
Mar 23,2005 10:58:37 AM
1

300 secs

[172.16.33.0
Details

j\-"iﬂ

[ VLANIF-172.16.33.201 ]

RFC1213-MIB

private public friend

Telesyn 9700 Multiservice Access
Platform version 6.0.0 Tue
03/22/2005 at 4:23a

MAC
000c 25000672

Disk Liilization
Not Available

|k adslEgressQuens2DropPhts

FIGURE 7-6 Managed Object Properties Form for a Device
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Physical Network

TABLE 7-4 Properties Form for Device Map Objects (Editable fields are in bold)

Type

Area

Detail

General

General Information

Device Type

Status

Is Managed - the result of Manage / Unmanage
Display Name - what appears for the object

Identification Details

IP Address
Netmask
Is DHCP Enabled?

Monitoring

Status Monitoring Details

Is Status Polling Enabled - whether the object status polling has been
enabled for the object

Tester for Status Polling - how the device is polled

Last Status Update Time

Last Status Change Time

User Class Name

Failure Threshold - number of failed polls before alert created
Failure Count - how many times polling has failed

Status Polling Interval -

Interfaces & Par-
ent Networks

List of Interfaces
Parent Network
Parent Object
List of Groups

Is Container?
Children Keys

Is Group?
Protocol Config- SNMP Port
uration Settings Base MIBs

Read Community
Write Community
SNMP Version
SysOID

System Description
Host Netmask

Interfaces

Index
Description
Speed
Status
MAC

Utilization

CPU
Memory
Disk

Other Graphs

Performance Monitoring
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7.4.4 Other Network Maps
« Routers - These show only the devices configured as routers
< Failed Nodes - These show only those devices that have an Alarm with a severity

= VLAN Network - This shows the devices associated with each VLAN interface for the network chosen.
Therefore, there will usually be a VLAN id repeated for the different devices it is configured on. Refer to the
following figure.

T WLAN Metwork
=5 {172.16.33.0 /NmsNet[1])

Alarm Summary &

Alarm Count Category
.4 0 0 6 Topology 172.16.33.16_vid3 172.16.33.18 _vid1 172.16.33.27 _vid3

4 0 Discovery
4 B Total

FIGURE 7-7 VLAN Interfaces for the Selected Network

7.5 Fault Management (Events and Alarms)

7.5.1 Overview of Alarms

The devices connected with the NMS create various events. These events are converted (parsed) into alarms
based on their significance. By default, the alarms are classified into five categories: Critical, Major, Minor,
Warning, and Clear. This classification is based on the severity of the fault.

When you click the Alarms node in the Fault Management tree, the Alarms page is displayed, as shown in Figure
7-8. By default, it shows the following columns:

= Status - These are color-coded to indicate criticality in the same manner as events:
* Red - Critical
< OQOrange - Major

Yellow - Minor
* Blue - Warning
= Green - Clear
= Failure Object - Clicking on the link brings up the Alarm Details form.
= Actions - Using the icons, the user can acknowledge the alarm and annotate the alarm for future reference.
= Alarm Details - The text for the alarm.
= Date/Time - The date and time the alarm occurred.

= Alarm Group - ALarms can be assigned to a group when a parser is created. Groups are not used in the base
NMS and are not shown in the HTML interface.

« Owner - The name of the login filled in the Alarm Details form.
= System Location - This is the value that was filled in the Managed Object Properties form.
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The alarms are grouped by default for sets of 25 alarms in a page. This can be changed using the pull-down.

By clicking on a column header name, you can sort the list by the selected column information. When you click
the name, an arrow shows the direction of the sort (up descending, down ascending). Each time you click the
name, the sort direction toggles.

The following figure shows the alarm view.

I Maps1 Fault1 Performance1 I|wentory1 SNMPTooIs1 Admin

Alarms Add Child View | EditView Criteria | Se
[ wiew Events |[ Clear || Delete [ Assign || Unpick Pagelength 25 ~| 76toosorss (0 @&
[T Status Failure Object Actions  Alarm Details Date / Time + Alarm Group (
[ 7] 10.52.68.233;mcRouter-512 Ay B FirstMulticast Router detected 0., Jan 11,2010 01:41:25 PM
- A 10.52.68.233; mcRouterAgedOut-512 Ay B Multicast Router aged out on spec.. Jan 11,2010 01:40:34 PM
[ =) 10.62.30.36,atnCardFault-24_Slot18 Ay B Card defectindication sysUpTime.. Jan 11,2010 01:34:21 PM 10623036
- 7] 10.52.30.36,atnCardFault- 33_5lotd Ay B Card defect cleared sysUpTime: 1., Jan 11,2010 01:14:42 PM 10623036
[ 7] 10.52.30.36,atnCardFault-55_S|otd Ay B Card defect cleared sysUpTime: 1., Jan 11,201001:14:12 PM 10623036
- 7] 10.52.30.36,atnRedundancy Ay B Redundancy restored. Operating in.  Jan 11,2010 01:14:11 PM
[ 7] 10.52.30.36,atnCardFault-44_Slotd Ay B Card defect cleared sysUpTime: 1., Jan 11,2010 01:10:43 PM 10623036

FIGURE 7-8 Alarm View for HTML Interface

7.5.2 Alarm View Options

The following options are available from the Alarm View. (These options are also used in the Events and System
Logs Events view.)

7.5.2.1 Add Alarm Child View

This options allows the creation of a filtered view so that only certain alarms are shown. The following figure
shows the Custom View Form.
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Fault Management (Events and Alarms)

Add Alarm Child Yiew

Child view name

* Mandatory fields

*

Enter a unigue name far the child view

7 Critical 7 Major
Severity ™ minar [T warning
[T Clear
7 Critical 7 Major
Previous Severity ™ minar [T warning
[T Clear
Source
Failure Object
Category
Owwner
Group Mame
From Last Modified Chaoose the date and time using the
calendar
To Last modified
From Created
To Created
Group Yiew Mode Inone 'I
|Any = I = = Enter an integer value for Alarm Age
Alarm Age
Refresh Period in Minutes |1 Enter an integer value for Refresh Period
[ Submit ==

FIGURE 7-9 Creating an Alarm Child View

The name (Child view name) must be unique. For the criteria, refer to 8.4.11

When the child view is created, it appears as a subnode to the Alarms node (where it appears cannot be changed).

The following table lists the properties.

TABLE 7-5 Alarm Custom View Properties

Property Description

Custom View | The name of the custom view. This is a mandatory parameter. If you try to submit the form without

Name mentioning the name, the message “No Custom View is mentioned” is displayed.

Severity The severity of the event object, which indicates the criticality of the event. You can choose one of the
severity (All, Major, Minor, Warning, Clear, Info, or Unknown) from the list box.

Previous The matching criteria based on the previous severity of the alarm.

Severity

Owner The name of the owner with whom the alarm is associated.

Group A group value based on which alarms are grouped in the client.

Message An Alarm message for the particular custom view.

Category The name of the category to which the alarm belongs. This could be used for better organization of
alarms.

Failure Information about the specific entity within the source of the event, which is primarily responsible for

Object the occurrence of this event. The name of the failure object which caused the event to occur can be
given in this field.
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Alarm View Options

TABLE 7-5 Alarm Custom View Properties

Property Description

Source Information about the source of the alarm. Alarms matching a particular source can be filtered out
using this criterion.

From Date/ A from date and time for filtering out alarms modified from a particular date/time onward.

Time

(Modified

Time)

To Date/Time | A to date and time for filtering out alarms modified before a particular date/time.

(Modified

Time)

From Date/ A from date and time for filtering out alarms generated from a particular date/time onward.

Time (Create
Time)

To Date/Time | A to date and time for filtering out alarms generated before a particular date/time.

(Create Time)

GroupViewM | The mode of grouping. It could be max, latest, or none. If max is selected, then alarms are grouped with

ode the alarms of maximum criticality being shown at the top of the group. If latest is selected, then alarms
are grouped with the latest alarm in a group shown at the top of the group. If GroupViewMode selected
is none, then the alarms are not grouped.

Alarm Age An age for filtering alarms based on the age of alarms. Age of an alarm denotes the time lapsed since
the occurrence of the alarm in the NMS system.

Refresh The frequency at which the latest alarms should be updated in the alarm browser from the database.

Period

(in Min.)

7.5.2.2 Edit View Criteria

This option allows the user to modify the criteria for the selected view. The criteria is the same as when creating
a custom view.

7.5.2.3 Search

The search option allows the user to further refine a view by listing columns and the criteria the column must
match. The More button allows more that one column to be used, and the Match radio buttons allow an OR (any)
or AND (all) criteria to be set. Refer to the following figure, which shows a search based on the severity of
Clear.
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Advanced Search

& Match any of the Following " Match all of the Following
SEvErity j |equa|5 j Clear

SOuUrce
Search

Tpreviousseverity

entity

message
=
= category

[+

rﬁ;ﬁ;fr Ame ct Alarm Message

l:reate_TimE |24 Interface clear.

madTime
M @ Clear 172.16.18.0 Metwark clear. Mo nodes failed on this net.
[T @ Clear 172.16.18.124 Mode clear. Mo failures on this node.
T @ Clear 172.16.18.0 NET Cne or more nodes in this netwaork has a Clear

FIGURE 7-10 Advanced Search for a View
For the text values for criteria, refer to 8.3.3.

7.5.2.4 Customize Columns

This options allows the user to control which columns are displayed in a view. The user moves (using the right
and left arrows) the columns to be displayed. To control the order, select one of the Displayed columns and use
the up and down arrows to control where it is placed. Refer to the following figure.

=10 x|

Customize columns

Available columns Displayed columns
AlliedWiewy MMS - Status
Category Failure Ohject
Comain Event Details
Group Mame Date  Time
HelplURL
d
Metwark ;l

7.5.2.5 Operations
After checking the tic box for one or more alarms the user can choose one of the following actions:

= View Events - displays the list of events for the object that had created the alarm.
« Clear - This will set the status to Clear and show what the previous status was.
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« Delete - Deletes the alarm (after a confirmation window).
= Pickup - Allows a user to be associated with an alarm.
= Unpick - Disassociates a user with an alarm.

Note: If any of the parameter fields (except Custom View Name) is left blank, the default value all is
assigned.
7.5.3 Alarm Properties (Details)

After clicking on the link for the Failure Object, the user will see the Network Inventory Window with the MO
Objects properties form. The properties of this form are explained in

The user has the following options:

« Unmanage
= View Events
e View Alarms

If the object is a Network, a list of alarms is listed at the bottom of the window, and the user can query the indi-
vidual failure object. For details on the Network Inventory frame, refer to 7.7.
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Wil 17216330
i

General Information
Device Type

Is Managed ?

IP Address

Is DHCP Enabled ?

Status Monitoring Details
Is Status polling enabled?
Last Status Update Time
User Class Name

Failure Count

Discovery Settings

Discovery Status

Nodes & Interfaces Details

List of Nodes

Sub Networks

Parent Netmask

CPU Utilization
Not Available

Alarms

Failure Object

|1?2.1E.33.128 =

Hetwark
true
172.16.33.0

false

false
Mar 23,2005 01:25:07 PM
null

0

Carnpleted

Miew  view
Detailsdetails of

Status
Display Name

Netmask

Tester for Status Polling
Last Status Change Time
Failure Threshold

Status Polling Interval

Edit [
> W arning
172.16.33.0
255.255.255.0
Edit [
max
Mar 23,2005 01:25:07 PM
1
1600 secs
Edit [

Start / Resume Discovery true

List of Interfaces

Sub Netmasks

Parent Network

Memory Utilization

Not Available

Alarm Details

Other Graphs

17216331 'I
255.265.265.128 'l

Disk Utilization
Not Available

Date f Time

AWarning 17216.33.0_NET
() Clear 17216330

One ormare nodes in this network has aWa..

Metwork clear. Mo nodes failed on this net

har 23,2005 02:57:24 PM
har 23,2006 02:57:28 PM

FIGURE 7-11 Alarm Details Form

7.5.4 Overview of Network Events

Events are simply the complete sets of notifications from the network. They are basically of two types: External
and Internal events. External events are actions or notifications that are external to the NMS (for example, Traps,
which are basic notifications from the SNMP agents or management applications). Internal events are notifica-
tions that are generated by the NMS during data polling and status polling (for example, threshold events and sta-
tus events). The following figure shows the default Event view.

AlliedView NMS Installation Guide (Using the HTML Interface)

7-17



Fault Management (Events and Alarms)

Event View Options

~Network Events
Systern Log Events
Alarms

o
B
M-
i
-rl

1
2
o
1}
n

Performance Inventory

SNMP Tools

Network Events

I© status Failure Object
Alarm Count  Category [m] (0] 10.52.68.233;mcNewRouterDetected-512

oo Link m} ) 10.52.68.233;mcRouter-512

7T 6 Device [m] i 10.52.68.233;mcRouter-512

I henticatinn [m} @ 10.5268.233meRouterAgedOut 512

| v P} ] = 10.52.30.36,atnCardFault-84_Slot1 2

n 2 Intarfara
] ] 10.52.30.36,atnCardFault-84_Slot1 2
] = 10.52.30.36,atnCardFault-84_Slot1 2
] ] 10.52.30.36,atnCardFault-84_Slot1 2
] ] 10.52.30.36;atnCardF ault-32_Slotd
] = 10.52.30.36;atnCardF ault-32_Slotd
] ] 10.52.30.36;atnCardF ault-55_Slotd

FIGURE 7-12 Network Events View for html Interface

7.5.5 Event View Options

The options for the event view are the same as the alarm view, explained in 7.5.2.

7.5.6 Viewing Event Details

Page Length 50 v| 4551 to 4580 of 4560 (0 (0 &) (D

Event Details

Multicast Router Detected an spec..

First Multicast Router detected o.

Last Multicast Router aged aut on..

Multicast Router aged out on spec.
Card defect indication sysUpTime.
Card defect cleared sysUpTime: 1.
Card defect indication sysUpTime.
Card defect cleared sysUpTime: 1.
Card defect cleared sysUpTime: 1.

Card defect indication sysUpTime.

Card defect cleared sysUpTime: 1.

Add Child View | EditView Criteria | Search | Printwersion | Custo

Find Device

9

Date  Time

Jan 11,2010 01:41:25 PM
Jan 11,2010 01:41:25 PM
Jan 11,2010 01:40:34 PM
Jan 11,2010 01:40:34 PM
Jan 11,2010 01:34:21 PM
Jan 11,2010 01:34:06 PM
Jan 11,2010 01:19:21 PM
Jan 11,2010 01:19:05 P
Jan 11,2010 01:14:52 PM
Jan 11,2010 01:14:13 PM
Jan 11,2010 01:14:12 PM

The Event Details page is accessed by choosing the Source field, and has the same fields as the Alarm view,
explained in 7.5.3.

7.5.7 System Log Events View

The relationship between the components that provide system logs is as follows:

= The filtering of logs produced by the device that are sent to the NMS is controlled by applying log filters.
This is described in the AlliedView NMS Administration Guide.

= The logs that are displayed in the System Log Events tree node (Under Network Events) are controlled
through configuring the system log server.

At the html GUI, the initial System Log Events view lists the logs that the NMS has been set up to filter and dis-
play. Refer to the following figure.
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,‘.-,J_'Lng {'{!33}“ Network Maps Fault Management Network Inventory SNMP Tools Admin Pei

Find Device | [ co |

Fault Management System Log Events
« Netwark Events Add Child View | Edit View Criteria | Remove View | Search | Printversion | Customize Columns
i1 System Log Events Page Length[s0 =] 1701to1724of1724 K 4 D Dl

iz Alarms
M Date f Time Source Event Details Category
[T War 23,2005 06:12:34 Ph 172.16.33.20 Mar 23 21:58:00 tAllegro: IDnCL. SYSLOG-CLI {info.local2)
[T War 23,2005 04:22:19 Pu 172.16.33.18 Mar23 18:04:56 Dot18 tAllegro: .. SYSLOG-CLI {info.local2)
[T War 23,2005 04:22:19 Ph 172.16.33.149 Mar24 04:59:59 Dot 9 tAllegro: .. SYSLOG-CLI {info.local2)
[T War 23,2005 04:22:17 Ph 172.16.33.149 Mar24 04:59:58 Dot 9 tAllegro: .. SYSLOG-CLI {info.local2)
[T War 23,2005 04:22:17 Ph 172.16.33.18 Mar23 18:04:55 Dot1 8 tAllegro: .. SYSLOG-CLI {info.local2)
[T War 23,2005 04:22:16 Ph 172.16.33.20 Mar23 20:07:42 tAllegro: IDnCL. SYSLOG-CLI {info.local2)
[T War 23,2005 04:22:16 Ph 172.16.33.13 Mar23 15:48:49 tAllegro: [DnCL. SYSLOG-CLI {info.local2)
[T War 23,2005 04:22:16 Ph 172.16.33.11 Mar23 16:53:23 Dot11 tAllegro: .. SYSLOG-CLI {info.local2)
[T War 23,2005 04:22:16 Ph 172.16.33.20 Mar 23 20:07:41 tAllegro: (DnCL. SYSLOG-CLI {info.local2)
[T War 23,2005 04:22:16 Ph 172.16.33.11 Mar23 16:53:22 Dot11 tAllegro: .. SYSLOG-CLI {info.local2)

FIGURE 7-13 Initial System Log Events View

The properties of the System Log Events are shown by clicking on the Source field, and are almost the same as
the Alarm properties as explained in 7.5.3.

Refer to the following figure.
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feneral Information Edit (&
Device Type 9700 Status ) Clear

Is Managed ? true Display Name 172.16.33.20

IP Address 172.16.33.20 Netmask 255.255.255.0

Is DHCP Enabled ? false

Status Monitoring Details Edit (&
Is Status polling enabled? false Tester for Status Polling max

Last Status Update Time Mar 23,2005 10:538:37 aM Last Status Change Time Mar 23,2005 10:558:37 AM

User Class Name null Failure Threshold 1

Failure Count 0 Status Polling Interval 300 secs

Interfaces & Parent Networks

List of Interfaces 172.16.33.20 'I Parent Networks I 17216.33.0 :l' View

Details
Parent Dbject - List of Groups -
Is Container? true Children keys Im
Is Group? false
Protocol Configuration Settings
SNMP Port 181 Base MIBs RFC1z13-MIB
Read Community public Write Community private public friend

SNMP ¥ersion w2

Telesyn 9700 Multiservice Access

SystemlObjectldentifiey 1.3.6.14.1.207.1.15.5 System Description Platform version 6.0.0 Tue

(Sys01D) 03/22/2005 at 4:23a
Host Netmask 255.255.255.0

wterfaces

ndex Description Speed(bps) Status MAC

1032196 MGMT-ETH:0 0 g 00 0c 25000672

CPU Utilization Memory Utilization Disk Utilization
Not Available Not Available Not Available
Other Graphs

FIGURE 7-14 SYSLOG Event Properties

7.6 Performance

7.6.1 Overview

To control statistics that are collected and reported the user can select a host and then add, modify, or delete a
statistic. Refer to the following figure.
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AV

Performance Invertory SNMP Tools Admin

Configured Collection Polling Object: Add | Modify | Delete Threshold: Add | hiodify | Delete
Configured Collection
Statistics : Add | Delete

Alarm Count  Category Statistics for 10.52.30.1

. o 1. 0 0 Link ] Statistic Name Data ldentifier + Comimunity Interval Active Multiple
. 22 2 T |8 Device 132% ggg M & inQctets A.3681.21.2.2110 public 300 false frue
M o o [2 [0 autenmicaton lggg gg gi M i foutDetets 1.36.1.21.221.186 public 300 false true
W2 o [f6[8] eon 10.52.30.35 ™ i ifinErors 13812122114 public 300 false true
B0 o fS keracs 10.52.30.38
10.62.30.37 M & ifOutErrors 13612122120 public 300 false true
132% gg ji [T & ifinDiscards A.361.21.22113 public 300 falze true
[T & ifoutDiscards 1.361.21.22118 public 300 false true
[T & etherStatsDropEvents 361211611 public 300 false true
[T & etherStaisOctets A361.21161.1. public 300 false true
[T & etherStatsPris A3E1.2116.1.1 . public 300 false true
[T & etherStaisBroadcasiPkis A361.21161.1. public 300 false true
[ & etherStatsmMulticastPhis 1.361.2.116.1.1 public 300 false true
[T & etherStatsCRCAlignErors  1.3.6.1.2146.1.1.. public 300 falze true

FIGURE 7-15 Controlling Performance Data

7.7 Network Inventory

7.7.1 Overview

The Network Inventory, sometimes referred to as the topology database, is the repository of all of the data for all
of the objects managed by the AlliedView NMS. A network, therefore, is an object that contains one or more
nodes, each of which in turn contains one or more interfaces. The properties of all these objects are maintained in
the Network Inventory. These are shown under the Network Inventory node in the tree.

The inventory views for all of these objects are based on a table view, where each row pertains to a managed
object. Clicking on the column name sorts the table data according to the information in the selected (clicked)
column.

The following figures and tables show each object view, the icons that are used, and descriptions of the table col-
umns.
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Overview

Complete View
Metwarks

¥ MNodes
Cards
Ports
IMGIRGS
Interfaces
Raouters
Metwark VLANS
VLAN Interfaces
EPER Domains
Physical Links

Alarm Count

01 00
Bx=:s
.DDQD
oo
-ﬂﬂﬂ')

Category
Link
Device
Authentication
Fort

Intarfara

Performance

Complete View

SNMP Tools m

Add Child Wiew | EditWiew Criteria | Search | Printversio

| Wiew Events | Vigw Alarms Manage | Unmanage | Delete Objects

" name

] . Frofile_Etherlike Port_Al01 GhE UpLink
O . Frofile_Telesyn Device_Queueiap

] . Profile_ADSLBOND_timADELbanded
(] . Profile_ADSL_ADSL_MultvC

] . Frofile_ADSL_timADELsingle

O . Profile_Ethetlike For_timETHERLIKEport
] . Frofile_Etherlike-D&3 Port_timDS3eth
O . Frofile_POTS Card MGCP_timPOTSmgcp
] . Frofile_POTS_timPOTSport

O . Frofile_RG General _GENERAL_MUItVC
] . Frofile_RG General_newTimGen

O . Profile_RG General_timGENERAL

] . Frofile_RG General_timGENERAL_3810

IP Address

FIGURE 7-16 Network Inventory View (HTML)

TABLE 7-6 Network View Columns

Page Length 25

Status

@@ e eeeeeeee e e

=] tmasorize (0 @

Type

Frofile
Frofile
Frofile
Frofile
Frofile
Frofile
Frofile
Frofile
Frofile
Frofile
Frofile
Frofile
Frofile

Column Meaning

Name The object name. The icon to the left of the name () is the icon for a network object, which is the object
type, where the icon color depicts current criticality state of the object.
Left-clicking the name brings up the Object Details form.
The arrow to the right of the name (|£|) brings up a menu of appropriate actions (Manage/Unmanage).
Left-clicking the arrow brings up the menu.

IPAddress The object IP address. Every object has a unique IP address.

Status The alert status.

Type One of the types listed in the Network Inventory tree

NetMask The object subnetwork or network category.
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SNMP Tools m

Maps Performance

Nodes Add Child Wiew | EditView Criteria | Remove View | Search | Printy
Complete View [ iew Evants || viewMarms || Wanans || Unmanans || Delsis Ohjects Pags Lengih 25 =| tmitortt (0 (O ) )
Metwarks
~MNodes
" Name webclient.topo.sysLocation Type webclient.topo.release webclient.topo.serialNumber IP Address Netmask Status Last Status Change Time w

Profile Association

Discovery Status r . 10.52.301  NMS_B5 AT-8043 28103 59050039 1052301 2546.255.255.0 @  Jan 07,2010 01:56:48 PM
Cards r . 1052.30.2 NMS_B5 AT-ARTAS  281-00 58793416 10.52.30.2 2546.255.255.0 @ Jan 06,2010 07:49:20 AM
Parts
MGRGS r . 10.52.30.2  NMS_BS AT-ARTAD 26403 52138276 10.52.30.3 246.255.255.0 @  Jan 06,2010 07:49:38 AM
Interfaces I @8 1052.30.15 NM3_BS AT-ARTTOS 2.91-11 GIFTT502H 10.52,30.16 266.265.266.0 (@  Jan 06,2010 07:49:46 AM
Routers r Q’ 10.52.30.24 NMS_BT7 g400 14.0.0-00 10.52.30.34 255.255.255.0 = Jan11,201012:14:31 PM
DR r Q’ 10.52.30.35 NMS_BT7 9400-56  14.0.0-00 10.52.30.35 255.255.255.0 (%  Jan 06,2010 11:39:00 PM
WLAN Interfaces
EFSR Domains r Q’ 10.52.30.26 NMS Lah 3 9700-56  14.0.0-00 10.52.30.36 255.2565.255.0 (%  Jan 06,2010 01:43:27 PM
Physical Links r Q’ 10.52.30.28 NMS_BT7 a101 12.0.1-00 10.52.30.3% 256.255.255.0 (%  Jan 07,2010 11:15:51 AM
r . 10.52.30.23 NMS_BT7 7oz 6.1.12-00 10.52.30.33 256.255.255.0 @  Jan 06,2010 05:02:33 AM
Alarm Count  Category
g i LT r Q’ 10.52.30.37 NMS_BT7 8210 14.0.0-00 10.52.30.37 256.255.255.0 (%)  Jan 08,2010 09:35:44 AM
. 22 7 Device r Q’ 10.52.30.44 Big Lab Ha10 14.1.0-00 10.52.30.44 255.255.255.0 (%  Jan 08,2010 01:19:38 PM

1 1}
2 @
. 0 0 |2 0 Authentication
0 0
n 2

Bz olo Port
[

n Intarfara

FIGURE 7-17 Node View (HTML)

TABLE 7-7 Node View Columns

Column Meaning

Name N
The object name. The icon to the left of the name ( .) is the icon for a network node object,
which is the object type, where the icon color depicts current criticality state of the object.
Left-clicking the name brings up the Object Details form.
The arrow to the right of the name (El) brings up a menu of appropriate actions (Manage/
Unmanage). Left-clicking the arrow brings up the menu.

SysLocation The MO property to identify a location

Type The device type (the type of AT device).

Release The software release the device is running.

Serial Number

The unique name given by AT to identify the device.

IPAddress The object IP address.
NetMask The object subnetwork or network category.
Status The alert status.

Last Status Time
Change

The date and time at which the object information was last updated.

webcli-
ent.topo.con-
figChange
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Overview

Profile Association

Add Child View |Edit View Criteria | Remaove View |Search |Printversion | Customize Columns

. Name

=
-
-
-
-
-
-
-
-
-
-
-
-
-
-
-
-
-

H 172.16.33.1

8 172163310
B 172.16.33.11
172163312
B 172163313
M 172163316
M 172163318
172163319

M 17216.33.2

8 172.16.33.20
B 172.16.33.25
HH 17216.33.26
M 172163327
HH 172.16.33.29

M 17216.33.3

= 17216.33.33

M 17216334
W 17216336

Type
Rapierdd
RapierGafsy
7700
AT-ART2S
7400
Ranpier24i
5400

7103
AT-87485L
9700
AT-ARZE0E
AT-ART45
AT-8948
AT-ARTZ0
Rapier24
RGET3-TH
SB4104AC
Ranpier24

Fage Lengthlzs vl 1to18o0f18 | L

IP Address Profile
17216331
172.16.33.10
172.16.33.11
172.16.33.12
172.16.33.13
172.16.33.16
172.16.33.18
172.16.33.19
172.16.33.2
172.16.33.20
172.16.33.25
172.16.33.26
172.16.33.27
172.16.33.29
17216333
172.16.33.33
17216334
17216336

FIGURE 7-18 Profile Association

TABLE 7-8 Profile View Columns

Column Meaning

Name x
The object name. The icon to the left of the name (such as .) is the icon for a network node
object, which is the object type, where the icon color depicts current criticality state of the object.
Left-clicking the name brings up the Object Details form.
The arrow to the right of the name ('2') brings up a menu of appropriate actions (Manage/
Unmanage). Left-clicking the arrow brings up the menu.

Type The device type (the type of AT device).

IPAddress The object IP address.

Profile The associated Profile
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Cards

Add Child View |Edit View Criteria | Remaove View |Search |Printversion | Customize Columns

M Device webclient.topo.slotID webclient.topo.cardType webclient.topo.ipAddresses webclient.topo.cleiCode
[T 172163313 1] GE1 VALIADGMAA
[ 172163313 1 GE1

[T 172163313 2 CFCH

[ 172163313 3 FCT uli]

[T 172163313 7 ADSLES WALICAAVGTA
[ 172163313 8 ADSL16

[T 172163318 1] GE3

[ 172163318 10 FE10

[T 172163318 11 FE10

[ 172163318 2 CFC24

[T 172163318 3 FCY

[ 172163318 5 ADSL24

[T 172163318 4 Fx10

[ 172163318 7 ADSL24

[T 172163318 g ADSL16

[ 172163318 9 ADSL24

[T 172163320 11 GE3 WALIADHMAA
M 172163320 13 CFC24 VALICAAAGTA
[T 172163320 16 CESS WALICAAZGTA

FIGURE 7-19 Card Inventory View

TABLE 7-9 Cards View Columns

Column Meaning

Device The device that contains the card

Slot The slot number of the card

Type The type of card.

IP Address For cards that require an IP interface (POTS24, CES8)
CLEI Code For cards that have a CLEI code
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lpons

Add Child View |Edit View Criteria | Remaove View |Search |Printversion | Customize Columns

Device

1721633149

17216.33.20
17216332
17216333
1721633149
172163318
172163318
17216332
17216332
17216332
17216332

Ooaoooooonnonnagl

17216332

012 ADSL
18.0 SHDSL
11 Ether-like
3 Ether-like
0.11 ADSL
6.5 Ether-like
111 Ether-like
1 Ether-like
10 Ether-like
12 Ether-like
13 Ether-like
14 Ether-like

Customer ID

= Status Profile webclient.topo.adslIfindex If Index
t2 0]
"]
hello o] 1
867-5309 @ 3
50 test 0]
4.0 upgrade @
5.0 part 2 0]
"] 1
0] 10
"] 12
0] 13
@ 14

FIGURE 7-20 Customer Ports View

TABLE 7-10 Customer Ports View Columns

Column Meaning

Device The node name

Port The port number on the card. Typically, the port number is the customer’s telephone number

Type The interface for the port

Customer 1D An ID number that uniquely identifies the port.

Status The current status of the port.

Profile The profile the port has been associated with. If there is an *, the data on the port and the associated
profile do not match.

ADSL IfIndex Index number created for the ADSL port

ifIndex Index number created for the ethernet port

| Note: For details on the IMG/RG view, refer to the AlliedView NMS Administration Guide.
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Interfaces

Add Child View |Edit View Criteria | Remaove View |Search |Printversion | Customize Columns

| IP Address Netmask _II__.ia:lteStatus Change

[T = IF-17216.33.1 Interface 172.16.33.1 255.255.255.0 true o] Mar 23,2005 10:51:58 AM
O = IF-nmsow.telesyn.corp  Interface 17216.32.2 2552552550 true w Mar 23,2005 10:52:07 A
[ = IF-17216.33.2 Interface 172.16.33.2 255.255.255.0 true o] Mar 23,2005 10:52:44 AM
[ = IF-17216.33.130 Interface 172.16.33.130 255255255128 true i) Mar 23,2005 10:52:53 AM
[ = IF-17216.33.3 Interface 172.16.33.3 255.255.255.0 true o] Mar 23,2005 10:53:39 AM
[T < IF-17216.44.3 Interface 172.16.44.3 255.255.255.0 true i) Mar 23,2005 10:53:48 AM
[T =0 IF-17216.33.13 Interface 1721633130 255255255128 true i) Mar 23,2005 10:53:59 AM
[T < IF-17216.33.4 Interface 172.16.33.4 255.255.255.0 true "] Mar 23,2005 10:54:46 AM
[ =0 IF-172.201141 Interface 172.200.141 255.255.0.0 true i) Mar 23,2005 10:54:95 AM
[ < IF-17216.33.132 Interface 172.16.33.132 255255255128 true i) Mar 23,2005 10:55:06 AM
[ = IF-17216.336 Interface 172.16.336 255.255.255.0 true o] Mar 23,2005 10:55:49 AM
[ < IF-17216.33.10 Interface 172.16.33.10 255.255.255.0 true "] Mar 23,2005 10:56:34 AM
[T =0 IF-17216.38.1 Interface 172.16.38.1 255.255.255.0 true i) Mar 23,2005 10:56:43 AM
[ < IF-17216.33.16 Interface 172.16.33.16 255.255.255.0 true "] Mar 23,2005 10:57:24 AM
[ = IF-17216.33.12 Interface 172163312 255.255.255.0 true o] Mar 23,2005 10:57:59 AM
[T < IF-17216.33.20 Interface 172.16.33.20 255.255.255.0 true "] Mar 23,2005 10:58:28 AM
[T = IF-17216.33.13 Interface 172163313 255.255.255.0 true o] Mar 23,2005 10:59:15 AM

FIGURE 7-21 Interface Inventory View (HTML)

TABLE 7-11 Interface View Columns

Column Meaning

Name The object name. The icon to the left of the name (=) is the icon for an interface object, which is the
object type, where the icon color depicts current criticality state of the object.
Left-clicking the name brings up the Object Details form.

Type The object type (interface).

IPAddress The object IP address.

NetMask The object subnetwork or network category.

ISSNMP The state of SNMP in the device (enabled or disabled).

Status The alert status.

Last Status The date and time at which the object information was last updated.

Time Change
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Routers

Add Child Wiew |EditView Criteria |Remove View |Search |Printversion | Customize Columns

Last Status Ch
Time

IP Address Netmask Yersion & Sys Descr Status

[T B 17216.331  Rapierds
O . 17216.3310 RapierG@fsx
7 OMH 17216332 ATE74EHL
[~ ®B 17218333 Rapier24
7MW 17216.33.4  SE41044C

17216231 255.285.285.0 w2 Allied Telesyn AT-RP42 Rapier 48 version 2.4.1-10 20-Jun-2003 a Mar 23,2005 10:2
172163310 2552552650 w2 Allied Telesyn AT-RPGEFSX Rapier GESX version 2.6.4-00 14-May-2004 ) Mar 23,2006 10:2
17216232 255.285.285.0 w2 Allied Telesyn AT-8748XL version 2.5.1-07 01-0ct-2003 @ Mar 23,2005 10:2
172.16.33.3 2552552550 v2 Allied Telesyn AT-RP24 Rapier 24 version 2.6.4-03 13-Sep-2004 ] Mar 23,2005 10:£
17216234 255.285.285.0 w2 Allied Telesyn AT-2B4211 Control Blade version 2.5.1-16 08-Sep-2004 @ Mar 23,2005 10:2

FIGURE 7-22 Routers Inventory View (html)

TABLE 7-12 Routers View Columns

Column Meaning

Name
The object name. The icon to the left of the name ( .) is the icon for a router object, which
is the object type, where the icon color depicts current criticality state of the object.
Left-clicking the name brings up the Object Details form.
The arrow to the right of the name ('ﬁl) brings up a menu of appropriate actions (Manage/
Unmanage). Left-clicking the arrow brings up the menu.

Type The object type (AT device).

IPAddress The object IP address.

NetMask The object subnetwork or network category.

Version The version of SNMP (v1 or v2) in the object.

System Descr The detailed name of the device and software load running.

Status The alert status.

Last Status Time The date and time at which the object information was last updated.

Change

VLAN Interfaces

Add Child Yiew |EditView Critetia |Remove View |Seatch | Printversion | Customize Columns

M Display Name Name YLAN Type Type IP Address Netmask Status Untagged Ports
™ default B WLANIF-172.16.33.10-1 WLAN Vianinterface 1 ] 358
™ MmsNet B WLANIF-172.16.33.10-3  WLAN Vlaninterface 17216.33.10 255.255.255.0 3 ] 1-26
I wlansoo B WLANIF-172.16.33.10-500 WLAN Wlaninterface 17216.38.1 255.255.255.0 500 ] Mone
I wans01 5 YLANIF-172.16.33.10-501 VLAN Wlaninterface 501 ] Mane
I default 5 WLAMIF-172.16.33.2-1 WLAN Wlaninterface 1 ] 2,4,8-43
™ WmsMet B YLAMIF-172.16.33.2-3 WLAN Vianinterface 17216332 25525535510 3 ] 1

™ wians02 B WLAMIF-172.16.33.2-502  VLAN Wianinterface 502 ] 57

™ vians03 B WLANIF-172.16.33.2-503  WLAN Vianinterface 503 =] Maone
© vians04 B WLAMNIF-172.16.33.2-504  WLAN Vianinterface 1721633130 255.255.255128 504 ] Maone
© wans05 B WLANIF-172.16.33.2-505  WLAN Vlaninterface 505 ] 44-48
I lans06 B WLANIF-172.16.33.2-506  WLAN Vianinterface 508 ] Mone
I wans07 B WLANIF-172.16.33.2-507  WLAN Wlaninterface 507 ] Mane

FIGURE 7-23 VLAN Interfaces View (html)
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TABLE 7-13 VLAN Interface View Columns

Column Meaning

Display Name | Matches the name given for the associated VLAN

Name
The object name. The icon to the left of the name J E) is the icon for an interface object (VLAN
interface, in this case), which is the object type, where the icon color depicts current criticality state of
the object.
Left-clicking the name brings up the Object Details form.

VLAN Type

1D The object (interface) ID.

Type The object type (AT device).

IPAddress The object IP address.

NetMask The object subnetwork or network category.

VID The version of SNMP (v1 or v2).

Status The object status.

UnTagged The ports on the VLAN interface object that are untagged.

Ports

Tagged Ports The ports on the VLAN interface object that are tagged.

Device The device on which the VLAN IF resides

Network VIan | The name of the VLAN if crosses mulitple devices.

Forwarding For the UFO VLAN interface, the type of Forwarding used. (Standard VLANs do not have Forward-
Mode ing configured.)

Node Type Whether the Node is a Primary Upstream Node (into the upstream network), Secondary Upstream
Node, or Non-Upstream

Pri UP Node The status of the Primary Upstream Node (should be active)
Status

Sec UP Node The status of the Secondary Upstream Node (if configured, should be standby)
Status

EPSR Domains

Add Child View | Edit View Criteria | Remave View | Search |Printversion | Customize Columns

M Display Name Domain State Type Ctrl ¥YID Pri Ifc PI State 51 State

[T PD-172.16.33.13--champion_domain IDLE EPSR-Master - - FORWARDING - FORWARDING  DISABLED
[ PD-17216.33.19--CONT416 LIMK- DO EPSR-Transit 1818 5.0 BLOCKED a1 BLOCKED EMNABLED
[T PD-17216.33.19--CONTTEST IDLE EPSR-Transit - - BLOCKED - BLOCKED DISABLED
[T PD-17216.33.18--CONTX IDLE EPSR-Transit - - BLOCKED - BLOCKED DISABLED
[C PD-172.16.33.18--dom500 LIMK- DO EPSR-Transit a00 a0 BLOCKED a1 BLOCKED EMNABLED
[C PD-172.16.33.19--50LARIS IDLE EPSR-Transit - - BLOCKED - BLOCKED DISABLED
[C PD-172.16.33.20--dom500 FAILED EPSR-Master a00 11.0 FORWARDIMNG  11.1 FORWARDING  EMABLED

FIGURE 7-24 EPSR Domain View
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TABLE 7-14 EPSR Domain View Columns

Column

Meaning

Display Name

Matches the name given for the associated VLAN

Name

The domain name that applies to this specific Network VLAN and all of its associated nodes.

Domain State

The overall state of the EPSR domain. LINK DOWN means one (or more) of the data VLANS has
been broken.

Type Whether the Domain is a Master or Transit

Ctrl VID The VID of the network VLAN that is being used to create the protection ring

Pri Ifc The interface for the associated VLAN with a state of Primary

Pl State The state of the Primary interface (BLOCKED or FORWARDING)

Sce Ifc The interface for the associated VLAN with a state of Secondary

Sl State The state of the Secondary interface. (BLOCKED or FORWARDING

Status The overall state of the domain (whether it is ENABLED or DISABLED)
\}thsical Links

Add Child View |EditView Criteria | Rerove View | Search | Printversion | Customize Columns

B pisplay Name

Link-1-10
Link-1-11a
Link-1-11h
Link-1-12
Link-1-13
Link-1-16
Link-10-18
Link-1-18
Link-1-19a
Link-1-19h
Link-1-2
Link-1-20b
Link-1-20a
Link-18-25
Link-1-26
Link-1-29
Link-1-3
Link-1-4

=
-
-
-
-
-
-
-
-
-
-
-
-
-
-
-
-
-
-
-

Link-1-8

Source Device Source Port Dest. Device Dest. Port
B LinK: ]
5 LINK-172.16.33.10-1--173.16.33.1-60 172.16.331 a0 172.16.33.10 1 ]
S LINK-172.16.33.11-12.0-172.18.33.1-11 172.16.331 11 172.18.33.11 120 ]
B LINK-172.16.33.11-8.0-172.16.33.1-44 172.16.33.1 44 172.16.33.11 8.0 ]
B LINK172.16.33.12-0-172.16.33.1-12 172.16.33.1 12 172.16.33.12 0 ]
B LINKC172.16.33.13-2.0-172.16.33.1-13 172.16.331 13 172.16.33.13 20 ]
B LINK-A72.16.33.16-1--173.16.33.1-16 172.16.331 16 172.16.33.18 1 ]
B LINK-A72.16.33.18-1.0-172.16.33.10-6 172.16.33.10 4 172.16.33.18 1.0 ]
B LINK-172.16.33.18-2.0-172.16.33.1-18 172.16.331 18 172.16.33.18 20 ]
5 LINK-172.16.33.19-3.0-172.16.33.1-18 172.16.331 19 172.16.33.189 30 ]
B LINK-172.16.33.19-4.0--172.16.33.1-40 172.16.33.1 40 172.16.33.19 an ]
B LINK-172.16.33.2-1--172.16.33.1-2 172.16.33.1 2 172.16.33.2 1 ]
B LINK-172.16.33.20-12.0-172.16.33.1-42 172.16.33.1 42 172.16.33.20 12.0 ]
B LINKC172.16.33.20-8.0-172.16.33.1-20 172.16.331 20 172.16.33.20 a0 ]
B LINK-172.16.33.25-0--172.16.33.18-8.0 17216.33.18 2.0 172.16.33.25 ] ]
B LINK-172.16.33.26-0--173.16.33.1-26 172.16.331 26 172.16.33.26 ] &
B LINK-172.16.33.28-0--172.16.33.1-29 172.16.331 29 172.16.33.29 ] ]
S LINK-172.16.33.3-1--172.16.33.1-3 172.16.331 ] 172.16.33.3 1 ]
B LINK-172.16.33.4-2.1--172.16.33.1-4 172.16.33.1 4 17216334 21 ]
B LINK-172.16.33.6-1--172.16.33.1-6 172.16.33.1 B 172.16.33.6 1 ]

FIGURE 7-25 Physical Links View
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TABLE 7-15 Physical Links View Columns

Column Meaning
Display Name
Name The name supplied when the link was created (optional) The icon to the left of the name (such as

‘ E) is the icon for a link object, which is the object type, where the icon color depicts current
criticality state of the object.

Left-clicking the name brings up the Object Details form

Source Device The source node name

Source Port The port on the source device to which the link is attached
Dest. Device The destination node name

Dest. Port The destination port

Status The alert status

7.7.2 Network Inventory View Options

The options from Network Views (Add Child View, Edit View Criteria, etc.) are similar to other views. Refer to
7.5.2 for details. Also the options for individual objects, once selected using the tic box, are similar to other
views.

The necessary details of network objects are available in a form called the Properties form. The properties of an
object are displayed by clicking on the underlined value for a column, usually Name. Once the properties form is
displayed, Expand lists all properties. Refer to the following example figure for Network Objects.

Note: Cards, Ports and EPSR objects do not have a Details form.

When editable fields have been changed, the Update Object button applies these changes so that the AlliedView NMS
database will register these the next time this object is discovered. (The user can go up to the objects view level, check the tic
box, and perform a Start Discovery if desired.)
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General Information
Device Type

Is Managed ?

1P Address

1s DHCP Enabled ?

Status Monitoring Details

1s Status polling enabled?

Last Status Update Time
User Class Name

Failure Count

RapierGefsx
true
172.16.33.10

false

false
Mar 23,2005 10:56:54 AM
null

o

Interfaces & Parent Networks

List of Interfaces
Parent Object
1s Container?

1s Group?

172163310

true

false

Protocol Configuration Settings

SNMP Port
Read Community

SNMP Yersion

System Object Identifier
{SysOID)
Host Netmask

Interfaces
Index Description
9 wlan3
10 wlan500

CPU Utilization
Not Available

ifutactets
etherstatsJabhers
etherStatsOrtets
etherStatsOverSizePkis
etherStatsCRCAlGnErrors

161

public

vE
1.3.6.14.1.207.1.14 16

255.,255.255.0

Edit &
Status @ clear
Display Name 172.16.33.10
Netmask 255.255.255.0

Edit &

Tester for Status Polling
Last Status Change Time
Failure Threshold

status Polling Interval

Parent Networks

List of Groups

children keys

Base MIBs

Write Community

System Description

max
Mar 23,2005 10:56:54 AM
1

300 secs

17218.33.0 =
Details

WLANIF-172163310-3 =

RFC1213-MIB

private public friend

Wiew

allied Telesyn AT-RPGEFSR Rapier

GESX version 2.6.4-00 14-May-2004

Speet(bps) Status MAC

o 5
0 7

Memory Utilization

Not Available

Other Graphs

{& ifnErors

ik ifnOctets

i etherStatsUnderSizePkts
iMQuiDiscards

0000cd OB cale
0000cd OB cale

Disk Utilization
Not Available

etherStatsPkis1 28t02550ctets

etherStatsPis256t0511 Octets
etherStatsPidsB5t01 27 Octets

etherStatsFragments
etherStatsCallisions

IfOutErrors
etherStatsMultic astPkis
etherStatsPkisB40ctets
etherStatsPhis

FFFFFFFFFFFF

etherStatsDropEvents

CPU Utilization

Memory Utilization

Buffer Hits

etherStatsPis51 20102 30ctets

etherstatsBroadeasiPids

iMnDigcards

Graph not available

Graph not available

Graph not available

L3
LY
LY
LY
i etherStatsPids1 024101518 0ctels
LY
L3
L3

FIGURE 7-26 Object Details Form for Network Object (html)
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TABLE 7-16 Properties Form for Network Objects

Type Area Detail
General General Information | Device Type
(All objects) Status
Is Managed
Display Name
Identification IP Address
Details Netmask

Is DHCP Enabled?

Monitoring
(All objects)

Status Monitoring
Details

Is Status Polling Enabled
Tester for Status Polling
Last Status Update Time
Last Status Change Time
User Class Name
Failure Threshold
Failure Count

Status Polling Interval

Discovery Discovery Status
(Network Start / Resume Discovery
objects only)

Network Ele- Nodes & Interface List of Nodes

ments Details List of Interfaces
(Network Sub Networks

objects only)

Sub Netmask
Parent Netmask
Parent Network

Relationship

(All objects
except net-
works)

Interfaces & Parent
Networks

List of Interfaces
Parent Networks

Logical & Hierarchi-
cal Relationship
Details

Parent Object
List of Groups
Children keys
View Details
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TABLE 7-16 Properties Form for Network Objects

Type Area Detail

Protocol Setting | Protocol Configura- | SNMP Port -

(All objects tion Settings Base MIBs
except net- )
works and links) Read Community

Write Community
SNMP Version

Interface Physical Media
Physical Address
Interface Speed
Interface Description

SNMP SNMP Details System Object Identifier (SysOID)
(All objects System Description

except n_et- Host Netmask

works, links,

and VLANS)

7.8 Working with SNMP Tools (MIB Manager)

7.8.1 Overview

The MIB Browser is displayed by selecting the SNMP Tools tab from the HTML menu, as shown in the follow-
ing figure.

SNMP Tools Mib Manager
12 Mib Manager Load MIB_| Unload MIB [ Get | GetNext WEEEEHENI set QRESS
Big RFC1213-MB Host lomanoat Community e
/_f_gnr SNMP Port 161 Witite Camrunity
& &) TRAPS
[ (T)_TEXTUAL COMVENTIONS SIS
#_Physaddress Object ID
»_DisplayString Loaded Mib(s) RFC1213-MIB ~ m

Successfully completed parsing default MIB:RFC1213-MIB

Alarm Summat [¥]
) Q Syntax Status

Access Index
Mib Mode Description:

FIGURE 7-27 MIB Browser (HTML)

The functionality of HTML Ul MIB Browser is similar to that of the Java Ul MIB Browser. The difference is
that MIB Browser of the Java Ul has some more advanced features in addition to the features found in HTML
Ul.

The HTML Ul MIB Browser allows “GET”, “GETNEXT”, “GETBULK?", and “SET” SNMP requests to a
particular variable in the MIB of an SNMP managed device. It also allows table viewing. Apart from these fea-
tures, the Ul of the HTML Ul MIB Browse represents and differentiates the various objects under the MIB with
unique icons. In addition, the selected node under the MIB is highlighted with specific colors for easy identifica-
tion as shown in Figure 7-27.

The left-side frame is the MIB tree, in which the selected MIB file is shown, and the right-side frame is for set-
ting the options and for the result display. The right frame includes fields for:
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= the current Node Object ID that's being operated upon the current MIB module
= the SNMP agent name or address (Host)

= the community name

= atext field to enter the value for the set operation

= a Write Community value, which is used for a set request

= adrop-down box that shows the currently loaded MIBs

= atextareato view query results

TRAP definitions and textual conventions for a specific MIB can be viewed by choosing the TRAPS node or the
TEXTUAL CONVENTIONS node from the tree-view of MIB Browser.

The operations allowed with the HTML Ul MIB Browser are available through the various icons in the toolbar at
the top of the frame, which are shown in the following table.

TABLE 7-17 Task List for HTML Interface

Action Meaning

Load MIB Load the MIB files in the HTML Ul MIB Browser.

UnLoad MIB Unload the MIB files in the HTML Ul MIB Browser.

Parameters Sets the values for port, version, time-out, retries and max-repetitions. This displays a dia-
log where the Snmp Version, Snmp Port, Time-out, Retries, Max-Repetitions can be spec-
ified

Get Performs a GET operation. This gets all the objects under the selected MIB object, or the
specific object if the MIB node and instance are specified

GetNext Performs a GETNEXT operation. This gets the next object after the specified object, or
the specific object instance if a MIB node is specified.

GetBulk Performs a GETBULK operation. This gets a sequence of Next Objects immediately after
the specified object. The number returned Object instances are equal to the Max-Repeti-
tions field.

Set performs a SET operation. This enables setting the value of the specified object, based on

the value in the Set Value field. To do a SET for Octet String Type in hex format enter the
bytes in hex format with each bytes separated by a colon and the entire string within sin-
gle quotes. For example to give 0xff0a3212 enter 'ff:0a:32:12" in the SetValue field

Table Allows you to view the SNMP Table. This brings the display of SnmpTable, if the
selected OID is a table
Clear Clears the text area. It clears the QUERY RESULTS, which sometimes overflow its

capacity and needs to be cleared

The select button, in the right-side frame, is used to select the MIB to be displayed in the tree-view of HTML Client.
Apart from these, there are text fields for displaying Syntax, Access, Status, Index, and MIB Node Description, which give a
brief description of the selected MIB file

Note: The Ul of HTML Ul MIB Browser is not the same as that of Java Ul MIB Browser. Apart from
the difference in the Ul, some of the features present in the Java Ul MIB Browser such as v3
support, graphing, etc., are not available in the HTML Ul MIB Browser

7.8.2 Loading and Unloading MIBs

The MIB files can be loaded or unloaded as per your requirements. To load the MIB files, use the Load MIB
option. This displays the HTML page with the list of MIBs.
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The MIB Browser allows loading of compiled MIB files. To store the compiled information, there are two file
types are used for storing the MIB information in a formatted structure:

= cmi - This file type contains MIB information such as MIB node, MIB module, naming hierarchy, etc.
* cds - This file type contains the description and reference of the nodes in the MIB.

The compiled MIB files reduce the loading time leading to performance improvement. The Load MIBs from
compiled Files check box can be checked/unchecked to load the MIB files directly or as compiled MIB files. By
default, this option is unchecked. If this is unchecked, you can directly load the MIB file, as provided.

When Load MIBs from compiled File is enabled, the MIB Browser tries to load the .cmi and .cds file, if they
are present. Otherwise, this parses the MIB file and writes the output in .cmi and .cds files and then loads the
MIB file. For example, for RFC1213-MIB, the compiled MIB files are RFC1213-MIB.cmi and RFC1213-
MIB.cds. The advantage of using this option is that we need not parse the MIB each time we load it, thus opti-
mizing the loading time.

While loading the compiled MIBs it is enough if we load the .cmi file alone. The .cmi file has reference to
the.cds files. The <mib_file_name>.cds file should not be loaded directly.

After loading the MIB file as a compiled MIB file, any change done in the MIB file doesn't get reflected in the
loaded MIB file. You have to remove the existing .cmi and .cds files, and then load the MIB to get the latest
changes done. The Overwrite existing compiled MIB files check box can be enabled to overcome this. If this
option is set to True, the .cmi and .cds files are created each time the MIB is loaded.

Enabling this option is recommended only if you have changed the contents of the MIB file. Otherwise, this
unnecessarily increases the load time of the MIBs.

The MIB files displayed in the list box (as shown in the above screen) are provided in the <NMS Home>/mibs
directory. It may be convenient to copy your MIB files to be loaded, into the <NMS Home>/mibs directory.

Choose the MIB to be loaded from the list box displayed and choose the Load button.

You can also load multiple MIBs, which get displayed in the list box provided, as shown in Figure 7-27. Select
one of the listed MIBs from the list box. Use the Load button to display it in the tree-view of HTML Client.
When any MIB module is selected, the root node for that MIB becomes the current OID.

Note: The tree-view of HTML Ul MIB Browser displays only one MIB at any time. To view the objects
of another MIB file, you need to select the respective MIB file from the list box which gets
overwritten in the tree-view.

To unload the loaded MIB, select the node from the MIB Tree and then choose the Unload option from the MIB
Toolbar. This removes the MIB and its reference from the tree.
7.8.3 MIB Browser Settings

The third icon in the toolbar at the top of the frame is the Parameters icon. This option allows configuration of
various options needed for SNMP operations.

You can modify the default values as per your requirements. The following table shows the options, description,
its default values, and other options available.

TABLE 7-18 MIB Browser Settings

Options fir MIB Default
Browser Description Values Other Options
Snmp Version The version of the SNMP used. SNMP_ SNMP_Version2c
Versionl
Snmp Port The port where the SNMP agent listens. 161 any user-defined port
Time out (Sec) The duration for the SNMP request to 5 any user-defined value
wait for the response from any device.
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TABLE 7-18 (Continued)MIB Browser Settings

Retries The number of times the SNMP manager | 0 any user-defined value
should make the request to the SNMP
agent.

Max. repetitions The number of Object instances to be 50 any user-defined value
(For GetBulk) returned for a given single request.
(Applicable only to SNMP_\Version2c)

Non Repeaters The number of pairs in the VarBindList any user-defined value
array for which a single instance should
be returned (only for SNMPv2c)

7.8.4 SNMP Operations

The MIB Browser allows you to do typical SNMP operations, such as GET, GET NEXT, GET BULK, and SET.
To do the GET operation, you have to load the MIB file, select the desired node, and click the Get button in the
MIB toolbar, provided at the top of the frame. To fully specify an object to an SNMP agent, both the Object ID
(which defines the type of object) and the instance (the specific object of the given type) need to be provided.
From the MIB, you can get the Object ID, to which an instance needs to be added to completely identify the
object of interest.

For non-tabular objects or scalar objects, this is simply an instance of 0 (e.g., sysDescr.0, this need not be speci-
fied the MIB Browser adds it to the selected node). For tabular objects, the instance is defined by the MIB and is
a sequence of one or more variables (for example, ifInOctets.2 or tcp-
ConnState.179.74.15.126.1192.225.226.126.197.80).

7.8.5 SNMP Table

To view the SNMP table, click the Table button in the MIB Toolbar provided at the top of the frame. This dis-
plays the SNMP Table if the selected OID is a table.

7.9 Admin (User and Network)

The Admin tab brings up the Administration screen. The options and what they mean are included in the screens.

Refer to the following figure.

% Find Device L4 Adw Searc
Admin Security Administration Network Admin
%
12 Complete View & ot o 2. )
¥ User Admin u z“) g ”f i (4] (4 @
ser roup peration Audit
Configuration Configuration Canfiquration Trails Node Configuratar Network Configurator Refresh Node

¥ Network Admin

Admin Configurations Server Details

S % LR @ - (O

Discovery Discovery Re-Discovery Maotification Backend Details Scheduler Details Faort Details Frantend Details
Parameter Critetia Schedular Erofiles
4 Fl - T
W & & b - e
Client Details ServerlLogs Logging
Trap Parser Event Parser EventFilters Alert Filters
Module Details Admin Operations
. , B
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FIGURE 7-28 Admin Screen (html)
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7.9.1 Security Administration

From the Security admin screen, the user chooses User Configuration, and can then add a user, modify the user
profile, or remove a user.

7.9.1.1 User Configuration
The Add User form is shown in the following figure. Table 7-19 lists the options.

Add User

“Mandatary fields

Jser name *
Passwiord (Max. 8 characters) *

Re-type Password *

Availahle group names Admin a

Lsers
FPress cirl key to select multiple

™ add this userto a new group

™ Password gxpires in days

™ account expires in davs

“aid Usor [l Resot i Dack |

FIGURE 7-29 Add User Screen (html)

TABLE 7-19 Options for Add User

Field Meaning
User Name Required, the name must be unique with up to NEED INFO characters.
Password Required, the password must be unique with up to NEED INFO characters. The Re-type

Password must match or there is an error message.
Available group names The option to add the user to a group, so that the user inherits the privileges of the group.
Add this user to a new Checking the tic box activates the field, and a new group can be defined that includes the

group new user. NEED INFO - what privileges does the new user have? always admin?
Password expires in Checking the tic box activates the field, how many days the password is valid.
Account expires in Checking the tic box activates the field, how many days the user name is valid.

7.9.1.2 Modify User Profile

To modify the User Profile, select the Edit icon. The Modify User Profile form is shown in the following figure.
Table 7-20 lists the fields.
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Modify profile - keith

User Information: cancel &

User name keith

User Current Status IEnaI:ZIIEd vI

Current Password I

Mew password I

Re-type password I
Modify password expiration IEI days

Modify account expiration IEI days

b Associated Groups

k Permitted Operations

FIGURE 7-30 Modify User Profile Screen (html)

TABLE 7-20 Options for Modify User Profile

Field Meaning
Current and New Password Checking the tic box activates the field, and a new password can be defined.
Groups Which groups the user can belong in. The user must belong in at least one group.

More than one group can be chosen using the right and left arrows.

Modify password expiration Checking the tic box activates the field, how many days the password is valid.

Modify password expiration Checking the tic box activates the field, how many days the user name is valid.

7.9.1.3 Group Configuration

To remove the user, select the user name and select the trash can icon.

7.9.1.4 Operation Configuration

7.9.1.5 Audit Trails

7.9.2 Network Admin

The options here allow the user to add a node, add a network, and refresh a node.
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Note: Adding nodes and networks is a network administrator task and is covered in the AlliedView
NMS Administration Guide.

The refresh node form is shown in the following figure.

Refresh Node

Rediscover the Mode and update the database with the latest information.

MHame ofthe Mode

Metmask | 255.265.255.0 =]
SNMP Port 161

FIGURE 7-31 Refresh a Node (html)

The name of the node is one of the node’s managed object properties. The Netmask is one of the pull-down
options, and the SNMP port has the 161 default.

The refresh button, when selected, starts the rediscovery process immediately and updates the system with the
most current node information.

Note: Refer to the AlliedView NMS Administration Guide for information on rediscovery.

7.9.3 Other Administrative Tasks

The following tables take each of the administrative areas shown in the other panels of the Admin Complete
View and explain what they provide and when they would be used.

Note: Some of these tasks (such as Shutdown Server) are destructive and should only be done by
authorized personnel.

TABLE 7-21  Admin Operations

Task Description Notes

Shutdown Server Shuts down the server the client is con- Perform this only if you are authorized to do so.
nected with (FE or FE/BE).

NE Resync Discards all the traps that are being pro-

cessed by the server.

Deletes the events and alerts from the
database.

Clears all the managed objects and
updates the status by doing status poll.

TABLE 7-22 Admin Configurations

Task Description Notes
Discovery Parame- | Controls Discovery Configuration Set- Details on the fields in this from are in the NMS
ter tings Administration Guide, Security Administration.

Perform this only if you are authorized to do so.
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TABLE 7-22 (Continued)Admin Configurations

Discovery Criteria

Specifies the Managed Object properties
based on which discovery can be enabled
/ disabled

Perform this only if you are authorized to do so.

Trap Parser

Creates and refines the information
received from a trap (a specific unsolic-
ited report by a device).

The trap configuration can be imported
using information the MIB or a file
where the configuration is defined.

Details on the fields in this from are in the NMS
Administration Guide, Fault Management.

Trap parsers are critical to alarm correlation and
should only be changed under the supervision of
Allied Telesis Technical Support personnel.

Re-Discovery
Scheduler

Set the schedule for re-discovery

Can be at regular interval (recurring) or on user-
created schedule.

Notification Pro-
files

Trap Parser

Controls Trap Parser Configuration list

Event Parser

Controls Event Parser Configuration list

Event Filters

Controls Event filters

These are loaded from and saved to conf/
event.filters

Alert Fllters

Controls Alert Filter Configuration list

These are loaded from and saved to conf/
alert.filters

TABLE 7-23 Server Details

Task

Description

Notes

Backend Details

Provides basic configuration informa-
tion for BE server

This information is useful if reporting a Allied-
View NMS error to Allied Telesis personnel.

Scheduler Details

Status of the main software tasks

Frontend Details

Provides basic configuration informa-
tion for FE server

Includes server mode as PRIMARY or SEC-
ONDARY, useful when in a distributed server
configuration.

to log files

Client Details Provides basic configuration informa-
tion for client currently being used.

Server Logs Provides a list of NMS server logs; the This information is useful if reporting a Allied-
user can click on each one and see the View NMS error to Allied Telesis personnel.
logging data

Logging Controls how NMS logs will be written Perform this only if you are authorized to do

SO.

TABLE 7-24 Module Details

Task

Description

Notes

Discovery Status

Provides overall status of Discovery his-
tory for modules and networks

Fault Status

Provides the status of the Fault Manage-
ment system (events, alerts and traps pro-
cessing), not faults on the devices

If not set at 0, server is still processing faults and
so may not have the latest fault snapshot

Performance Status

Provides the performance status of a
Node, using the node name to access

User is also prompted for time period.
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AL Allied Telesis

8. Object Properties to Define
Objects and Custom Views

8.1 Overview

8.1.1 Main Tasks
With object properties, the user can perform these tasks:

= Define a specific object - The properties of an individual object are viewed and defined using the Managed
Obiject properties form. Several of these properties are critical, since certain object properties allow the object
to be discovered and therefore managed by the AlliedView NMS.

= Define a custom map view - When creating a custom map view, the user can define properties that filter the
view according to a property criteria. Moreover, certain properties are specifically used to define a filter. For
example, to create a map view that shows only Telesyn MAP devices, the user could use a number of criteria
that would result in displaying the Telesyn set. Instead, the user only has to include the property category
with the value Telesyn to the custom view to select only those devices.

= Define a custom table view - For objects that are listed in the table format, the user can define which proper-
ties will appear as columns and which criteria for properties will filter the view.

Caution: The user can delete as well as add Custom Views. This provides flexibility, but users
should not delete any views unless they are sure that is what they wish, since some
views require the combination of many properties.

8.2 Defining Custom Map Views

8.2.1 Adding a Custom Map - Map Properties Forms
When creating a map, you have these options:

= Create a custom map (only those objects that meet a specific criteria can be included).
= Modify the map appearance for existing default maps or custom maps

To create a custom map, select CustomViews > Add New Map from the Panel-Specific Menu Bar, which brings
up the following figure.
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EP'EESE Fill In Map Properties x

“iewy Mlodifty Propetties Form

MIEImE |

|
laboel | |
topology |grid,star,ring,fh:nw |
imaneMames | |
autoPlacement true -
mEnutEe | |
groupMarme | |
kWS | |
helphos: |3uide.fNru15_ug_.ﬂ«ppIFJ‘S_S_CustDm_Views.P'rtm#LIG_S.3 .2|
map=ymbolRenderer ||:l:|m adventniet nms mapui MapSymbolRendererlmpl |
mapLinkRendersr ||:l:|m adventniet nms mapui MapLinkRendererlmpl |
anchaored falze -

treelconFileMarme

flazh

tabPanels

currert Topology

Parettlade |@ IP Metwark | - |

More ..

FIGURE 8-1 Add/Modify Map Properties Form

In the form, specify the set of map-related information before adding the map. The following table describes the
various fields that you need to fill in the form.

TABLE 8-1 Map Properties

Map Property Description of Map Properties Example

name To Be Supplied property?

label The name that will be displayed in the panel and iMAP_only
tree.

topology The permission layouts of the map. You can use

comma separated values.

imageName The image file to appear as the background of the world.png
map. These are stored in <NMS Home>/Images

autoPlacement A boolean that specifies whether the symbols on the
map are placed automatically. The default is True.
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TABLE 8-1 Map Properties (Continued)

Map Property Description of Map Properties Example

menuName The panel-specific menu file for this map. The menu | To be Supplied
files are in the

<NMS Home>/mapdata/
menus

directory.

mapSymbolRenderer | The renderer that paints the map symbols in the map | To Be Supplied
canvas. By default, there are three map symbols
renderers included with the product.

mapLinkRenderer The renderer that paints the links in the map canvas. | To Be Supplied
By default there are two map link renderers included
with the product.

anchored A boolean that specifies whether the anchor

property of the map is True or False. If True, the
map becomes non-editable (cannot add mapclient
components). If False, the map is a normal editable
map. The default is False.

treelconFileName The name of the icon file that appears in the client To Be Supplied
tree against the map node.

currentTopology The layout to apply to default of this map. If you do
not specify one, the first entry of the topology field
is the default. If you do not specify anything in the
topology field, then NMS uses the flow layout by
default.

ParentNode The name of the of the parent node in the tree. For
example, if you specify the parent node as “Fault”
then the map is added under the Fault Node in the
tree.
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Once you have filled in the map properties, click More, and the Ul shown in the following figure will pop up. In
this Ul, you can specify a Managed Object and the criteria that will filter what will appear in the map. Note that
the match criteria can only be the properties of the managed object.

Caution: The property name on the left is case-sensitive. Property names usually have medial
capitalization (“camel-case”), for example ipAddress. If you enter the case
incorrectly, no criteria will be used, and the new map will contain all managed objects
in your network. For the correct property name to use, refer to the tables in Section
8.4.

Note: The property value on the right may contain the wildcard character “*”, and may contain
comma separated values, for example “10.1.1.*, 10.1.2.*". For more information, refer to
Section 8.3.3.

B allied Telesis x|

Please fill in the Custom Map Criteria

|n::ategn:-r':.f | |Rapier* |
hore Fewver
[8]33 Cancel

FIGURE 8-2 Adding Managed Object Criteria to Map View
Click the Add Map button to add the map. The new map will appear in the tree.

Note: The properties for an object type can be applied for both the Map and Table Custom Views;
for example, the properties/criteria for routers can be applied for both routers as a map node
and routers in the network inventory. Therefore, to see which properties apply for a map node
object, refer to the table for the same object for a table view.

To change the map properties for an existing map, the user can double-click in a blank area. This brings up the
Map Properties form, as shown in the following figure.

Note: If you double-click a blank area for the Physical Network, the Layer 2 links form appears. If
you wish to change the appearance of a map with physical devices, select View -> Details with
no devices selected.

Note: The tic box Save changes on server makes the change so that all users will see the same
changes.

8-4 AlliedView NMS Installation Guide (Object Properties to Define Objects and Custom Views)



Example - Change a Background Map Defining Custom Map Views

= allied Telesis Map Properties El
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Lakel Physical Netwark] |
TreelconFietame |imagESHrEE1 B.png | @
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AutoPlacement
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==Back Mext==

|:| Save changes on server

Podocdify Close Helg

FIGURE 8-3 Map Properties Form

8.2.2 Example - Change a Background Map

An example for Map Properties is to change the background map for the Physical Network node. Following are
the steps:
1. Go to the Physical Network node and select View -> Details. The Map Properties form appears.

2. Images are stored in <NMS home>/ Images. (You can add other images to this directory.) Click on the Ima-
geName book icon in the Map Properties form and select an image file, as shown in the following figure.
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FIGURE 8-4 Selecting a Background Image for a Map

3. Click on Open, and then Modify on the Map Properties form. The image becomes the background image for
the map.

8.2.3 Example Custom Map for iMAP Devices Only

Following are the steps to create a custom map of Allied Telesis devices.

1. From the Physical Network Map choose Custom Views -> Add New Map. The View/Modify Properties
Form (See Figure 8-1) appears.

In the form, fill in a name (such as iIMAP_only) and label (also iMAP_only).

Click on More to bring up additional Map criteria.

Enter the property category with the pre-defined value Telesyn.

Click OK, and on the Properties form click Add Map.

There is now a Custom Map that shows only Allied Telesis iMAP-type devices. Refer to Figure 8-5.

o a0 M w DN
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FIGURE 8-5 Example Custom Map for Telesyn devices

8.3 Using Object Properties

8.3.1 Overview

A custom table view is an option to view a subset of data that meets a certain criteria from the larger collection,
such as Events or Alarms. You can use custom views to narrow the range of items, which allows an easier search.

Custom views have the following special features:

= A view can be created to match a specific criteria.

= Views are updated dynamically.

= The same custom view can be used at different levels.

= The column (properties to view) can be customized

= Column order and sorting of data can be saved these in the custom view.
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e Custom views can be modified and renamed.

To create a custom view, you first define the criteria for the view, and then specify how to view the filtered data.
The options for custom views are as follows:

« Add/Modify the Custom View

When creating a custom view, the user fills out a Specify Event Filter Criteria form, which contains Proper-
ties and Tree Node Properties. Once created, the view can be seen in the node tree on the left. The user can
then select the view and modify the criteria if need.

« Remove Custom View

The user can select the view in the NMS Tree and choose Remove Custom View from the either the Panel-
Specific Menu Bar or from the pop-up menu accessed by a right clicking the view in the tree. This option
will remove the view form the tree.

e Save Custom View Data

After sorting and selecting a range of items, the user can save that specified list by selecting Save Custom
View State from the either the Panel-Specific Menu Bar or from the pop-up menu accessed by a right click-
ing the view in the tree.

8.3.2 Objects for Table Views

This section lists the property details of the objects that make up the AlliedView NMS. The following table lists
the objects that have properties and which subsection describes these properties.

Note: To filter on IMG/RGs, refer to the AlliedView NMS Administration Guide.

TABLE 8-2 Tree Node Properties - Reference Table

Object Reference
Network 8.4.2
Device (Node) 8.4.3
Customer Port 8.4.4
IP Interface (IP) 8.4.5
Profile 8.4.6
Vlan Interface (VIF) | 8.4.7
Physical Links 8.4.8
PMs 8.4.9
Events 8.4.10
Alerts 8.4.11
Links 8.5.1

8.3.3 Matching Criteria
Points to consider in regards to using properties are as follows:

= Most of the Properties listed while adding a custom view are string based. Additionally, if there is a Boolean,
the properties form indicates a choice box, containing three items: all, true, and false. Selecting all will
amount to the property not being taken into consideration. Selecting true or false will have the expected
behavior.

= For string-based properties, the string value is absolutely matched. For example, the string “Router” matches
the exact word only.
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= The wildcard '*' (asterisk) is supported to replace one or more characters. For example, if you want to view
objects whose names start with ‘sa’, then you have to specify it as ‘sa*’. Similarly, if you want to view
objects whose names end with ‘com’, then you have to specify as “*com’.

= Wildcard, '?" is not supported and is treated just as an ordinary character.

= For specifying multiple criteria for the same property, separate them with a comma. For example, if you want
to view objects named nms-serverl, nms-server2 and nms-server3 then specify as nms-serverl, nms-serverz,
nms-server3.

= Status, Severity, etc. are also treated as strings. Therefore, for a filter of Alarms, with severity critical, specify
‘erit*”,

= To exclude certain items, as part of the filtering criteria, append a '!" before it. The exclamation mark should
be used to ignore those values. For example, if you want to view objects, which do not start with ‘s™, then
specify the property as '!sa*' or if you want to see all Alarms, except those with severity other than warning
and clear, then any of the following will work:
e lwar*, Icle*
= lwarning, !clear
* cr*, maj*, mino*
= critical, major, minor

= Inthe Alarms and Events panel, filtering based on time can be done by specifying the starting time and the
ending time. The formats in which the time is to be specified are as follows:

* MON DD,YYYY HH:MM:SS AM/PM (For JavaUl) for example, Oct 27,2002 12:24:12AM and

e MONTH DD,YYYY HH:MM:SS AM/PM (For JavaUl) for example, Oct 27,2002 12:24:12 AM. (The
incompatibility is due to different JVM versions on Client and Server sides).

= In the Network Inventory view, the properties form initially contains only properties common to all Managed
Obijects. But the properties form changes to display properties specific to the particular object on double-
clicking the desired property. That is, after viewing the properties of an interface, on double-clicking that, the
properties specific to the interface are displayed (IfIndex, IfSpeed, etc.) which are part of the properties form.

= ltisadvisable to leave the fields blank that are not necessary but are part of the filtering criteria.

= Once the filtering criterion is specified, you can optionally give the filter a name and then select the ApplyFil-
ter option. The client then sends a request to the server to filter the objects while it adds the name of the filter
to the tree in the main panel.

= The time to filter may vary, depending on the total number of objects, the complexity of the filter criteria, and
the mode of storage.

= Custom Views, once created, continue to be updated and navigable for additions/deletions till the client is
closed or the custom view is removed using Remove Custom Views option.

Note: Use the Custom Views with caution and remove the unnecessary ones. This allows quicker
updates and clearing of resources associated with each Custom View, both on the client and
server side.

Note: If all the above parameters (except filter view name) are left blank, then the default value all is
assigned. For Date/Time properties by default will show the current date and time, requires
data in the order of month, date, year, hour, minute, second and AM / PM which can be
chosen by using the up and down arrows.

In the properties form, you can also click Select Props to View, which opens a window with the default proper-
ties to be shown in the selected table (as shown in the following figure).
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x
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FIGURE 8-6 Selecting Properties to View in a Custom View

Clicking the Additional table columns button in this Select Table Columns form brings up the User defined
table columns form. In this form the user can enter the user properties that were defined in the Event Parser and
what the displayed table column will be.

Note: If additional user properties have been added, they can be included here by using the More
button and entering them in the Property Name field. The More button can also be used to add
any properties that are expected to be added in the future.

Figure 8-7 shows the User defined table columns with the property sysLocation filled in.The column display
will be Physical Location.

Note: The Location Names are defined as part of provisioning device information. Refer to the
Telesyn Administration Guide, section 5.3.5.

|%User defined table columns x|
Specify additional columns
Dizplay Mame Property Mame
||F'hy5i|:al Location | |s~_.f5L|:u:ati|:|n ||
hore Fewer Remove
(0104 Cancel

FIGURE 8-7 Adding Properties to a Network Custom View

Clicking the Additional Criteria button in the Show objects with these Properties form brings up the Criteria
dialog form. In this form additional criteria can be specified for both the NMS properties and any user properties
(including sysLocation).

Click Apply Filter to see the resulting view. To save, right-click on the node icon in the NMS Tree, and then
select Custom Views->Save Custom View State from the pop-up menu.
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8.3.4 Default User Properties Added by the NMS and Custom Views

To view information for the devices, user properties have been added to the tree node tables that show relevant
information. When the NMS is first configured, they are grouped as follows:

* Alarms — sysLocation

* Network — discover

= Nodes - SerialNumber

= Ports — customerlD, ethIfIndex, portType, devicelD, adslifindex, slotID, portID

= VLAN Interface — parentkey, vlanparentnetwork, valnuntaggedports, vlantype, vlaninterfacevid, vlantagged-
ports

= Physical Links — Snode, DNode, DPort, SPort

These properties show up by default when the NMS is first configured, and the user can change the displayed
column name if desired, in either the default view or a Custom view.

Caution: Although in the default View or Custom View these properties can be made not to
display, the user should not do this since these properties were created to provide
relevant information about a component. For example, for Physical links, the DPort
property (Destination Port) would need to be shown to understand the configuration.
These properties are therefore useful when creating custom views. However, even if a
property is not displayed, a criteria can be set for the view based on that property.

8.3.5 Tree Node Properties Tab

The Tree Node Properties form determines the way the subset of data is presented for a View. This is done by
selecting the Tree Node Properties tab of the Show objects with these Properties form, as shown in the following
figure.
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FIGURE 8-8 Tree Node Properties Form for Events

The following table lists the properties.

TABLE 8-3 Tree Node Properties - To be Supplied

MO Form Property
(Label)

Description for Tree Node Properties

Frame Title

The information to be displayed on the title bar of the Custom View's internal frame is
specified here.

Menu File Name

The panel-specific menu's file name is given here. If you have not specified this then the
default menu is displayed.

Icon File

The icon to indicate the custom view is taken from this property. This icon is visible in the
tree as well as in the title bar of the internal frame.

Table Popup Menu

The menu filename for displaying a contextual menu for the objects displayed in the table of
the newly added custom view.
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TABLE 8-3 Tree Node Properties (Continued)- To be Supplied

MO Form Property
(Label)

Description for Tree Node Properties

Tree Popup Menu

in the client tree.

The menu filename for displaying a contextual menu for the newly added custom view node

Node Index

the custom view is appended.

The position of the this new custom view in the node tree when this view is added as a child
to an existing view that already has one or more child nodes. If the value is not entered, then

8.4 Managed Object Properties and Custom Views

8.4.1 Overview

The following tables list the properties for the various objects controlled by the AlliedView NMS. The columns
of the table are as follows:

= Form Property - This is the property as shown on the Managed Objects Form. If an object is usually not
changed by the user, (Internal only) is included.

= Description - This describes the property in detail.

= Custom View Property - If the property is used for a custom view, it is included here. Note that the spelling

can be different. This is the exact spelling you must use when adding a property.

= Examples for Custom View - When setting a criteria for a property in a custom view, the example gives a

typical value and explains how that value filters the custom view.

Note: An object may have many properties, but only a few that are commonly used for creating
custom views; moreover, many properties are for internal reference and should not be
changed. Therefore, these tables only include form properties that are useful for network
administrators. These properties may be those included with the form or those that can be
added with the More button.

8.4.2 Networks

8.4.2.1 Properties

The following table lists the properties for a network node. All the properties can be viewed by using the Next
and Back button at the bottom of the form.

TABLE 8-4 Properties for Network Objects

the Graphical User Interface (GUI).This is
intended to be more intuitive regarding the
identification of the network, whereas the
name can be any string with the only constraint
being that it is unique.

Custom View
MO Form Property (use Examples for Custom
Property Description for Network Objects this exact text) Views
Name The device name, which is a unique name that name 172.16.33.0
is used as the key in the database. This name Note: The name for a
cannot be changed. device should not include
an ‘&’ or Rediscovery will
fail.
DisplayName The name by which the device is identified on | displayName Site_ A

(This would assume the
network was contained in
Site_A)
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TABLE 8-4 Properties for Network Objects (Continued)

Custom View

MO Form Property (use Examples for Custom
Property Description for Network Objects this exact text) Views
Type The type of the object, such as whether it is a type Network
network, node, or an interface object, or (In a network view, this
something user specified, like router, switch, would be the default, in
etc. other views this would set
the criteria as showing only
networks)
Managed A checkbox that indicates whether the managed true (rather than a
managed object is managed by the NMS. checkbox)
When checked, the object is being managed by
the NMS. Otherwise, it is not.
IpAddress The IP address assigned to the object. ipAddress 172.16.33.0

(This would be for the
network)

InterfaceL.ist

The interfaces contained within the network. In
the Properties form this is a drop down list.

InterfaceL.ist

172.16.33.20 172.16.33.21
The value all would select
all nodes.

NodeL.ist

The devices contained within the network. In
the Properties form this is a drop down list.

NodeL.ist

172.16.33.20 172.16.33.21
The value all would select
all nodes. The DNS name

can also be used.

DiscoveryStatus

The current status of the discovery process.
The possible values are as follows:
1=YET_TO_BEGIN - Discovery of network
yet to begin.

2 = IN_PROGRESS - Discovery if network is
in progress.

3 = FINISHED - Discovery of the network is
finished.

4 = DISCOVERY_DISABLED - Takes this
value if either discover is 'false' or managed is
‘false’ for this network.

DiscoveryStatus

2

DiscoveryStatus

A boolean that indicates whether the object
status polling has been enabled for the object.
It is set to true if status polling is enabled for
the object, false otherwise.

DiscoveryStatus

DiscoveryStatus

The type of testing to run when checking the
status of the device.

Refer to the AlliedView NMS Administration
Guide, section 9.8.

DiscoveryStatus

(More...) subNets 172.16.33.20 172.16.33.21
(The value all would select
all nodes.)

(More...) stringstatus Critical Major Minor Clear

(separated by comma when
choose more than one)

8.4.2.2 Custom View for Networks Example

If there are a large number of networks being managed, the user can create a view that shows networks in a Crit-
ical or Major state. In the Custom View form, the user would:

1.

Select the Network node in the Inventory view and right-click Custom View -> Add Custom View.
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2. Inthe Filter View Name field, type Network_Alarm
3. Click Next to access the Additional Criteria, and type in status and Critical,Major, as follows.

Etriteria dialog
Specify additional criteria

Property Mame hatch Criteria
||stringstatus | |Critica|,ru15|j|:|r ||
hare Fewer FEmae
Ok Cancel

4. Click on OK, and a network_alarm view is formed that shows only networks with a critical or major alarm.

Refer to the following figure.

| »

o &5 Qos Policies

@- Network_Alarm

T 'f!j Metvwark Invertory

! Metweork_Al.. Total 3

Lizplaying | 1

[ ta | 3| Page Length

o B8) Netwarks E BN
) : : Marme Type | IPAddress | Methlask | Status |Last:
Tl REESE 1052300  Metwork 1052300 2552552550 Major Aug 16
'@' Profile &ssociation 1052320  Metwork 1052320 2552552550 Major Mg 26
%‘ Discavery Status 10522000  Metwork 10,52.2000 2552552550  Major Aug 26
FIGURE 8-9 Customer View for Networks
8.4.3 Devices (Nodes and Routers)
8.4.3.1 Properties
The following table lists the managed object properties for Node devices. All the properties can be viewed by
using the Next and Back button at the bottom of the form.
Note: The classname for Nodes is 'RgMO (not RG devices) and this should not be changed.
TABLE 8-5 Managed Object Properties for Nodes
Custom Map
View Property
MO Form (use this exact
Property Description for Nodes text) Example
Filter View Name The name given to the panel nodes_alarms
Name The device name, which is a unique name that | name 172.16.33.11
is used as the key in the database. This name
cannot be changed.
DisplayName The name by which the device is identified on | displayName Building_A
the GUL.This is intended to be more intuitive (This would assume the
regarding the identification of the device, device was contained in
whereas the name can be any string with the Building_A)
only constraint being that it is unique.
AlliedView NMS Installation Guide (Object Properties to Define Objects and Custom Views)  8-15



Managed Object Properties and Custom Views

Devices (Nodes and Routers)

TABLE 8-5 Managed Object Properties for Nodes (Continued)

Custom Map
View Property

MO Form (use this exact
Property Description for Nodes text) Example
Type The type of the object, such as whether it is a type 9700
network, node, or an interface object, or 9400
something user specified, like router, switch, Rapier*
etc. (all Rapier devices)
RG*
(all RG devices)
managed A pull-down that indicates whether the managed true
managed object is managed by the NMS. (would not include
When True, the object is being managed by the devices that were
NMS. When False, it is not. When all, it discovered and
includes all devices. unmanaged)
IpAddress The unique address assigned to each and every | ipAddress 172.16.33.11
object.
netmask The netmask that is specified for this managed | netmask 255.255.255.0
object. Network masking is a methodology by
which the elements in a network can be
meaningfully categorized.
ParentNet The 1D of the network that contains this node parentNet 172.16.33.0
or a list of network numbers if this is a router
connecting two or more networks.
InterfaceL.ist A non modifiable drop-down list of all InterfaceL.ist 172.16.33.20
interfaces on this device. 172.16.33.21

(The value all would
select all nodes.)

the CLI username.

Tester The type of testing to run when checking the
status of the device.
Refer to the AlliedView NMS Administration
Guide, section 9.8.
Community The community string of the corresponding community
SNMP agent associated with the link
SysName The system name as reported by the SNMP
(Internal) agent
SysDescr The value of the system description associated | sysDesc Telesyn 9700
with the type of managed object to be filtered.
all
SysOID The system object identifier of the device as sysOID .1.3.6.1.4.1.207.1.15.3
reported by the SNMP agent of the device.
Login The CLI username to use when NMS executes | login officer
CLI commands on the device. It is defaulted
but it should be changed.
Password The password to use when NMS logs in with password To Be Supplied

SysLocation

A string value to identify where the device is
located

sysLocation

Building_A

(This would assume the
device was located in
Building_A)
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TABLE 8-5 Managed Object Properties for Nodes (Continued)

Custom Map
View Property
MO Form (use this exact
Property Description for Nodes text) Example
Category The family of the device category Telesyn
(includes all MAP
devices)
Rapier*
(all Rapier devices)
RG*
(all RG devices)
Release The release 1D of the device software. release
SysContact A string to identify the owner of the device sysContact Company_A
ConfigChanged The time that a change to the device's configu- | configChanged To Be Supplied
ration has been detected by the Device Backup
operation. Config changes will be detected
automatically when recurring backups are
scheduled.
This property is included in the Nodes custom
view under the Network Inventory by default.
LastBackupTime The time of the last backup performed for this | lastBackupTime Wed Aug18 2010*
device via the Device Backup/Restore MDTI
Operation.
status (pull-down) stringstatus Critical,Major,Minor,
Clear
(separated by comma
when choose more than
one)

8.4.3.2 Custom View for Device Example

If there are a large number of nodes being managed, the user can create a view that shows only iMAP devices. In
the Custom View form, the user would:

1. Select the Nodes in the Inventory view and right-click Custom View -> Add Custom View.
2. Inthe Filter View Name field, type iMAP_devices.
3. Click Next to access the Additional Criteria, and type in category and Telesyn, as follows.

= Criteria dialog
Specify additional criteria

Propetty Mame

Match Criteria

||categnrg.f

|Te|esyn

hare

Femweer

Remowve

ik,

Cancel

4. Click on OK, and a iMAP_devices view is formed that shows only Allied Telesis Map devices, as follows.
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P——
& slarms = : = IMAP_devices
o= @ Perfarmance : '@ _ _ .
o @ Metwork Service Data _5““" IMAP_devices Total 10 Disp
? I@I N?tw':'rk Invertory Mame Type IPAddress| Metask Stat
+ e hloces 10.52.30.34 9400 10523034 255255.2... Cleat
) Profile Associatior 10523035 9400-56 10523035 255.255.2... Major
@ Discovery Status 10.52 30,35 9101 10523038 2552552 .. Clear
i $ MaP_devices 1052 30.37 5810 10523037 255.2552... Clear
@' Sl 10.52.30.36 9700-56 10.52.30.36 255.255.2... Clear
&) ports 10.52.30.33 7102 10523033 255255.2... Clear
& MGRGs 105219568  SBx3112 10.52.195... 255.255.2... Major
&0 Interfaces 5 105219568 9102 10.52185.... 255.255.2... Clear
G feuiers 10.52.195 66 9400-55 10.52.195.... 255,255 2 . Clear
GO Netwark VLANS 105220050  9700-56 1052.200.... 255.255.2... Major
(GF) wLAN Interfaces

8.4.4 Customer Ports

8.4.4.1 Properties

The following table lists the properties for customer ports. All the properties can be viewed by using the Next
and Back button at the bottom of the form.

TABLE 8-6 Managed Object Properties for Customer Ports

Custom Map View
Property (use this
MO Form Property Description for Interfaces exact text) Example
Name The port name, which is a unique name that is name 172.16.33.11_17.4
used as the key in the database. (This follows the
device_card.port
format)
DisplayName The name by which the device is identified on displayName 172.16.33.11_17.4
the GUI.This is intended to be more intuitive
regarding the identification of the device,
whereas the name can be any string with the
only constraint being that it is unique.
Type The type of the object, such as whether it is a type CustPort
network, node, or an interface object, or
something user specified, like router, switch,
etc.
CustomerID The description from the “Show Port” CLI customerlD x908_mgmt
command. (or telephone
number, a
convenient way to
identify the
customer)
DevicelD The device to which the port belongs devicelD 172.16.33.11
Slot The slot ID of the customer port. To Be Supplied
PortType portType ADSL
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TABLE 8-6 Managed Object Properties for Customer Ports (Continued)

Custom Map View
Property (use this

MO Form Property Description for Interfaces exact text) Example
Ethifindex An index number assigned by the NMS to ethIflndex 112
identify the port and its type
GroupNames Blank since customer ports cannot be defined in
groups.
PortProfileMOName portProfileMOName
PortProfileName portProfileName *ADSL*
IsGroup A boolean that indicates whether the object is a
group. It is false since this is a port.
AdslIflnadex To Be Supplied
PortID To Be Supplied

8.4.4.2 Custom View for Ports Example

If there are a large number of ports being managed, the user can create a view that shows only ADSL ports. In the
Custom View form, the user would:

1. Select the Nodes in the Inventory view and right-click Custom View -> Add Custom View.

2. Inthe Filter View Name field, type Ports_adsl.

3. Click Next to access the Additional Criteria, and type in portType and adsl, as follows.

Etriteria dialog x|
Specify additional criteria
Property Mame Match Criteriz
(¥l portType | |adsl |
fare Femner Remove
| il Cancel

4. Click on OK, and a Ports_adsl view is formed that shows only adsl ports, as follows.
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= o
o= @ Metvweork Events = : @ Ports_adsl -
@ Alarms : T ~. . .
o @ S —— @ Ports_acdsl Total 368 Dizplaying |—
o= @\ Metwork Service Data Custarner ID Status Type Diewice
¢ @ N[atwc-rk Irvertary M Clear ADSL 10.52 .30 36
¢ el eve_Profie_tests Clear ADSL 10.52.30.34
@' Profile Associstion | eve_ads|_Profile_Tes: Clear ADSL 10.52.30.34
) @ Dizcovery Status ArADSLAT Clear ADSL 10.52.30.36
@ Cards dr&DSL15 Clear ADSL 10.52.30.36
¢ & Ports drADSL13 Clear ADSL 10523035
_ @ Ports_ads _| Psdr-adsia Clear ADSL 10.52.30.34
@' MR Gs dr-acksl-5 Clear ADSL 10.52.30.34
'E_f-i Interfaces dr-A0SL-d Clear ADEL 10.52.30.534

8.4.5 Interfaces (IP)

8.4.5.1 Properties

The following table lists the properties for interfaces. All the properties can be viewed by using the Next and

Back button at the bottom of the form.

TABLE 8-7 Properties for Interfaces

Custom Map
View Property
MO Form (use this exact
Property Description for Interfaces text) Example
Name The device name, which is a unique name that is name IF-172.16.33.11
used as the key in the database.
DisplayName The name by which the device is identified on the displayName IF-172.16.33.11
GUI.This is intended to be more intuitive regarding
the identification of the device, whereas the name
can be any string with the only constraint being that
it is unique.
Type The type of the object, such as whether it is a type Always interface
network, node, or an interface object, or something
user specified, like router, switch, network.
IpAddress The unique address assigned to each and every ipAddress 172.16.33.11
object.
Netmask The netmask that is specified for this managed netmask 255.255.255.128
object. Network masking is a methodology by which
the elements in a network can be meaningfully
categorized.
ParentNet The ID of the network that contains this interface. parentNet 172.16.33.0
Community The community string of the corresponding agent
associated with the link
WriteCommunity The SNMP community string for write access to writeCommunity private
agent used to reach this interface. (for all SNMP
communities for
write access, all
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TABLE 8-7 Properties for Interfaces (Continued)

Custom Map
View Property
MO Form (use this exact
Property Description for Interfaces text) Example
SysOID The system object identifier of the device as sysOID 1.3.6.1.4.1.207.1.
reported by the SNMP agent of the device. 15.3
PhysMedia The topology of the network this interface is To Be Supplied
attached to.
IsNode A pull-down that indicates whether the object is a isNode
node.
ParentNode The ID of the node on which the interface resides. parentNode 172.16.33.11
PhysAddr The physical (MAC) address of this interface
Version The version of the SNMP agent, such as v1, v2, or version v2
v3.
IfDescr The SNMP IfDescr value for this interface ifDescr MGMT:ETH:0
IsNetwork A pull-down that indicates whether the object is a
network. It is false since this is an interface.
(More...) stringstatus Critical Major
Minor Clear
(separated by
comma when
choose more than
one)
(More...) hostNetmask 255.255.255.0

8.4.5.2 Custom View for Interfaces Example

The user can create a view that shows only interfaces for the 7700 devices. In the Custom View form, the user

would:

1. Select the Interfaces in the Inventory view and right-click Custom View -> Add Custom View.
2. Inthe Filter View Name field, type Interfaces 255 255 255 0.
3. Click Next to access the Additional Criteria, and type in netmask and 255.255.255.0, as follows.

%Eriteria dialog
Specify additional criteria

Property Mame

Match Criteria

||netmask

255,245,254 (]

fiore

Fewer

Femove

Ik,

Cancel

4. Click on OK, and an Interfaces_255 255 255 0 view is formed that shows only interfaces with the
255.155.155.0 mask, as follows.
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Profiles

£ hetworks
| Modes

B Profile Association
B Telesyn_devices

2 Poris
™ Ports_adsl
¥ Interfaces

] Routers
¥ WLAM Interfaces

8.4.6 Profiles

8.4.6.1 Properties

@ Interfaces_255_255_255_0 2

@ Interfaces_355_255_255_0 Total 27
Mame IPAddress Metask Status
IF-172.16.33.2 172.16.33.2 255.255.255.0 Clear
IF-172.16.33.3 172.16.33.3 255.255.255.0 Clear
IF-172.16.33.4 172.16.33.4 255.255.255.0 Clear
IF-172.16.33.9 172.16.33.5 255.255.255.0 Clear
IF-172.16.33.9 172.16.33.9 255.255.255.0 Clear
IF-172.16.33.10 172.16.33.10 255.255.255.0 Clear

FIGURE 8-10 Interface Filter

The following table lists the properties for profiles. All the properties can be viewed by using the Next and Back
button at the bottom of the form.

TABLE 8-8 Managed Object Properties for Profiles

Custom Map
View Property

MO Form (use this exact
Property Description for Profiles text) Example
ParentName The name of the corresponding panel under which ParentName

this custom view is added is given by default. On

clicking the combo button, all the current tree nodes

available are shown.
name The name for each type of profile is a default and name Profile_POTS _test

the name given by the user. Default names are:

To Be Supplied

Profile_POTS

Profile_Etherlike_Port

Profile_ ADSL

Profile_Rapier_Device

Profile_Telesyn_Device

Profile_SwitchBlade_Device
displayName The name by which the device is identified on the displayName

GUL.This is intended to be more intuitive regarding

the identification of the device, whereas the name

can be any string with the only constraint being that

it is unique.
type type of object. This is always Profile. type Profile
community The community string of the corresponding SNMP | community

agent associated with the profile
(More...) profileName Test_Profile
(More...) profileType Profile
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8.4.7 VLAN Interfaces

8.4.7.1 Properties

The following table lists the properties for VLAN interfaces. All the properties can be viewed by using the Next
and Back button at the bottom of the form.

TABLE 8-9 Managed Object Properties for VLAN Interfaces

gap between two successive status pollings of
managed objects.

Custom Map
View Property
MO Form (use this exact
Property Description for Interfaces text) Example
classname The class name, but not the fully qualified name. classname
This property is used when restoring the device
subclass when it is stored in a relational database.
For example, for node objects, this property will
have the value node.
community The community string of the corresponding agent community
associated with the VLAN interface
contextName The SNMPv3 ContextName, if the SNMP version contextName
isv3.
DisplayName The name by which the device is identified on the displayName Default_VLAN
GUL.This is intended to be more intuitive regarding
the identification of the device, whereas the name
can be any string with the only constraint being that
it is unique.
Name The VIF name, which is a unique name that is used | name
as the key in the database.
parentKey Database key of the parent object--the device that parentKey
contains the vlan interface.
pollinterval The polling interval in seconds, which is the time pollinterval

stringstatus

The status of the VLAN interface

stringstatus

Critical Major
Minor Warning
Clear Unknown
(separated by
comma when
choose more than
one)

is always set. The range: 1-4096.

type The type of the object, such as whether itis a type VlanlInterface
network, node, or an interface object, or something (Default)
user specified, like router, switch, etc.
vlanepsrtype vlanepsrtype Master
Transit
Data (All others)
vlangrouplist The domain name for the vlan group, usually vlangrouplist dom1,dom2
associated with an EPSR configuration
vlaninterfacevid The VLAN ID associated with a Vlan interface. It vlaninterfacevid 500
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TABLE 8-9 Managed Object Properties for VLAN Interfaces (Continued)

Custom Map
View Property

MO Form (use this exact
Property Description for Interfaces text) Example
vlantaggedports A compact list of tagged ports on a VlanInterface. vlantaggedports 11.1-9,12.1 - To Be
The list will be empty if none exist. Supplied
The format is card.port delimited by commas. None
(no ports are
tagged)
Vlan Type The type of VLAN (VLAN or HVLAN) vlantype VLAN
HVLAN
UnTagged Ports A compact list of untagged ports on a VLAN vlanuntaggedport | 11.1-9,12.1 - To Be
interface. The list will be empty if none exist. S Supplied
None
(no ports are
tagged)

UCP Mode

To Be Supplied

Forwarding Mode

To Be Supplied

8.4.7.2 Custom View for VLAN Interface Example

The user can create a view that shows only VLAN Interfaces for the VID 500. In the Custom View form, the

user would:

1. Select the VLAN Interfaces in the Inventory view and right-click Custom View -> Add Custom View.
2. In the Filter View Name field, type VLAN_500.
3. Click Next to access the Additional Criteria, and type in vlaninterfacevid and 500, as follows.

= Criteria dialog
Specify additional criteria

Property Mame Match Criteriza
||xrlaninterfacevid | |500] [
Maore Fetwver Remove
il Cancel

4. Click on OK, and a VLAN_500 view is formed that shows only interfaces with the 255.155.155.0 mask, as

follows.
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& Network Objerts

(f) VLAN_500

o 'ﬁj'; Metweork Maps E
o (B Fault Managemert £) WLAN_500
o '@' Performance =
= 0 Type YD Status
o '@' Fetwiork Service Dat i
= WLAMIF-10.52.30.33-500  “laninterface  S00 Clear
7 (8 Metwark Invertary
- YLAMF-10.52.30.534-500  Wlaninterface S00 Clear
'@' Metuwarks
- WLAMIF-10.52.30.35-500  “laninterface S00 Clear
o @ Rlocdes
@- — L WLAMF-10.52.30.536-300  Wleninterface S00 Clear
\?-\ YWLAMIF-10.52.30.57-500  “Wlaninterface  S00 Clear
@ Portz
~, WLAMF-10.52.30.535-500  Wleninterface S00 Clear
5 MGRGs
- WLAMIF-10.52.32.2-500 Ylanirterface 500 Clear
e ;f'_, Interfaces
':3'; Fouters
(25) Metwork WLANS
¢ ) YLAN Interfaces
& L en_sooli

FIGURE 8-11 VLAN Filter
8.4.8 Physical Links

8.4.8.1 Properties

The following table lists the properties for physical links. All the properties can be viewed by using the Next and
Back button at the bottom of the form.

TABLE 8-10 Managed Object Properties for Physical Links

Custom Map
View Property
MO Form (use this exact
Property Description for Interfaces text) Example
Name The device name, which is a unique name that is name LINK-
used as the key in the database. 172.16.33.14-9--
172.16.33.10-5
(This follows the
format of device-
link--device-link)
DisplayName The name by which the device is identified on the displayName
GUL.This is intended to be more intuitive regarding
the identification of the device, whereas the name
can be any string with the only constraint being that
it is unique.
Link Type The type of the object, such as whether it is a type L2LinkMO
network, node, or an interface object, or something
user specified, like router, switch, etc.
SNode The source node of a physical link. SNode 17.16.33.10
LinkStatus This field has been deprecated. linkStatus
Destination port The destination port of a physical link. DPort 11
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TABLE 8-10 Managed Object Properties for Physical Links (Continued)

Custom Map
View Property
MO Form (use this exact
Property Description for Interfaces text) Example
Dest. Device The destination device of a physical link. DNode
Source port The source port of a physical link. SPort 11

(More...)

stringstatus

Critical Major

Minor Warning
Clear

(separated by
comma when
choose more than
one)

8.4.8.2 Custom View for Physical Links Example

The user can create a view that shows only VLAN Interfaces for the VID 500. In the Custom View form, the
user would:

1. Select the VLAN Interfaces in the Inventory view and right-click Custom View -> Add Custom View.

2. In the name field, type Links_172_16_33 1.
3. Click Next to access the Additional Criteria, and type in SNode and 172.16.33.1, as follows.
= Criteria dialo x|
Specify additional criteria
Property Hame Match Criteria
[vi[3Nods | [172.18.331 I
More Fewer Femaove
Ok Cancel
4. Click on OK, and a Links_172_16 33 1 view is formed that shows only interfaces with the 255.155.155.0

mask, as follows.

& B nodes [ ot Links_172_16_33 1
o "1 Ports P Links_172_16_33_1 ot 22 |
Loy @ Interfaces
B Routers 3 Link Marme Source Device Source Fort Dest. Device Dest. Port
o @) VLAN Interfaces Muink1-10 172.16.33.1 50 172.16.33.10 1 -
& EPSR Domains Miink1-11a 172.16.33.1 11 172.16.33.11 12.0 -
© B Physical Links Lk 172.16.33.1 44 172.16.33.11 8.0 -
" = Links 172 16 33 1 Link-1-12 17216.331 12 172163312 i] F
S Miink1-13 172.16.33.1 13 17216.33.13 20 =

FIGURE 8-12 Mask Filter

8.4.9 Performance Monitoring

8.4.9.1 Properties

A complete list of the object properties for a polling object is in the AlliedView NMS Administration Guide. The
following table lists the properties that are used when creating a custom map view.
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TABLE 8-11 Properties for Statistics

MO Form
Property

Description

Custom Map View
Property (use this
exact text)

Example

Name

Any meaningful string for the Data Identifier.

name

etherStatsPkts

Snmp\ersion

One of the three SNMP versions - VI, V2 or V3.
Required.

snmp\ersion

v2

Read Commu-
nity

Enter the string with which the devices are identified
in a network. Most of the equipment vendors set the
Community value as public for their devices, so it is
usually used here. Otherwise you have to check the

string used for the particular device.

Note: The community specified must be

enabled on the device.

community

public

OID

A unique Object Identifier string that represents a
MIB entry. Data is collected for this identifier. An
SNMP specific Data identifier is called an OID. For
example, 2.2.1.16.1 refers to IfiInOctects interface
instance 1. Required.

oid

1.3.6.1.2.1.16.1.1.
15

Agent

Normally a device will have one agent in it to collect
device data, and the device name and agent name
will be the same. Required.

agent

172.16.33.11

DNS Name

Name of the device from which data have to be col-
lected.

dnsName

172.16.33.11

Active

A checkbox, when checked, means the data collec-
tion will be started for this OID. (The statistic row
once created will be green.)

Default value: False (unchecked).

active

false

Period

The time interval for periodic data collection. For
example, if set to 2, for all the Data identifiers, data
will be collected once in every 2 seconds.

Default value: 300 seconds.

period

300
(the default value)

Threshold

Checking means the Threshold will be applied on
this Data identifier. Unchecked means no Threshold
will be applied.

Default value: False (unchecked).

threshold

false

ThresholdList

Name of the Thresholds in comma separated format,
thus associating them to this Data identifier for mon-
itoring data collection.

thresholdList

failureThreshold

Threshold at which a failure is declared.

failureThreshold

Multiple

Checking means the data identifier is of type multi-
ple.

isMultiplePolledData

true

Policy Name

The name of the polling policy.

policyName
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TABLE 8-11 Properties for Statistics

MO Form
Property

Description

Custom Map View
Property (use this
exact text)

Example

saveAbsolutes

This option is applicable only for Counter type
OIDs. By default, data collected for Counter type
OIDs is not stored as it is. The difference between
the previous data and latest data is collected and
stored. If the exact value (absolute value) of col-
lected data has to be stored for Counter type OIDs,
then this check box should be checked. Data col-
lected for OIDs of other data types are saved as
absolute values.

Default value: False (Unchecked).

saveAbsolutes

false

SaveOn Thresh-
old

Possible values are true and false. If true the col-
lected data is saved only when it exceeds the thresh-
old.

Default value: false

saveOnThreshold

false

Time Average

Checking means the Time Average will be calcu-
lated as follows:

(<Latest collected value> + <Previous collected
value>) / <Difference in data collection Time value>

This is mostly calculated for counter type and gauge
type OIDs where the data collected will be an incre-
mental value and at one point will reach the final
value and reset to zero. As this reset may happen
soon and very often, it is preferred that a delta value
is derived from two consecutive polls.

Default value: false.

timeAvg

false

Last Counter
Value

The counter value last read.

lastCounterValue

Last Time Value

The time the counter was last read.

lastTimeValue

Next Time
Value

The next time the counter will be read.

Log Directly

Checking means to store the collected data in flat
files rather than storing them in database.

Default value: false (unchecked).

log Directly

false

Log File

The log file name with a full path (the location on
the hard disk as where the log file has to be stored).

logFile

parentObj

Name of the Managed Object which acts as the par-
ent for this Data Identifier.

Poll ID

A unique number associated with each Statistic to
identify the Statistic. Poll ID is automatically gener-
ated so no two Statistics will have the same Poll ID.

334

Advanced

Allows the optional values to be modified.

8.4.9.2 Custom View for Statistics Example

The user can create a view that shows which statistics match a DNS Name. In the Custom View form, the user
would:

1. Select the Configured Collection in the Performance view and right-click Custom View -> Add Custom
View.

8-28 AlliedView NMS Installation Guide (Object Properties to Define Objects and Custom Views)



Events

Managed Object Properties and Custom Views

2. Inthe Filter View Name, type Active.

3. In the Active pulldown, select True.

4. Click on OK, and a view is formed that shows only devices with activated statistics, as follows. (Click on
each device to see the active statistics.)

STl 200m
o= (&) WLAN Netwark
? @ Fault Management
Ty
9 @. Metweark Events
@' System Log Events
&) 10_526
h'd @ Alarms
€55 S _RiS
? @ Performance
9 @ Configured Collection

8.4.10 Events

8.4.10.1 Properties

| »

) Active
M active Tt 1 [
of| hosts Statistic Name Foll Id DS MNarne
A 1052328 3 334 1052328 ]
' 34 itOutoctets 335 1052328 12

FIGURE 8-13 Statistics Filter

You can set the match criteria by using the Specify Event Filter Criteria form. This form can be accessed by
selecting Custom Views -> Add Custom Views from the Panel-Specific Menu Bar. Refer to the following figure.
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= Show objects with these Properkies |
Specify Event Filter Criteria
[]’ Properties r Tree Node Properties |
Filter ‘ie Mame Network Events0 |
Parenthlame |@' Metwark Events | b |
Severity all -
Meszane | |
Category IS SLOG- |
Pletsork | |
Ploce | |
Failed Object | |
Source | |
Fraom DatesTime ) i‘
Ta DatelTime , :‘
Ay - Titne
Event Loe
Select Props To Wies Acditional Criteris
Appaly Fitter Cloze Help
FIGURE 8-14 Matching Properties Form for Events
The following table lists the properties in detail.
TABLE 8-12 Custom View Criteria for Events
Custom View
Property Name
(use this exact
MO Form Property Description for Match Properties text) Example

Severity The severity of the object. Severity is a severity Major (if multiple,
property in the event object that indicates the separate with
criticality of the event. The severity of the commas)
event to be filtered can be assigned using the
combo box. Multiple severities can also be
assigned by separating them using a comma.

Message Any important additional information text Unavailable
regarding the event. If you want to view the seconds - line 15
event with a particular message then you can all
fill the message in this field whereby the To Be Supplied
events with the corresponding message is
displayed.
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TABLE 8-12 Custom View Criteria for Events

MO Form Property

Description for Match Properties

Custom View
Property Name
(use this exact
text)

Example

Category

A value that can help in useful categorization
of the alarm.

Note that the default is ISYSLOG-*, since
the SYSLOG events are listed in the System
Log Events leaf node.

category

Port
(Port has been
affected)

Domain

Any domain-specific information, based on
physical location, or functional
categorization, or logical categorization of
the source of the event. The domain name of
the event can be specified, which is to be
matched by this custom view.

domain

Network

Information on the network to which the
source of the event belongs. The network of
the particular event in which you are
interested is specified here.

network

Node

Any additional information about the source,
or the source itself, of the event. The name of
the node to be filtered can be given in this
field.

node

Failed Object

Information about the specific entity within
the source of the event, which is primarily
responsible for the occurrence of this alarm.
The name of the failure object to be filtered
can be given in this field.

entity

ADSL_172.16.33.
19;adslIAtucUASL
_Port0.15
(Separated with
semicolons, these
are objects affected
by the alarm)

Source

Information about the source of the alarm.
The source, based on which alarms are to be
filtered, can be given in this field.

source

From Date/Time

The events, after the time specified in this
field, are displayed in the custom view.

To Date/Time

The events, before the time specified in this
field, are displayed in the custom view.

Event Age

Criterion that is used to filter events based on
the age of the event. Age of an event denotes
the time lapsed since the last modification of
the event in the NMS system. Event age
property can be age in min, age in hrs, age in
days, today, yesterday and any for all these
together.

customeriD

The Customer ID assigned when
provisioning for triple-play

customerlID

T746*

(More...)

notes

Unavailable
seconds - line 15
all

(More...)

stringSeverity

(More...)

groupName
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8.4.10.2 Custom View for Events Example

The user can create a view that shows which events are associated with a specific subscriber. In the Custom
View form, the user would:

1. Select the Network Events in the Fault Managements view and right-click Custom View -> Add Custom
View.
2. In the name field, type ID_626.
3. Click Next to access the Additional Criteria, and type in 626%*, as follows.
Criteria dialog x|
Specify additional criteria
Property Mame hatch Criteria
||custnmerID | |sze* [
hare Femwer Femaowe
Ok Cancel
4. Click on OK, and a view is formed that shows only events associated with customer IDs that include 626, as
follows. (Click on each event for details.)
) 1052320 e
~ ®)10522000 i Totsl 25  Displaying
o= (5 LAM Netwark LN
& SeuliMenagement Status Failure Object customerlD
s @ NEETWOFR Everts : jor Ether-like_10.52.30.35_Port5 8 B2EMOD Link Do o
) System Log Everts L Clear Ether-like_10.52.30.35_Port5 .9 E26EMOD Link Up o F
g i : zjar Ether-like_10.52.30.35_Port5.9 E2E6MOD Link Do o
. ) network Everts2 Clear Ether-like_10.52.30.35_Port5 3 B2EMOD Link Up an |
) £ slarms zjor Ether-like_10.52.30.35_Port5 .9 B2EMOD Link Dioven 1
¢ fictiormance ] Clear Ether-like_10.52.30.35_Port5 .9 E26MOD Link Up on F
) M) configured Collection zjor Ether-like_10.52.30.35_Port5 3 B26MOD Link Diowwn 1
¢ @) Netwark Service Data Clear Ether-like_10.52.30.35_Port5 9 B2EMOD Link Up an f
'fa' Prrfilrs : Azicw Fhhar liba 4057 20 28 Deks O FIRRACT 1irle Prmwasr
FIGURE 8-15 Customer ID Filter
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8.4.11 Alarms

8.4.11.1 Properties

The following table lists the properties for Alarms and the ones used for setting up criteria for custom alarm
views.

TABLE 8-13 Properties for Alarm Criteria

MO Form
Property

Description for Criteria - Alarms

Property for
Custom View (use
this exact text)

Example

Filter View Name

A name for the particular custom view. If
nothing is provided, the corresponding
custom view is named as Fault Management
Network Events0, Fault Management.Alarms
Alarmsl, etc.

Severity

The level of the alarm. The severity of the
alarm to be filtered can be assigned using the
combo box. Multiple severities can also be
assigned by separating them using a comma.

severity

Critical Major Minor
Warning Clear
(separated by comma
when choose more than
one)

Previous severity

The match criteria based on the previous
severity of the alarm.

previousSeverity

Critical Major Minor
Warning Clear
(separated by comma
when choose more than
one

Owner The name of the owner of the alarm. owner Paul
Category The category for the alarm. category Telesyn
(for MAP devices)

Group A group value on which alarms are grouped in
the client.

Message Any additional information. To use, fill the message Unavailable seconds-line
message in and alarms with the corresponding 15-minute threshold
message are displayed.

Failure object Information about the specific entity, within entity ADSL_172.16.33.19;adsl
the source of the alarm, which is primarily AtucUASL_Port0.15
responsible for the alarm. When filled in, it (Separated with
provides a filter. semicolons, these are

objects affected by the
alarm)

Source Information about the source of the alarm. source 172.16.33.19
When filled in, it provides a filter.

From Date/Time The date and time after which alarms that are | Form has GUI

(modified) modified are displayed.

Format is month, date, year, hour,
minute, second and AM / PM
To Date/Time The date and time before which alarms that Form has GUI

(modified)

are modified are displayed.

Format is month, date, year, hour,
minute, second and AM / PM
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TABLE 8-13 Properties for Alarm Criteria (Continued)

Property for

MO Form Custom View (use
Property Description for Criteria - Alarms this exact text) Example
From Date/Time The date and time after which alarms that are | Form has GUI
(Created) generated are displayed.

Format is month, date, year, hour,

minute, second and AM / PM
To Date/Time The date and time before which alarms that Form has GUI
(created) are generated are displayed.

Format is month, date, year, hour,

minute, second and AM / PM
Alarm Age The age of the alarm for filtering purposes. Form has GUI
(modified time) The age of an alarm is the time lapsed since

the last modification of the alarm in the NMS

system. The alarm age property can be age in

min, age in hrs, age in days, today, yesterday

and so on.
id The id number given to the alarm id 41931
(More...) notes Unavailable seconds-line

15-minute threshold

(More...) priority 0
(More...) sysLocation see 8.4.11.2.

8.4.11.2 Example of Custom Alarm Filter (Alarms by Location)

In this example, custom alarm views are created in which each view contains alarms from a specific location.

1. Inthe Object tree, select the Alarms node icon and right click Custom Views -> Add Custom Views (select-
ing the Alarms node is not necessary, but helps set the location of the custom view, as shown below).

2. In the Specify Alarm Filter Criteria window, change the name of the view to NMS_B5.

3. Click on Additional Criteria, then input the Property Name and match criteria. The property name we are
using is sysLocation, and the criteria we are using is the string Raleigh, which we configured when providing
device information. Figure 8-16 shows the example.

devices with the sysLocation of B5 are listed in the view, as shown in Figure 8-17.

= Criteria dialog |
Specify additional criteria
Property Mame hatch Criteria
||sysanatiun T |
hore Fewer Remove
Ok Cancel

FIGURE 8-16 Setting Criteria for Custom Alarm View (sysLocation)
4. Select the tic box, OK, and then Apply Filter. Now when the NMS_B5 custom view is shown, only those
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1052300
®) 1052320
B PR £55 s _BS Totsl 7 Displa
o= (25) WLAN Netwark 1]
- (B Fault Management Status Failure Chject SysLocation Alarm Message
- @) Network Everts Clear 10.52.32.2 HMS_ES Polled 0K despite other fail..
@' System Log Events Clear F-10.523317 MWS_ES Interface clear.
&) 1p_s26 Clear 10.52.301_DISC HMS_ES Discovery succeeded
Clear 1052301 _DISC_SYSLOG  MMS_BS Syshog iz nowy configured o
Clear 1052301 _CLI MWS_BS Successtul device lagin (m.
T @ Performance Clear 1052323 _CL MM _BS Successful device login (m.
) configured Collection 2| parning 10.52.32.2_CLI HME_ES Unable to login to device. A.

FIGURE 8-17 Example of Showing Alarms for Specific Location
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8.5 Custom Physical Maps with Links

Links can be added to the custom Physical Maps. However, certain criteria must be used to create a custom map
that will allow link symbols to be placed on it. These are described below.

8.5.1 Adding Links to Existing Custom Physical Map

To add links to an existing map (provided it’s criteria are suitable) refer to the following figure, which shows the
system Physical Map and links between 9000-type devices.

M Metocork Objects =) Physical Network

T "f-f; Metwark Mapsz

E Physical Metwark
'f-!_i:_'\,. Routers
(@) Failed Modes
o ) IP Metwark :
o () VLA Network =

B QIQQ QD

i ; Telesyn
o= @ Fault Managermert g‘fuﬁ
o= @ Performance 1052 30 36 Telesvn
¢ &8) Metwork Service Data MUH
&) Profies 10.52.50.35

@' G0S Deployments
o= (35 QoS Policies

¢ (!3 Metweark [nvertory Tﬂlﬂﬁﬁ“
#%) Metworks 340
o @ Modes 10523054
@' Cards =l '

Alartn Summary View

i B A @ 10.52.30.3
Telesxn
370 AT AT
- 10.52.30.37 ART45 8724
E A1 10.52.30 2 10.52.30.10

FIGURE 8-18 Physical Map with Links
For links to be added to a custom map, the map’s criteria can only include the following parameters:

o “name"
e “classname”
- “type”

Use one or more of these parameters to specify a set of iMAP devices, then the Add Links To Map operation
will automatically create link lines for the Links that are defined in the NMS and have end ports on iMAPs exist-
ing on the custom map.

For example, if you are using DNS names and they are assigned so that the initial/final characters of each
device’s name identifies the custom map that you would like it to be on, then a “name” criteria could be used to
collect those devices onto a single Custom Map. Specifically, if the devices RAL1, RAL2, ..., RAL30 are to be
put on a single Custom Map, then use the criteria “name=RAL*” for that map.
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If not using DN, then the names will look like IP addresses, and a subnet map can be matched by a pattern like
“name=172.16.33.*”.

You can also use “type” to separate-off by device type (e.g., 9700, 9400, 9%, ...).

The classname should be CLISNMPNodeMO to pick up iMAP devices only; otherwise many Port objects can
appear on the custom map.

To create a custom map that looks like the Physical Map and also has links, do the following:

1. Custom Views-> Add New Map

2. Set topology to “grid(isActuallconSize=true;gapX=20;gapY=20;cellWidth=100;cellHeight=100;scroll=ver-
tical),star,ring,flow”

3. Set mapSymbolRenderer="com.adventnet.nms.mapui.ATIMapSymbolRendererimpl_3"
4. Add criteria by selecting "more™ at the bottom of the window.
=  Only use the following criteria names if Links are to be added later:

- name (e.g. name = 172.16.33.%)
- classname (e.g. classname = CLISNMPNodeMO)
- type (e.g. type = 9700)
Note: These can be updated to also include linksets, which is what the Add Links operation will do.

= The map will be created looking like the Physical Map but the background is gray (instead of white) and
no links will show. (To update the background, double-click the background and in the Map Properties
tab add an ImageName.)

5. While the custom map is active, select the View -> Add Links to Map and the map will now have link lines
drawn.

6. Refer to the following figures.
Note: The system Physical Map and custom Physical Map have the same features and interact;

When new links are created or old links deleted on the system Physical Map they will now be
automatically updated on the Custom map, and vise versa.
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B
Wiewy Mlodify Properties Form Please fill in the Custom Map Criteria
| |type | |EI*
|| "= | | | hiore || Fesver |
label | |
topology |D;ceIIHeighl=1DIZI;Scrall=ver‘cicalj,star,ring,flawl | QK H Cancel ‘
o imageMame | |
l autoPlacement ‘1rue |v|
menuilame | |
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wehhME | |
helpDoc |_ug_AppIFJ‘S_S_Custu:um_Views.Htm#UG_S.S.zl
maEpSymbolRendearer |ad\-'entnet.nms.mapui.MapSymelRendererlmpll
mapLinkRenderer |Jm.adverrtnet.nms.mapui.MapLinkRendererlmpll
anchaored ‘false | - |
|| treelconFilehiame | |
| fiash | |
tabPanelz | |
currentTopology | |
| .
| ParerntMode ‘% Phyyzical Metwiark |"|
‘ hiare ... ‘
I
| ‘ Add Map | | Cloze | | Help ‘

FIGURE 8-19 Setting Custom Physical Map Criteria

8-38 AlliedView NMS Installation Guide (Object Properties to Define Objects and Custom Views)



Adding Links to Existing Custom Physical Map Custom Physical Maps with Links

'% Fetweork Ohjects
T 'ﬁf; Metwork Maps
¢ B prysical Metwork
";g Fapiers
&3 itops
'f:_i'; Routers
(@) Failed Modes
¢ &) 1P Metwark
(*%) 10.52.30.0
(*) 10.52.32.0
(*%) 10.52.200.0
o () WLAN MNetwark
T @ Fault Management
T @ Pletweork Everts
@' Zwystem Log Everts
B3 ID_g26
i T @ Alarms

FIGURE 8-20 Adding the Links to the Custom Physical Map
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